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Introduction
When an UE is connected to 3GPP network via Femto, PCRF and BPCF may need to interact with each other to coordinate the policy under the agreement reached by the 3GPP network and the BBF network. Due to the existence of  IPsec Tunnel between Femto and SeGW, it is hard for the BPCF to know there is an UE attaching to the 3GPP network via Femto. Therefore, it’s valuable to find out a solution for the PCRF to detect UE’s connected via Femto, discover BPCF’s IP address and initialize an S9* session with the corresponding BPCF in the BBF network. In SA2 #79 meeting, how a PCRF finds the corresponding BPCF is considered as an open problem. This document propose approaches to address this. 
  2 
PCRF discovers the BPCF's address
2.1
PCRF detects a UE connecting to the network via Femto

During the Initial Attach, Handover, TAU procedures, the MME sends a Create Session Request/Modify Bearer Request to SGW, SGW relays the message and sends it to PGW. On receiving Create Session Request / Modify Bearer Request, PGW sends Indication of IP-CAN Session Establishment to acquire PCC rules from PCRF. During this processes, the network can identify the Femto access through User CSG Information or ECGI:
1) User CSG Information is the CSG-related parameters dedicated to Femto access, e.g., CSG access mode, CSG ID. 
2) ECGI is unique and can be used to indicate Femto access if the operator assigns certain range of ECGI only to Femto. 
Both User CSG Information and ECGI and be used to identify the Femto access. If PCRF has no such information, e.g., User CSG Information, PGW can perform the detection and inform PCRF through an Indication in message such as IP-CAN Session Establishment message.

2.2
PCRF discovers the IP address of the corresponding BPCF 

This section presents how the PCRF gets the IP address of the BPCF to setup an S9* session.
1)  H(e)NB Subsystem obtains the IP address of BPCF.  The H(e)NB Subsystem can obtain the IP address of the corresponding BPCF based on pre-configuration or automatic discovery mechanisms. Two alternatives are listed below to show how the H(e)NB Subsystem discovers the IP address of the BPCF.
a) H(e)MS gets the IP address of  BPCF by Location Verification of  Femto. When a Femto is switched on, the H(e)NB management system, i.e., H(e)MS, will do the Location Verification through the IP address, GPS, or the cell information of the nearby eNBs.  Such location related information can be used to map to the address of the corresponding BPCF. This can be achieved if the mobile network and the fixed network operators have reached an agreement.
b) H(e)NB obtains the IP address of BPCF.  As an IP access device, a H(e)NB may need to query DHCP server to get an IP address/prefix once the H(e)NB connected to the network. Therefore, it is natural for the H(e)NB to carry a new DHCP Option in the IP address/prefix request message to the DHCP Server. When DHCP Server gets the Option, it returns the IP address of BPCF to the H(e)NB. For the case of IPv6 connection, similar way can be used for the Neighbour Discovery protocol. 
2)
When the H(e)NB Subsystem gets the IP address of the BPCF, it generates a FQDN using the Femto related indication, e.g., ECGI of the H(e)NB.  After that, the relationship between BPCF IP address and FQDN is updated to the DNS server by dynamic DNS procedure.
3)
When PCRF identifies that UE is connected to the network via Femto, PCFR generates the same FQDN as the above, and obtains the IP address of the BPCF from the DNS server. 
When PCRF has identified the Femto access and discovered the corresponding PBCF IP address, PCRF can initialize an S9* session with the BPCF.
3
Proposed Changes
* * * Start of 1st Change * * *  
5.2.2.1.2 
Procedures on S9*

General

Even though S9* is based on S9, all the S9 procedures and Information Elements may not be applicable to BBF accesses. For example, many of the Information Elements used on S9 applies primarily to 3GPP accesses and other wireless accesses. On the other hand, new procedures and IEs may need to be added to S9 in order to support BBF accesses. As part of this paper, we will identify the parts of S9 that do not apply for BBF accesses and those aspects that are currently missing on S9. 

In Building Block 1, policy interworking is considered only for scenarios were traffic is routed back via EPC. In this case charging will be performed in the PDN GW and it is reasonable to assume that sending QoS-rule type of information over S9* is sufficient. Therefore the Gxx variant of S9 is applicable for Building Block 1. The Rx and Gx parts of the S9 reference point are not applicable for S9* in the scope of Building Block 1. Below we discuss the different procedures defined for S9 in TS 23.203 when the Gxx-variant applies. Note that in TS 23.402 and 23.203, for the home routed case, the same stage 2 procedures are used over Gxx and S9 reference points. On stage 3 however, they are implemented with different Diameter applications (Gxx Diameter application and S9 Diameter application. In this contribution we use stage 2 language and thus keep the same name also for the procedures on S9*. Note however that there is no assumption that BBERF functionality such as bearer binding is supported by the fixed access. How S9* is implemented on stage 3 level is out of scope for this document.  
PCRF-Initiated S9* Session Establishment
In order for the PCRF to initialize an S9* session, PCRF shall aware that a UE accesses the network via Femto. This can be identified by ECGI or user CSG information. In addition, PCRF shall have the address of the BPCF. The detailed procedures are presented in  5.2.2.x. 
* * * Start of 2nd Change * * *  
5.2.2.x  
Procedures for the case when UE is connected via Femto access
5.2.2.x.0
General
When an UE connects to the network via Femto, in order for the PCRF to initial a S9* session to BPCF, the PCRF shall be able to aware that the UE connects to a 3GPP network via Femto and get the IP address of the BPCF.
5.2.2.x.1
PCRF detects a UE connecting to the network via Femto

During the Initial Attach, Handover, TAU procedures, the MME sends a Create Session Request/Modify Bearer Request to SGW, SGW relays the message and sends it to PGW. On receiving Create Session Request / Modify Bearer Request, PGW sends Indication of IP-CAN Session Establishment to acquire PCC rules from PCRF. During this processes, the network can identifies the Femto access through User CSG Information or ECGI. User CSG Information is the CSG-related parameters dedicated to Femto access, e.g., CSG access mode, CSG ID. ECGI is unique and can be used to indicate Femto access if the operator assigns certain range of ECGI only to Femto. 
If PCRF have no such information, e.g., User CSG Information, PGW can perform the detection and inform PCRF through an Indication in messages such as IP-CAN Session Establishment message.

5.2.2.x.2
PCRF discovers the IP address of the corresponding BPCF 
This section presents how the PCRF gets the IP address of the BPCF to setup a S9* session.
1)  H(e)NB Subsystem obtains the IP address of BPCF.  The H(e)NB Subsystem can obtain the IP address the corresponding BPCF based on pre-configuration or on some automatic discovery mechanisms. Two alternatives are listed below to show how the H(e)NB Subsystem discovers the IP address of the BPCF.
a) H(e)MS gets the IP address of  BPCF by Location Verification of  Femto. When a Femto is switched on, the H(e)NB management system, i.e., H(e)MS, will do the Location Verification through the IP address, GPS, or the cell information of the nearby eNBs.  Such location related information can be used to map to address of the corresponding BPCF. This can be achieved if the mobile network and the fixed network operators reach a agreement.
b) H(e)NB obtains the IP address of BPCF.  As an IP access device, a H(e)NB may need to query DHCP server to get an IP address/prefix once the H(e)NB connected to the network. Therefore, it is natural for the H(e)NB to carry a new DHCP Option in the IP address/prefix request message to the DHCP Server. When DHCP Server gets the Option, it returns the IP address of BPCF to the H(e)NB. For the case of IPv6 connection, similar way can be used for the Neighbour Discovery protocol. 

2)
When the H(e)NB Subsystem gets the IP address of the BPCF, it generates a FQDN using the Femto related indication, e.g., ECGI of the H(e)NB.  After that, the relationship between BPCF IP address and FQDN is updated to the DNS server by dynamic DNS procedure.
3)
When PCRF identifies that UE is connected to the network via Femto, PCFR generates the same FQDN as the above, and obtains the IP address of the BPCF from the DNS server. 

When PCRF has identified the Femto access and discovered the corresponding PBCF IP address, PCRF can initialize an S9* session with the BPCF.
* * * End of Change * * *  
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