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Abstract of the contribution: This contribution proposed PCRF selection functions and session binding functions for the interworking with the BBF access network
Discussion
S9* interface has been defined between PCRF and BPCF for QoS interworking. S9* session co-operates with Gx session (to perform QoS control for mobile network) and R session (to perform QoS control fixed network) to realize end-to-end QoS requirement. In current TR, the following issues has not been clarified.

Issue 1: PCRF discovery and selection

If S9* session is initiated by BPCF, BPCF must select a PCRF before S9* session establishment. In TS 23.203, diameter routing agent(DRA) has been used for PCRF selection if multiple PCRFs are deployed and the DRA is on the Diameter routing path over Gx, Rx, Gxa/Gxc, and S9.
In fact DRA can also used for S9* session for BPCF to select a suitable PCRF.
Issue 2: S9* session binding

There are multiple S9* sessions/Gx sessions/R sessions simultaneous, therefore PCRF and BPCF must identify which Gx session and R session is associated to the specific S9* session.
Consider the following case:

Case 1: 3GPP-based access authentication is supported by the BBF access network.
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In this case, EAP-AKA is used as access authentication, so fixed network obtains the UE 3GPP ID and in step 4 BPCF initiates S9* session which includes UE 3GPP ID. On the other side, Gx session also includes UE ID. Therefore PCRF can perform the session binding using the UE 3GPP ID. If PGW includes UE’s local IP address, which is allocated by fixed network, in Gx session establisment signaling, PCRF also can perform session binding using UE local IP address.

Note: How PGW to obtain UE local IP address is TBD.

Case 2: 3GPP-based access authentication is not supported by the BBF access network
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In this case, no 3GPP authentication is used as access network authentication. Therefore fixed network is not aware of UE 3GPP ID and only knows UE local IP address. S9* session is initiated by PCRF after PCRF receive Gx session establishement request. In order to BPCF identify which R session is associated to S9* session, PCRF must supply UE local IP address in S9* session to BPCF.
Proposal
* * * Start of 1st Change * * *  
5.2.2.2.Y 
Leg Linking and session association
For WLAN PCRF and BPCF both need to support session binding function. When S9* session is initiated by BPCF, PCRF must perform the session binding to identify which IP-CAN session is associated to the S9* session. When S9* session is initiated by PCRF, BPCF shall associate the R session with the S9* session.

For WLAN The PCRF shall perform leg linking binding between the s9* session and the Gx session according to UE identity or the UE Local IP address, if available, and may binding multiple IP-CAN sessions to the same S9* session.
Editor’s note: For WLAN session, how the BPCF performs the association of S9* and R session is out of the scope of 3GPP.

5.2.2.2.X 
PCRF Discovery and Selection
For WLAN, The BPCF may be served by one or more PCRF nodes in HPLMN and, in roaming scenarios, one or more PCRF nodes in the VPLMN for UE.

For WLAN scenario, when S9*session is initiated by BPCF, PCRF selection procedure described in TS 23.203 [4] shall be used. If the DRA function is present in BBF interworking scenario, the DRA should be deployed by mobile operator to ensure that the same PCRF is contacted from the PDN GW and BPCF for the same IP-CAN session.
Editor’s note: It is FFS if DRA functions needs additional information to select the PCRF in BBF interworking scenario.
Editor’s note: BPCF discovery and selection procedure by PCRF is FFS when S9* session is initiated by PCRF. 
* * * End of 1st Change * * *  
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