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Abstract of the contribution:
This contribution analyzes the open issues in architecture alternative 1 for H(e)NB interworking and proposes solutions to resolves it.
Introduction
A H(e)NB policy function has been introduced in architecture alternative 1 for H(e)NB interworking. In this alternative, the impact on the 3GPP network can be limit to the H(e)NB subsystem and H(e)NB policy function. Other network entities including the normal PCC architecture have no direct interaction with the 3GPP-BBF interworking and thus could have no impact. To keep EPC totally separate from the BBF interworking and thus not impacted, it is thought to be useful to mandate a HeNB GW in the HeNB subsystem. This would also give those operators with deployed HNB system a smoother migration.

However, there are some open issues for this architecture alternative. We provide some analysis here below and propose resolution to further clarify it.
Discussion

One of the targets of BBF interworking architecture is to maintain consistent, end to end QoS handling for the end user data when it transfers through BBF access and 3GPP network. To facilitate this, policy/QoS information/requirement should be communicated between BBF access and 3GPP network. 
In alternative 1, the S9* interface is used to communicate the 3GPP policy/QoS requirement to the BBF system between H(e)NB policy function and BPCF. To fulfill this, the H(e)NB policy function needs to get policy/QoS information from the H(e)NB subsystem.  This would require that the H(e)NB subsystem is able to be aware of the EPS bearer handling and thus to be able to provide H(e)NB policy function the policy/QoS requirement in 3GPP network. 
Issue 1: Which entity in the H(e)NB subsystem is used to contact H(e)NB Policy function and provide the necessary information?
As described in TR23.839, the H(e)NB subsystem includes two entities, H(e)NB GW and SeGW. Based on the current H(e)NB principle, it is a understood that the SeGW is transparent for the control plane messages for UE specific procedures, e.g. EPS bearer setup or modification. However, in the other hand, the H(e)NB GW is defined to be S1/Iu awareness and thus to be able to detect the UE specific signalling and thus to be a natural place to supply 3GPP policy/QoS information.
Other than the policy/QoS information, maybe there’s still other information which need to be transferred to H(e)NB policy function. For example, the H(e)NB IP address used for IPSec tunnel needs to be sent to H(e)NB policy function for BPCF addressing. One of possible solution is to get this IP address from the SeGW directly. However, considering that other solutions (e.g. get it from H(e)NB GW with the help of H(e)NB through Iu/S1 message extension) could be available, it would be good to avoid open a new interface for just 1-2 simple requirements. This would also further reduce the need to have a direct connection between the SeGW and H(e)NB GW. Other requirement to have a direct communication between SeGW and H(e)NB is not foreseen. 
Conclusion: H(e)NB GW is used to communicate with the H(e)NB policy function for the H(e)NB subsystem.
Issue 2: Is the interface between H(e)NB GW and the H(e)NB PCRF a Rx-like or Gx-like interface?

One of the blocking factors in BBF interworking is that the BBF policy framework is still somehow open. This brings difficulty to understand the capability of BPCF and its requirement to 3GPP. 

However, as discussed above, one of main functionalities of H(e)NB policy function is supposed to be making policy/QoS decision or admission control. So basically, H(e)NB policy function should be able to get policy/QoS request towards the BBF access and relay/feedback the decision (e.g. accept or reject optionally with the acceptable QoS) to the 3GPP system. To support this, H(e)NB GW should be able to detect the policy/QoS requirement and ask for authorization from the H(e)NB policy function. Other additional function requirements than that are not identified. 

This is quite similar with the service information authorization procedure between AF and PCRF. AF provides the session/service QoS information to the PCRF for authorization. When receiving it, the PCRF makes the decision towards those requirements. Either a “yes” or “no with acceptable QoS” is returned to AF. A Rx interface has been defined to make it works. 
Conclusion: A Rx-like interface is established between the H(e)NB subsystem and the H(e)NB policy function.
Proposal

The following changes are proposed to TR 23.839 v0.1.1.
* * * First Change * * * *

5.1.3.1
Architecture Alternative 1 – H(e)NB specific policies

5.1.3.1.1
General Principles

Since H(e)NB traffic is encapsulated within IPSec whilst traversing the BBF access, the BRAS/BNG is not able to recognise UE specific traffic when using the H(e)NB. The policies in this alternative are defined to be H(e)NB specific and therefore the H(e)NB GW is responsible for the policy interactions.

The normal PCC architecture, servicing UEs, has no direct interaction with the 3GPP-BBF interworking solution. 

The architecture highlights the S9* interface between a H(e)NB policy function and the BBF PCF (BPCF) for H(e)NB access. The interface between H(e)NB GW and H(e)NB policy function is a Rx like interface, H(e)NB GW works as an AF and provides the policy/QoS requirement to H(e)NB policy function for authorization. The H(e)NB policy function then further requests BPCF for admission control in BBF network..

The function of the S9* interface is to convey sufficient information to the BPCF to enable it to identify the BNG the H(e)NB connects to, and perform admission control based on the bandwidth requirements and QoS attributes of the bearers or aggregate of bearers with similar QoS characteristics being established.

The reference architecture focuses on the policy management aspects of the 3GPP-BBF interworking for the packet domain only.

NOTE 1:
For HeNB, a HeNB GW may be required to enable BBF interworking

NOTE 2:
UE policies applied at the PCRF and the P-GW are independent of H(e)NB policy function operations

NOTE 3:
There may be 2 S9* sessions for a single UE if the UE is simultaneously connected via H(e)NB and some other access means connected to the same BBF connection e.g. WLAN. 

NOTE 4:
An assumption is made that a mapping between IP address used by the H(e)NB connection (outer IPSec header) and the H(e)NB is made available to policy architecture.

5.1.3.1.2 Non-Roaming


[image: image1]
Figure 5.1.3.1.2-1 Non-Roaming

NOTE 1:
Not all the 3GPP reference points are shown or labelled in Figure 5.1.3.1.2-1.

NOTE 2:
The CS domain is not applicable for the HeNB.

5.1.3.1.3
Roaming – Home Routed Traffic

[image: image3]
Figure 5.1.3.1.3-1 Roaming – Home Routed Traffic 
NOTE 1:
Not all the 3GPP reference points are shown or labelled in Figure 5.1.3.1.3-1.

NOTE 2:
The CS domain is not applicable for the HeNB.

5.3.1.3.4
Roaming – Visited Access/LBO


[image: image5]
Figure 5.1.3.1.4-1 Roaming – Local breakout 
NOTE 1:
Not all the 3GPP reference points are shown or labelled in Figure 5.1.3.1.4-1.

NOTE 2:
The CS domain is not applicable for the HeNB.

* * * End of Changes * * * *
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