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Abstract of the contribution:

This paper discusses the need for capability indication for MAPCON and various options for providing it to the UE. We propose to use the EAP based capability indication.

Introduction:
During the rel-8 of TS 23.402, a UE is allowed to access multiple PDN connections via a single access. Therefore all the PDN connections belonging to the UE are moved from one access to another during the handover procedure and it is expected that the UE will detach from one of the accesses subsequently. This was done because the APN configuration data (APN and PDN GW ID) for the UE are downloaded to the AAA server/non-3GPP access only during initial authentication procedure. 

As part of MAPCON, additional procedures are being defined between HSS and AAA server (and further down to non-3GPP access) for downloading of APN configuration when the PDN GW ID for the UE is added or deleted. However since this enhancement does not impact the UE, the UE is not aware whether the network supports MAPCON.  
If the network does not support MAPCON and the UE has multiple access active at the same time (i.e. PDN connections to different APNs are active over different access simultaneously), the user experience will be impacted as some of these PDN connections may not receive IP address continuity upon handover. Therefore it is important for the MAPCON UE to obtain the capability of the network (HSS/AAA capability) before enabling MAPCON.
There are various options available for informing the UE.
Solutions

1. Static configuration/ANDSF based configuration
It is possible for the HPLMN to statically pre-configure the UE with the knowledge that MAPCON is supported in the network. Thus a UE with this pre-configuration can enable the MAPCON capability.
Additionally, if hANDSF is deployed in the network and the UE obtains the ANDSF policies with per-APN inter-system routing policies, this can be considered by the UE as an implicit indication that the network supports MAPCON.

Pros:

· No additional standardization effort is required. 

Cons:

· ANDSF is an optional feature in the operator network. The deployment should not be mandatory for MAPCON to work. 

· The UE may be configured with non-operator specific policies to route certain traffic over accesses. A simple example is to prefer “Internet” over WLAN and “IMS” over LTE. However, these UEs may not be able to obtain the enhanced service unless the operator deploys ANDSF (and the UE is capable of ANDSF).
2. Using PCO

Protocol Configuration Options (PCO) can be used to inform the UE of the network support of MAPCON. However since the PCO mechanism is between UE and PDN GW, there should be some mechanism to transfer the information from the HSS/AAA to the PDN GW. There are 2 ways for PDN GW to obtain the MAPCON capability of the network:
· The PDN GW can be preconfigured by the network operator to send this PCO when MAPCON is supported by the network. This works well in home routed case, however does not work in local breakout case.

· The MAPCON capability can be transferred as part of the PDN GW-AAA server exchange. This works well in all cases (home routed/local breakout). However when the UE is in 3GPP access, this signalling will cause additional signalling load between the PDN GW and AAA system.
Pros:

· This can be supported with minimal changes (especially in preconfigured case for PDN GW).

Cons:

· This mechanism can cause additional signalling especially if PDN GW is in VPLMN.

· The PCOs are not supported for untrusted accesses in rel-8. Therefore we may have to extend the Rel-10 to include PCO support over IKEv2 signalling. 

3. Using EAP (During authentication)

EAP protocol is used between the UE and the AAA server for authentication of the user. In addition to transferring authentication data, EAP is used for IP Mobility Mode Selection where in the UE informs its capability to the network and the network decides the mobility protocol to be used. 
EAP protocol can be extended to support the transfer of AAA/HSS MAPCON capability from the HSS/AAA to the UE. 

Pros:

· There is no additional signalling for exchange of MAPCON capability.

· Works with both trusted and non-trusted non-3GPP access systems.

Cons:

· Since EAP based authentication is not supported in 3GPP systems, authentication in non-3GPP systems needs to be completed to know the MAPCON capability.
Conclusion
Static configuration of UE/implicit knowledge due to reception of ANDSF policies are simple solutions and can be supported without any additional standardization efforts. However these solutions do not satisfy the case when the devices can be pre-configured irrespective of network support. For supporting this feature, the dynamic discovery of MAPCON support is required.

Informing the UE of the MAPCON capability during the authentication requires minimal changes to the standards and is straightforward. Based on the above alternatives, we propose to support dynamic MAPCON capability discovery during the EAP exchange as the best suitable alternative.

We propose that it should be possible for the UE to be Statically Configured to support MAPCON. Also, the UE should enable simultaneous connectivity to multiple accesses upon receipt of per APN inter-system routing policies from hANDSF. If the UE does not discover the network support for MAPCON by the above 2 mechanisms, it shall be possible for the UE to discover the network support using EAP based dynamic discovery of MAPCON capability as described in section 3. 
The proposed CR for 3GPP TS 23.402 is in S2-103357.
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