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Abstract of the contribution: This document clarifies the OMC’s duty for LDF architecture alt2 in Load Balancing procedures. 
Discussion
It was discussed and concluded in SA2#79 that OMC(OAM) can be used for information delivery between LDF and other Load Balancing/Overload Control involved entities (see subclause 6.1.1.1.3 in TR 23.812). One major advantage is that interfaces between OMC and other entities can be re-used so as to avoid impacts on existing entities. 
To be consistent with this method, some notes are proposed to be added to the descriptions of LDF related procedures. 
Proposal

It is proposed to approve the following changes to TR 23.812.
Change #1

6.1.1.2.2 
Information flow
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Fig 6.1-3: Information flow for P-CSCF Load Balancing
1. P-CSCF-1, P-CSCF-2 and P-CSCF-3 notify the load information to LDF(e.g. periodically).
2. LDF updates the load state of the relevant P-CSCFs to DNS at a given interval.
NOTE: For Alternative 2 of LDF architecture, OMC(OAM) is used for information delivery between LDF and P-CSCF as well as between LDF and DNS as shown in figure 6.1-2. 
3. UE initiates an address query for P-CSCF to DNS. 
4. DNS implements a Load Balancing algorithm and return the address of a relatively low-load P-CSCF-1. If all available LDFs go out of service for some reason, DNS is required to be aware of this failure and fall back to the static P-CSCF assignment mechanism (e.g., round robin) without considering load information.
5. UE sends IMS registration request to P-CSCF-1.
NOTE: DNS caching may break this Load Balancing mechanism, if the TTL of DNS entries is not set to zero or a very small value (e.g. a value that is close to the load probing period). It is up to the operator to define the TTL of DNS entries, e.g. by making a trade-off between the cost of extra DNS queries induced by lowering the TTL, and the benefits provided by this Load Balancing mechanism.
Change #2
6.1.1.3.2
Information flow
Fig 6.1-4 shows an information flow where a relatively low-load S-CSCF is selected during IMS initial registration.
Fig 6.1-4: Information flow for S-CSCF Load Balancing at initial registration

1. The LDF interacts with the S-CSCFs in the same domain to obtain load information of S-CSCFs, and updates the DNS accordingly.. This is achieved either by querying each S-CSCF, or by collecting information reported by the S‑CSCFs.
NOTE: For Alternative 2 of LDF architecture, OMC(OAM) is used for information delivery between LDF and S-CSCF as well as between LDF and DNS as shown in figure 6.1-2. 
2. The I-CSCF receives a IMS registration request from a UE.
3. The I‑CSCF sends the Cx query to the HSS to find an appropriate S-CSCF.
4. The I-CSCF receives a Cx response, which contains the server capabilities, from HSS if no S-CSCF is assigned to the user.
5. In the case where Cx response contains server capabilities, the I-CSCF constructs a domain name from these capabilities, using a deterministic algorithm and local configuration.
6. The I-CSCF performs a DNS query to resolve the domain name constructed at step 5 or the S-CSCF address received by the HSS at step 4.
7. The I-CSCF receives a response containing address(es) of preferable S-CSCFs from the LDF.
8. The I-CSCF sends the IMS registration request to the S-CSCF.
Change #3
6.1.1.4
S-CSCF Load Balancing during re-registration

Fig 6.1-5 shows an information flow where a more preferable S-CSCF is selected during IMS re-registration. LDF is involved to offer load information. It’s assumed that S-CSCF re-selection should not impact service continuity. Thus, S-CSCF re-selection only applies to the registered UEs without ongoing services.
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Fig 6.1-5: Infromation flow for S-CSCF load banlacing at re-registration
1. LDF interacts with the S-CSCFs in the same domain to obtain dynamic load information of S-CSCFs, and updates the DNS accordingly.
NOTE: For Alternative 2 of LDF architecture, OMC(OAM) is used for information delivery between LDF and S-CSCF as well as between LDF and DNS as shown in figure 6.1-2. 
2. I-CSCF receives a IMS re-registration request from UE.
3. I-CSCF determines and, if necessary, gets capabilities of S-CSCFs from HSS using step 2-6 of Detection Mechanism 1 (in subclause 6.3.1.2) or step 2-5 of Detection Mechanism 2 (in subclause 6.3.1.3). 

4. In the case where Cx response contains server capabilities, I-CSCF constructs a domain name from these capabilities, using a deterministic algorithm and local configuration.
5. I-CSCF performs a DNS query to resolve the domain name constructed at step 4 or the S-CSCF address received from the HSS at step 3.

6. I-CSCF receives a response containing address(es) of preferable S-CSCF(s) from DNS.
7. The I-CSCF calculates the best suited S-CSCF based on the received capabilities and load information. If the best suited S-CSCF is the currently assigned S-CSCF (S-CSCF 2) or the best suited S-CSCF is currently not available, existing Rel-8 procedure is followed. Otherwise, go to Step 8. 
8. The re-assignment of S-CSCF follows Re-Selection Mechanism 1 (in subclause 6.3.2.2) or Re-Selection Mechanism 2 (in subclause 6.3.2.3)
Change #4
6.1.1.5.2
Load Balancing during S-CSCF restoration (originating procedure)
When a S-CSCF fails, a backup S-CSCF will take the place of the disabled one during an originating procedure as depicted in TS 23.380. That S-CSCF will download user backup data from HSS that helps continue setting up the session. A LDF based Load Balancing mechanism can be used to improve this procedure. 
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Fig 6.1-6 Information flow for Load Balancing during S-CSCF restoration (originating procedure)
1. LDF interacts with the S-CSCFs in the same domain to obtain dynamic load information of S-CSCFs, and updates the DNS accordingly.
NOTE: For Alternative 2 of LDF architecture, OMC(OAM) is used for information delivery between LDF and S-CSCF as well as between LDF and DNS as shown in figure 6.1-2. 
2. P-CSCF receives an originating SIP request for a user who has registered on S-CSCF-1.
3. P-CSCF detects S-CSCF-1 is not accessible.
4. P-CSCF returns a special error to UE and restarts a registration following the procedure in TS 23.380.
5. I-CSCF determines and, if necessary, gets capabilities of S-CSCFs from HSS using step 2-6 of Detection Mechanism 1 (in subclause 6.3.1.2) or step 2-5 of Detection Mechanism 2 (in subclause 6.3.1.3). 

6. In the case where Cx response contains server capabilities, I-CSCF constructs a domain name from these capabilities, using a deterministic algorithm and local configuration.

7. I-CSCF performs a DNS query to resolve the domain name constructed at step 5 or the S-CSCF address received from the HSS at step 4.

8. I-CSCF receives a response containing address(es) of preferable S-CSCF(s) from DNS.

9. I-CSCF forwards the message to a selected S-CSCF-2 and the normal registration procedure follows.
10. UE sends the originating SIP Request again.
Change #5
6.1.1.5.3
Load Balancing during S-CSCF restoration (terminating procedure)
When a S-CSCF fails, a backup S-CSCF will take the place of the disabled one during a terminating procedure as depicted in TS 23.380. That S-CSCF will download user backup data from HSS that helps continue setting up the session. A LDF based Load Balancing mechanism can be used to improve this procedure. This subclause describes an alternative that the backup S-CSCF fetches user backup data one at a time when a session setup request comes. 
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Fig 6.1-7 Information flow for Load Balancing during S-CSCF restoration (terminating procedure) 
1. LDF interacts with the S-CSCFs in the same domain to obtain dynamic load information of S-CSCFs, and updates the DNS accordingly.
NOTE: For Alternative 2 of LDF architecture, OMC(OAM) is used for information delivery between LDF and S-CSCF as well as between LDF and DNS as shown in figure 6.1-2. 
2. The registration procedure follows the existing registration procedure where S-CSCF backs up user data in HSS in TS 23.380.
3. I-CSCF receives a terminating SIP request for a user who has registered on S-CSCF-1.
4. I-CSCF sends LIR message to HSS in order to obtain the address of S-CSCF-1. HSS detects S-CSCF-1 is not accessible. I-CSCF receives LIA message, which contains the capability set, from HSS.
5. In the case where Cx response contains server capabilities, I-CSCF constructs a domain name from these capabilities, using a deterministic algorithm and local configuration.

6. I-CSCF performs a DNS query to resolve the domain name constructed at step 5 or the S-CSCF address received from the HSS at step 4.

7. I-CSCF receives a response containing address(es) of preferable S-CSCF(s) from DNS.
8. I-CSCF selects S-CSCF-2 from the returned S-CSCFs. 
9. I-CSCF forwards the terminating SIP request to S-CSCF-2.
10. S-CSCF-2 downloads the user backup data from the HSS.
11. S-CSCF-2 forwards the terminating SIP request to UE.
12. If another terminating SIP request comes for another called user, who also used to register on S-CSCF-1, the restoration procedure repeats the steps 3~11.

Change #6
6.2.1.3.2 
Information flow
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Fig 6.2-3: Information flow for P-CSCF Overload Control
1. P-CSCF-1, P-CSCF-2 and P-CSCF-3 notify the load information to LDF(e.g. periodically).
NOTE: For Alternative 2 of LDF architecture, OMC(OAM) is used for information delivery between LDF and P-CSCF as shown in figure 6.1-2. 
2.  P-CSCF-1 gets the low-load P-CSCF address, eg. P-CSCF-3.

3.  P-CSCF-1 receives the initial registration of UE.
4.  P-CSCF-1 finds that it is in overload condition.
5.  P-CSCF-1 sends a Registration redirection response with a redirect address of P-CSCF-3.
6.  UE sends IMS registration request to P-CSCF-3.
Change #7
6.2.2.1.2
Information flow


[image: image6.emf]S-CSCF-2

I-CSCF

S-CSCF-1

1.a. Notify load 

information

LDF

3. Initial Registration

S-CSCF-3

1.b. Notify load 

information

1.c. Notify load information

2. get the low-load S-CSCF, 

eg. S-CSCF-3

4. Overload 

judgement

5. Redirect to 

S-CSCF-3

6. Initial Registration


Fig 6.2-6: Information flow for S-CSCF Overload Load at initial registration

1. The LDF interacts with the S-CSCFs in the same domain to obtain load information of S-CSCFs. This is achieved either by querying each S-CSCF, or by collecting information reported by the S‑CSCFs.
NOTE: For Alternative 2 of LDF architecture, OMC(OAM) is used for information delivery between LDF and S-CSCF as shown in figure 6.1-2. 
2.  S-CSCF-1 gets a low-load S-CSCF address, eg. S-CSCF-3.

3. The  I-CSCF sends the IMS initial registration request to the selected S-CSCF, i.e. S-CSCF-1.
4.  S-CSCF-1 finds that it is in overload condition.

Editor’s notes: It is FFS whether S-CSCF or I-CSCF should perform the Overload Control.
5.  S-CSCF-1 sends a Registration redirection response to I-CSCF with a redirect address of S-CSCF-3.
6.  The I-CSCF sends the IMS initial registration request to S-CSCF-3.
End of changes
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