
3GPP TSG-SA WG2 Meeting #80


S2-103239
Brunstad, Norway, 30 August – 3 September 2010.

Title:
DRAFT Reply LS on Remote Access CPNs
Response to:
LS (TISPAN (10)0050r1) on Remote Access CPNs from ETSI TISPAN WG5
Release:


Work Item:


Source:
3GPP TSG SA WG2
To:
ETSI TISPAN WG5
Cc:
3GPP CT WG1, 3GPP SA WG3, 3GPP CT WG3
Contact Person:
Name:
Antoine Mouquet
Tel. Number:
+33 6 78 00 92 42
E-mail Address:
antoine DOT mouquet AT orange-ftgroup DOT com
Attachments:
-
1. Overall Description:

3GPP SA WG2 thanks ETSI TISPAN WG5 for their LS on Remote Access CPNs. 
In their LS, ETSI TISPAN WG5 SA2 for guidance regarding the issue of applying dynamic QoS to data traffic flowing through an IMS network inside an IPSec tunnel set up between a 3GPP UE and a CNG.
SA2 confirms that the set up of such an IPSec tunnel prevents the IMS operator to adapt the QoS to the type of content that the user wishes to transfer. Additionally, SA2 would like to point out that 3GPP access networks can already provide encryption of control and user planes on the radio interface. Therefore, the option to apply encryption to the tunnel as allowed in TS 185 010 seem to only be beneficial in the scenarios where this does not provide enough security.
It is SA2’s belief that end users of a 3GPP network request services, and that it is up to the network to map services to QoS attributes. Therefore, it is not the intention of SA2 to extend the user-to-network interface with the QoS attributes specified in 3GPP TS 23.107.
2. Actions:

To ETSI TISPAN WG5.

ACTION: 
3GPP SA WG2 asks ETSI TISPAN WG5 to consider the response in this liaison in specifying the requirements for remote access via 3GPP networks.
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