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Abstract of the contribution:

This contribution suggests, for sponsored connectivity, the separation of the roles of the sponsor and service provider.

1
Discussion

The present TR 23.813 includes a key issue for sponsored connectivity. So far the business aspects of sponsorship have not been sufficiently addressed. It is observed that a sponsor may sponsor connectivity for a communication that is provided by a different commercial organization, e.g. a company advertising their products using one or more advertising bureaus having their own media servers. For the media to be properly delivered to the end user from each of these bureaus, with the sponsor taking the cost for connectivity, there need to be different roles for the sponsor and the service provider.

2
Examples

2.1
Separation of roles

2.1.1
Example 1: Insertion of advertising messages


[image: image1]
A (3rd party, but may also be the operator) service provider provides a service that is available for all users
If the user accepts the reception of advertising messages from the sponsor there is no need to subscribe for the service. The user is subject to normal traffic charges for the actual service, while the advertising media is free of charge for the end user and the sponsor/advertiser compensates the operator for the traffic generated for advertising.
Thus, the service provider is also a distribution channel for the advertising messages. Advertising is expected to be free of charge for the end user, paid by the sponsor (advertiser) and distribution (both actual content and advertising) is controlled by the service provider.

There are 2 distinct types of flows, which demand dynamically enhanced QoS, in this example:

1. Advertising message, free of charge for the end user, paid by the sponsor
2. Content delivery,at normal end user charge
It may be observed that content delivery to a user that subscribes to the service at the service provider may be free of charge for the end user and paid by the sponsor, which in this case coincides with the service provider.

[image: image2]
2.1.2
Example 2: Access code

On the ticket for an event there is an access code that gives the user free access to promotion material. E.g. film trailers, concert previews or similar.

The material is made available by a service provider that requires the user to provide the code before authorizing the access over Rx. The service provider also applies applicable limitations, e.g. maximum 3 occasions for each access code.

Access is free of charge for the end user, paid by the sponsor and the distribution by the service provider.

2.1.3
Example 3: Corporate access


[image: image3]The employer (sponsor) offers VPN access to the corporate network to the employee, using his/her private UE. Connectivity is free of charge for the end user. The service provider is the outsourced IT department. The same service provider may operate VPN access on behalf of multiple corporations.

The employer needs to inform the operator on which users may access the corporate network.

The IT department need to configure the VPN access to authorize the VPN traffic over Rx, informing the PCRF on what VPN access is being authorized.

3. VPN access, paid by the sponsor
4. Information necessary to identify the traffic as sponsored and by which sponsor provided by the service provider
In a variation of this example, the employer is not required to be registered for VPN access, but rely solely on the IT department conducting the user authorization, thus enabling the use of any UE for the VPN access. Still the sponsor is different from the service provider and the service provider need the possibility to serve multiple corporations.


[image: image4]The same service provider may offer VPN access to multiple corporate networks sponsored by different sponsors.

3
Conclusions

For sponsored connectivity it is

-
appropriate to support that the sponsor (taking a cost) and service provider.(providing the application layer logic and service) are different organizations;

-
appropriate to support that the service provider acts on behalf of multiple sponsors;

-
appropriate to support that the sponsor uses multiple service providers for sponsored connectivity

4
Proposed changes to TR 23.813

The following changes are suggested for inclusion in TR 23.813:

4.1
Key Issue 1: Policy enhancement for sponsored data connectivity

4.1.1
Introduction

The target of this key issue is to study policy enhancement needed for sponsored data connectivity. With sponsored data connectivity, the sponsor has a business relationship with the operator and compensates the operator for user’s connectivity in order to allow the user access to one or more services provided by the sponsor, a 3rd party service provider or the the operator. Whether the user pays the sponsor for the connectivity or not, in the context of sponsored IP-CAN connectivity, makes no difference with respect to the handling of end user charges for the connectivity.
The following actors are involved in a scenario of sponsored connectivity:

Sponsor – the one willing to take the operator's charge for connectivity.

Application Service provider – the one providing the sponsored service. May  coincide with the sponsor.
Operator – the one providing connectivity. May also be service provider.
End user – the one using the sponsored service. Is a subscriber at the operator.
In particular, the following areas will be studied:

· Capability for a service provider's application functions to authorize IP flows that are subject to a specific sponsorship.

· Capability to validate dynamic authorizations for sponsored IP flows .
· Capability to exclude the sponsored IP flows from the monitoring for user’s volume cap.
· Capability to charge the end user, including pre-paid credits users, at a different rate when the service is sponsored (often, but not necessarily, free of charge) compared to non-sponsored usage of the same service.

· Capability to create accounting and/or usage data records where the usage data associated with sponsorship is separated from other usage data. 

4.1.2
Alternative solutions

4.1.2.1
Alternative 1

A possible architecture for sponsored data connectivity is shown illustrated in Figure 4.1.2.1 in the non roaming case. In the roaming case a S9 reference point is present between the H-PCRF and the V-PCRF.
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NOTE:
The interface between the AF and Non-SIP ASP which requires sponsored data connectivity is out of scope of this specification. A one to one mapping between the Non-SIP ASP and the AF is not needed as a single AF can be used to serve multiple Non-SIP ASPs.
Figure 4.1.2.1: Architecture for sponsored data connectivity

There are two scenarios for the Non-SIP ASP possible: the ASP is only involved in the application level signalling or the ASP is in addition involved in the user data exchange, i.e. the IP packets carrying the payload of the application. 

In the latter case it is possible to keep the decision about the duration of the sponsored data connectivity at the ASP so that the interaction with the PCRF follows the existing Rx procedures. The PCRF does only need to know the required information to identify the service (e.g. via the AF Application identifier and the AF Application event identifier) and to describe the sponsored IP flows that the ASP wants to get authorized. The ASP can initiate the Rx session termination once the sponsored usage of the ASP service can be stopped, e.g. if a download is complete.

If the ASP is only involved in the application level signalling, the PCRF needs to know in addition the information about the duration and/or the volume which is authorized by the ASP because the ASP does not necessarily know when the sponsored usage of the ASP service can be stopped. These parameters would have to be added to the Rx signalling.

Note: Retransmissions should be taken into account in the duration/volume allowance given by the ASP.
In both scenarios the charging systems and the PCRF need to be configured in the following way:

· In case a Sponsor Identity is not used a service specific Charging Key and Monitoring Key has to be used for the sponsored IP flows (that is not shared with any other service of the UE in this PDN connection) so that the PCEF can generate separate accounting and/or usage data records.

· In case a Sponsor Identity is used to separate accounting and/or usage data records the same Charing Key and Monitoring Key may be used both for sponsored IP flows and for the IP flows that are not sponsored. The Sponsor Identifier will be used to correlate measurements from different users and for different services for accounting purposes.
· The PCRF needs to know the ASPs that have a business relationship with the operator and the policies that are related to them, primarily the QoS that is to be authorized for the sponsored IP flows. 

4.1.2.1.1
Reference points enhancements

4.1.2.1.1.1
AF - PCRF reference point (Rx)

The Rx reference point between the AF and the PCRF is described in TS 23.203 [xx]. The Rx reference point is further enhanced to optionally provide service information related to sponsored data connectivity. The following information shall be possible to provide over the Rx reference point:

· Sponsor Identifier;

· Information identifying the application service provider and application;

· Optionally allowed volume of the sponsored connectivity and/or a time interval and whether the PCRF reports these events to the AF.
4.1.2.1.1.2
PCEF- PCRF reference point (Gx)
The charging part of the PCC rule is augmented with the possibility to include the Sponsor Identity and Application Service Provider Identity with the rule.

4.1.2.1.1.3
PCEF – OCS and PCEF – OFCS reference points (Gy and Rf/Gz)
The normal usage reporting per user (a.k.a. containers) is augmented with the Sponsor Identity and Application Service Provider Identity.

Editor’s note:
This is potentially SA5 domain.

For Gy the quota handling is separate for Charging keys accompanied by a Sponsor Identity and Application Service Provider Identity.

In the charging domain, reports are extracted and consolidated, possibly from all users when that applies for the sponsored service, to form the usage data for a Service Identifier. The Sponsor Identity, The Application Service Provider Identity, the Service Identifier and the usage data suffice to make the settlement with the sponsor and Application Service Provider.
4.1.2.1.1.4
PCRF – SPR reference point (Sp)
The SPR includes profiles for sponsor data connectivity containing Sponsor Identities and list of applications per Application Service Provider.
4.1.2.1.2
Call flows

4.1.2.1.2.1
General

This clause contains call flows to demonstrate the PCC interaction for sponsored data connectivity under various scenarios, including rule installation when sponsored data connectivity is activated, rule modification when sponsored data connectivity is extended, usage reporting for sponsored data connectivity, and rule remove when sponsored data connectivity is terminated.

4.1.2.1.2.2
Call flow for sponsored data connectivity rule installation
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Figure 4.1.x.1.b.1-1: Call flow for sponsored data connectivity rule installation

1.
The UE attaches to the IP-CAN following the normal procedures specific to the IP-CAN.

2.
The PCEF and/or the BBERF establish IP-CAN session and/or gateway control session toward the PCRF following the procedures described in TS 23.203 [3]. The UE's IP connection may have a limited amount of data usage.

3.
The UE connects to the 3rd party ASP server and requests services from the ASP.

4.
The ASP server decides to sponsor the data connection used to access the ASP service for the user and provide dynamic sponsoring information, as agreed with the operator, to the AF within the operator’s network. The dynamic sponsoring information includes the user identity to be sponsored (e.g. the IP address), the IP flow information to be sponsored, Sponsor Identity, Application Service Provider Identifier. Optionally the usage amount to be sponsored and the threshold request related to the sponsored data connectivity.
5.
For each sponsored service occasion, the AF establishes an Rx session toward the PCRF as described in TS 23.203 [3] and provides the identity of the AF, a Sponsor Identity, an Application Identity, the user identity and the service information optionally including volume allowance and specific-actions related to the service.

6.
The PCRF authorizes and acknowledges the service information received from the AF.

7.
The PCRF derives PCC/QoS rules related to the sponsored data connectivity and may take into account the Sponsor Identity and Application Identifier.
8.
The PCRF provision the rules and event triggers for the sponsored data connectivity to the PCEF/BBERF within the IP-CAN.

9.
The PCEF/BBERF installs the provisioned rules and event triggers.

10.
The PCEF/BBERF sends acknowledgement to the PCRF.

11.
The UE uses the sponsored connectivity to receive the desired service from the ASP.

4.1.2.1.2.2.
Call flow for sponsored data connectivity usage report

This call flow is only required if the ASP is not involved in the user data exchange and thus the PCRF needs to manage the information about the duration and/or the volume which is authorized by the ASP.
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Figure 4.1.2.1.2.2-1: Call flow for sponsored data connectivity usage report

1.
At one point of time, the volume allowance set for the sponsored data connectivity is reached. 

2.
The PCEF sends an IP-CAN session modification request toward the PCRF including an event trigger to indicate that the data usage has reached the volume threshold.

3.
The PCRF, based on information received from the AF, may update the threshold or remove the PCC rule and QoS rule related to the sponsored connectivity; the PCRF may also keep the same rules active but notify the AF as described in the subsequent steps.

4.
The PCRF sends an notification message to notify the AF that data usage has reached threshold.

5.
The AF acknowledge the notification from the PCRF. If needed, the AF may follow the procedures described in subclause 4.1.2.1.2.3 to extend the sponsorship or the procedures described in subclause 4.1.2.1.2.4 to terminate the sponsorship.

4.1.2.1.2.3.
Call flow for sponsored data connectivity extension

This call flow is only required if the ASP is not involved in the user data exchange and thus the PCRF needs to manage the information about the duration and/or the volume which is authorized by the ASP.
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Figure 4.1.2.1.2.3-1: Call flow for sponsored data connectivity extension

1.
The AF receives trigger from the ASP to increase volume allowance or receives report from the PCRF to indicate that previously set threshold has been met.

2.
The AF sends new allowance information to the PCRF to extend the previous sponsored connectivity.

3.
The PCRF sends acknowledgement to the AF.

4.
The PCRF updates the corresponding PCC rules with new volume allowance information received.

5.
The PCEF acknowledges the updated PCC rules. 

4.1.2.1.2.4
Call flow for sponsored data connectivity release

When the AF receives a trigger from the ASP or an internal trigger to terminate the sponsorship, the AF terminates the Rx session as specified in 3GPP 23.203.
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