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Abstract of the contribution: this contribution starts listing some of the architecture requirements that any solution aimed to provide a trusted location information to the IMS nodes should fulfil.

Introduction

This document proposes to define a non exhaustive list of architecture requirements that any solution aimed to provide a trusted location information to the IMS nodes should fulfil. These requirements are derived from the scenarios described in section 4 as well as from some high level considerations that are listed in the work item description objectives.

Proposed text

It is proposed to add the following text to section 5 of TR 23.842.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[zz]
3GPP TS 23.167: “IP Multimedia Subsystem (IMS) emergency sessions”
NEXT CHANGE

5
Architecture Requirements


5.1 General
The solution for the provision of a trusted location information to the IMS nodes is expected to fulfil the following architecture requirements. These requirements are derived from the scenarios described in section 4 of this document.
5.2 High Level Requirements
-
The Cell-ID / PLMN ID provided to the IMS for the purpose of charging and PSAP selection shall be calculated by the network.

-
The new solution to calculate a network based Cell-ID / PLMN ID and provide it to the requiring IMS nodes produced in this study shall not depend on the use of a location server, with the possible exception for PSAP selection purposes (see next bullet point). 
- 
For PSAP selection in the case of an IMS emergency call, the provision of the Cell-ID / PLMN ID shall be based on functions specified in TS 23.167 [zz] when the LRF is deployed. When LRF is not deployed, the same Cell-ID / PLMN ID provision mechanism used for e.g. for charging purposes shall be used, if it meets the PSAP selection requirements.
-
The solution should aim, as far as feasible, to minimize the additional signalling incurred as a result of this solution;

-
The solution should not require modifications to the UE;

-
The solution shall allow for the provision of a network calculated Cell-ID / PLMN ID also for an UE with insufficient credentials (e.g. UICC-less case).

-
The retrieval of the Cell-ID / PLMN ID where the UE is located should not degrade the service level, e.g. session setup delay, compared to the corresponding CS service.
5.3 Location Characteristics Requirements
-
Transfer of Cell-ID information between different networks is not required. In case the UE to be located is camped on a visited network, only the identity of the visited network where the UE is registered is required to be provided to the Home PLMN In all cases the Cell-ID needs to be provided to the Visited PLMN.  

-
IMS nodes may require the network to calculate or retrieve the Cell-ID / PLMN ID of the UE as a result of events such as (non-exhaustive list):
-
IMS registration (including IMS emergency session registration);
-
Session establishment (e.g. during the SIP INVITE for IMS Voice, SIP MESSAGE for SMS);
-
Session release.
-
The network should be able to control which IMS nodes obtain the provision of trusted network provided Cell-ID / PLMN ID and not provide it to non trusted entities.
Editor’s Note: It needs to be determined if a network operator has a legal obligation and/or operational need (e.g. CDRs) for IMS to obtain the Cell-ID /PLMN ID from the IP-CAN or if correlation between IMS records and IP-CAN records meets the legal obligation and/or operational need.


