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Abstract of the contribution: this contribution outlines three possible scenarios where the knowledge of a trusted Cell ID is needed in the IMS nodes, namely: lawful interception, charging, emergency calls routeing and data retention.
Introduction

This document proposes to define a non exhaustive list of scenarios where a trusted location information is needed by the IMS nodes and to add them to section 4 of TR 23.842.
Proposed text

It is proposed to add the following text to section 4 of TR 23.842.

4
Scenarios for Cell ID / PLMN ID Provision


4.1
Lawful interception

A legal obligation exists for network operators to record the Cell-ID when lawful interception is applied. Though the UE currently provides the Cell-ID information, some regulators do not to trust this information because it may been tampered with, therefore they require a network provided Cell-ID. 

Both the Cell-ID where intercepted UE has initiated the session and the Cell-ID where the session was released are required. There is no requirement to be able to track the changes in the Cell-ID value during the session.

Editor’s note: it should be checked whether some regulators have more stringent requirements than the one described in the above paragraph which are based on the requirements from the authorities of Germany, UK, Austria.
4.2
Charging

IMS Charging records need the current Cell-ID / PLMN ID as this information is required to generate correct billing. The CDRs generated within IMS have to contain network provided Cell-ID / PLMN ID. This applies for all CDRs from any user/session regardless of whether the session is successfully established or not.

In the case of an IMS voice session, for example, the Cell-ID / PLMN ID of the originating party needs to be recorded for IMS session originations and the terminating party also needs to be recorded as per operator policy for incoming calls to an IMS subscriber. The Cell-ID(s) / PLMN ID(s) need to be provided when the session was successfully connected/released and when the session was dropped due to, for instance, radio condition changes.
Cell-ID / PLMN ID is also needed to correctly charge for localized services. Network provided Cell-ID / PLMN ID should be available to any IMS node that generates charging records.

4.3
IMS Emergency Calls Routing
In order to be able to route an emergency call to the nearest PSAP, the knowledge of a trusted Cell-ID / PLMN ID is required. The Cell-ID / PLMN ID shall be provided to the E-CSCF before it performs PSAP selection. The Cell-ID where the emergency call was originated is considered to provide sufficient accuracy for a successful routeing of the call. In some instances, depending on the specific PSAP configuration and based on regulatory requirements, a lower level of accuracy than that provided by the Cell-ID may be used.  

If local regulation requires support for UEs without sufficient credentials, network provided Cell-ID / PLMN ID must also be obtained for these UEs.

Existing mechanism, i.e. IMS emergency, may be used as the basis for the PSAP selection if operator supports the LCS, and otherwise non-LCS dependent mechanism will enable IMS to perform PSAP selection.
In all cases, minimal impact on the session set-up time for obtaining the network provided location information is important as in some countries stringent requirements exist on emergency call set up time.
4.4
Location Information for Data Retention
Network operators have a legal obligation to record and store for a certain amount of time information about their subscribers such as events, services used as well as location where the service was consumed. It is expected that when a service is provided by IMS the same requirements that exist today for CS services will continue to apply.
�These texts do not belong to the scenario, it’s solution or requirements.
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