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Abstract of the contribution: this contribution outlines three possible scenarios where the knowledge of a trusted Cell ID is needed in the IMS nodes, namely: lawful interception, charging, emergency calls routeing and data retention.
Introduction

This document proposes to define a non exhaustive list of scenarios where a trusted location information is needed by the IMS nodes and to add them to section 4 of TR 23.842.
Proposed text

It is proposed to add the following text to section 4 of TR 23.842.

4
Scenarios for Cell ID Provision


4.1
Lawful interception

A legal obligation exists for network operators to record the cell-ID when lawful interception is applied. Though the UE currently provides the cell-ID information, some regulators may prefer not to trust this information that may have been tampered with, therefore they may require a network provided cell-ID. 
Lawful interception is only required for subscribers served by the network operator therefore the network provided Cell-ID should only be requested for subscribers who are not roaming outside the HPLMN. 
NOTE: 
Also in the case when a legal authority has requested to apply lawful interception to subscribers roaming outside their home network, there is not much value for the telephony application server to require the calculation of the Cell-ID as this value cannot be mapped to geographical coordinates by the application server.
Both the Cell-ID where the session was originated and the Cell-ID where the session was terminated are required. There is no requirement to be able to track the changes in the Cell-ID value during the session.
Editor’s note: it should be checked whether some regulators have more stringent requirements than the one described in the above paragraph which are based on the requirements from the authorities of Germany, UK, Austria.
4.2
Charging

IMS Charging records need the current location information. The CDRs generated within IMS have to contain network provided location information, e.g. cell-ID. This applies for all CDRs from any user/session. 
Location information is also needed to correctly charge for localized services. Network provided location information should be available to any IMS AS subject to appropriate charging and billing.

Minimal impact on the session set-up time for obtaining the network provided location information is preferred.

Currently the PGW/GGSN can get the current cell-ID information if it subscribes to location changing notification. However this mechanism is not efficient and, if used, will cause a huge message load on the PS access network. A more efficient mechanism needs to be defined that allows the network provided cell-ID to be made available only when it is needed. Also a mechanism to provide this information to the IMS network needs to be defined.
4.3
IMS Emergency Calls Routeing
In order to be able to route an emergency call to the nearers PSAP, the knowledge of a trusted location information is required. The cell-ID where the emergency call was originated is considered to provide sufficient accuracy for a successful Routeing of the call. The provision of the Cell-ID should not preclude the possibility of providing a more accurate location information.

Minimal impact on the session set-up time for obtaining the network provided location information is important as in some countries stringent requirements exist on emergency call set up time.
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