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Abstract of the contribution: This contribution analyses the meaning of SGW ISR supported capability and the method of how to get that capability.
1. Introduction

At the SA2#78E meeting it is pointed out that ISR support is an optional feature for an SGW, i.e. not all SGWs support ISR. As such, one question has been raised: how will an MME/SGSN know about the ISR capability of an SGW. 
At the SA#48 meeting this issue has been decided to only need be considered from Rel-9. In this paper we try to analyse the different methods of how an MME/SGSN gets informed about the SGW’s ISR capability. 

2. Discussion
If we assume the ISR capability of an SGW is an optional feature then the granularity of this ISR support capability needs to be clarified, i.e. whether the ISR support capability is handled per SGW-entity or per individual UE. 
2.1 Discussion related to ISR supported granularity
We do not see any benefit for the SGW to manage an indicator per individual UE. If we want to use an indicator per UE, it is questioned how an SGW sets that indicator per UE as the SGW does not have any UE specific capability information. Also the SGW is not aware of any network topology information. So our understanding is that if we want to introduce ISR capability handling with per UE granularity it will only increase the complexity of the SGW and not help to reduce the IDLE STATE SIGNALING. So why should it be needed in that case? Why not just disable the ISR?
Conclusion 1: The ISR supported capability for one SGW shall be per entity granularity. 
2.2 Discussion related to signalling and configuration efforts

Three options have been discussed on how the MME/SGSN get the information of whether SGW support ISR.
Option A) 
Static configuration on MME/SGSN. It configures the ISR support capability per SGW in the MME/SGSN.
Option B) 
Using the GTP-C message to exchange that information. This method propose to using “Create Session Res or Modify Bearer Res” to get the ISR supported capability from SGW (refer to [1]). 
The issue is that if ISR capability of SGW is not taken into account for SGW selection then how can we get the benefit of ISR? 

Option C) 
Using the DNS mechanism to get that information (refer to [2]). It indicates the ISR capability during DNS resolution, which is well known from other usage.
2.3 Method comparison
2.3.1 Option A) Configuration Method

The configuration method is simple. It just set the ISR supported capability of SGW per SGW in the MME/SGSN. 
Pros of this mechanism: 
1. It does not need any standard works. 
2. It can always assure the correct SGW be selected. The benefit of ISR can be assured. 
Cons of this mechanism: 
1. It require operator to do some configuration work on each MME/SGSN.
2.3.2 Option B) Using GTP-C Messages
The proposed GTP-C message is per PDN connection granularity. For the GTP-C exchange message checking on each PDN connection RES message is unnecessary. It will only cause the complexity on MME/SGSN/SGW. It is possible for MME/SGSN to receive more than one ISR supported indicator from one SGW. Then the problem is whether MME/SGSN need check each response message from the SGW or just some special message from the SGW? If only some special message, does MME/SGSN/SGW need to identify those message?
Another question is that the impacted messages have also been used on the “SERVICE REQUST and PDN CONNECTION ACTIVATION procedure” and other procedures. For example even in the Gn/Gp SGSN to S4-SGSN RAU procedure the same “CREATE SESSION RES” message will also be used. So does it means all above procedure need be changed to reflect this new modification? It seems this proposal is adding too much complexity and therefore the benefit are not clear. 
Pros of this mechanism: 
1. It does not need any configuration work on MME/SGSN. 
Cons of this mechanism: Some further clarification on the original proposal is need, like 
1. How to assure the correct SGW be selected? How to assure we can get the benefit of ISR?

2. Whether each GTP-C message between UE and SGW need to exchange this information?

3. Whether other procedure using the same GTP-C message will also be impacted?

4. It will impact MME/SGSN/SGW.
2.3.3 Option C) DNS Based Mechanism
For DNS based mechanism, one question asked before is that if this mechanism needs to do another configuration work on DNS. Our understanding is that this is just like configuring the SGW IP address on the DNS server. It can be regarded as normal necessary configuration work. Also this can be easily added as one of additional Service parameters embedded on the DNS response message returned to MME/SGSN. 
One benefit of this mechanism is that when MME/SGSN select SGW this indicator can be used as one of parameter for SGW selection criteria. For example if UE does not indicate it support EPS capability, then SGSN can select SGW not supporting ISR. Another benefit is that operator can introduce ISR into network using this mechanism step by step. For example, firstly select SGW not supporting ISR, then select some SGW supporting ISR. 
Pros of this mechanism: 
1. It does not need any configuration work on MME/SGSN. 
2. It will always assure the correct SGW to be selected. The benefit of ISR can be assured.  
Cons of this mechanism: 
1. It will impact MME/SGSN.
3. Conclusion and Proposal

If no standard impacts are preferred then option A) can be adopted. Especially at this stage Rel-9 specification has been frozen operator can choose this mechanism.
If operator would like to reduce the configuration work, then next two methods can be considered. Comparing those two methods, we see some more benefit of adopting option C). And also we think that option B) needs some more clarification and not sure whether is really beneficial.
Conclusion 2: If no standard work is preferred then option A) can be considered. Otherwise option C) is preferred.
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Refer to TS23.401 Fig 5.3.3.2-1, the ISR activation related step are on step 5/7. In step 5 old MME need give an indicator on whether ISR is supported in the old side. And this indicator shall include whether SGW supported ISR. This is because that the new MME decide whether activate ISR in step 7. But it will interact with SGW after that step. 
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