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Abstract of the contribution:

This contribution proposes text for the impact and the evaluation of “6.21. Solution - Randomized Triggering of Time-controlled Operations.”

1. Introduction
Since SA2 #79bis-E meeting, we aimed to complete solutions with impact statements and evaluations on 23.888.  The solution for “Randomized Triggering of Time-controlled Operations” is described in section 6.21 of 3GPP TR 23.888.  However, it is still remaining without any impact and evaluation.  This contribution proposes text for the impact and the evaluation of section 6.21.
2. Discussion
As for Time-Controlled

The alternatives in this solution are based on the required functionality such that the network shall be able to inform the MTC device and/or the MTC server of the (altered) time periods including access grant time interval and communication window (duration).  
	5.9.2  Required Functionality

The following requirements can be derived from the Time Controlled MTC feature requirements specified in 3GPP TS 22.368 [2]:

. . .

-
the network shall be able to inform the MTC Device of the (altered) time periods during which signalling or user plane traffic to/from the network is allowed.  The network may communicate the (altered) time periods to the MTC Server or MTC User;


The network operator pre-defines or alters the access grant time interval based on criteria (e.g. daily traffic load).  Given the access grant time interval and the communication window (duration), the MTC device or the MTC server is able to randomize the start time of time-controlled operations.  For example, the start time randomized by the MTC device has the range of [start of access grant time interval .. (end of access grant time interval – duration)].
Impact on existing nodes or functionality
In this solution, the HLR/HSS need to support provisioning of authorized time periods (i.e. grant time interval, forbidden time interval, and access duration) in MTC subscriptions.

The SGSN/MME may need to alter the access grant time interval based on the local operator policies. 

In alternative (1), to inform the MTC device of the access grant time interval and the communication window (duration), 

<Option 1>  SGSN/MME signals the MTC device using NAS message, or

<Option 2>  MTC server transfers the application level data to the MTC device, or
<Option 3>  O&M procedure could be used.
In alternative (2), the network (e.g. SGSN/MME) provides the access grant time interval and the communication window (duration) to the MTC server.
Evaluation
When we have very large number of MTC devices in the network and some of MTC devices are roaming into or out of the network, it may introduce some complexity to the network nodes (e.g. SGSN/MME) to randomize and maintain the communication windows uniformly distributed over the access grant time interval for each MTC device. 

The major benefit of this solution is low impact on network nodes for the randomization of time controlled operations.  In this solution, the SGSN/MME just provides the access grant time interval and the access duration, and then the MTC device or the MTC server is responsible for the randomization of the communication window.  It can reduce the complexity and save the storage in the SGSN/MME to maintain the communication windows for each MTC device. 
A drawback of this solution is that the randomization performed by the MTC device and the MTC server cannot reflect the instant network load because they don’t have the knowledge of network load in general.  However, the access grant time interval and the duration can be altered by the SGSN/MME according to local criteria (e.g. daily/hourly traffic load), and hence the randomization over the altered access grant time interval at least reflects the local criteria. 
As for Signalling Congestion and Overload Control

In order to avoid a peak load situation in which a massive number or a large group of MTC devices almost simultaneously attempt/re-attempt signalling or data interactions with the PLMN, the randomization should be applied.  
Several signalling congestion and overload control solutions in 23.888 currently consider the randomization, especially performed by the MTC device, as follows:
(1) To prevent a lot of rejected MTC devices from re-initiating the attach/connection requests simultaneously after a back-off time, the MTC device can randomize its local back-off time (see section 6.22).
(2) To prevent a lot of rejected MTC devices from re-initiating the RRC connection setup requests simultaneously after an extended wait time, the MTC device can calculate its randomized offset time (see section 6.26).
(3) To prevent a lot of MTC devices from initiating the subsequent access requests simultaneously after receiving access class barring information, the MTC device can randomize the subsequent requests using the last barring time or functional equivalent (see section 6.28).
This solution can easily support the signalling congestion and overload control solutions which require the randomization at the MTC device, by extending the alternative (1) to enable the randomization of the local back-off time, local wait time, or local access barring time also. 
3. Proposed changes
This contribution proposes text for Section 6.21.3 “Impacts on existing nodes or functionalities” and 6.21.4 “Evaluation”.
Start of the changes
6.21
Solution – Randomized triggering of time-controlled MTC operations

6.21.1
Problem Solved / Gains Provided

See clause 5.9, “Key Issue – Time Controlled”; clause 5.12, “Key Issue – Signalling Congestion Control.”
6.21.2
General

Simultaneous operations by too many MTC devices especially at the beginning of the time period may cause serious network or MTC server overload.  Therefore, the triggering of time-controlled MTC operations needs to be randomized. 

The time-controlled operation can be triggered by MTC device or the network including MTC server.  When triggered by the network, the operation of MTC device can be started after receiving paging from the network elements (e.g. SGSN/MME) or application-level data from the MTC server directly if the MTC device is online.
Therefore, two alternatives to randomize triggering point of time-controlled operation can be considered:

(1) Randomization of triggering at the MTC device – The MTC device randomizes triggering of the operation over the authorized time-controlled period informed by the network or MTC server.
NOTE:
The MTC devices shall not trigger operations due to signalling congestion/overload situations, e.g. based on access control by RAN via broadcast system information.

(2) Randomized triggering from the MTC server – Based on the poll model for communications between MTC devices and the MTC server, the MTC server randomizes the initiation of communication for the MTC devices during the time-controlled period provided by the network.
NOTE:
The MTC server shall quit triggering operations if indicated from the network due to signalling congestion/overload situations.

Editor’s Note: It is FFS how the MTC server can communicate with VPLMN when the MTC device is roaming.
Editor’s Note: It is FFS if applying the two above-mentioned approaches concurrently would be more beneficial. In other words, it is FFS if the operation of the MTC device should start immediately after the MTC device is paged or if it would be beneficial that the operation starts only after a randomly selected time.

6.21.3
Impacts on existing nodes or functionality
Impacts on HLR/HSS:

· Support provisioning of authorized time periods (i.e. grant time interval, forbidden time interval, and access duration) in MTC subscriptions.

Impacts on SGSN/MME:

· Inform the MTC device of the (altered) access grant time interval and the communication window (duration) (e.g. signals the MTC device using NAS message).
Impact on the MTC Device/UE

· Randomize the start time of the individual communication window based on the access grant time interval and the communication window (duration) received from the network or the MTC server.
6.21.4
Evaluation

Benefits:

· Low impact on network nodes for the randomization of time controlled operations - With very large number of MTC devices, it may introduce some complexity to the network nodes (e.g. SGSN/MME) to randomize and maintain the communication windows for each MTC device.  In this solution, the SGSN/MME just provides the access grant time interval and the access duration, and then the MTC device or the MTC server is responsible for the randomization of the communication window.  It can reduce the complexity and save the storage in the SGSN/MME to maintain the communication windows for each MTC device.
· Easily support or combined with signalling congestion and overload control solutions which require the randomization performed by the MTC device.
Drawbacks:

· Does not reflect the instant network load - The randomization performed by the MTC device and the MTC server cannot reflect the instant network load because they don’t have the knowledge of current network load.  However, the access grant time interval and the duration can be altered by the SGSN/MME according to local criteria (e.g. daily/hourly traffic load), and hence the randomization over the altered access grant time interval reflects the local criteria at least.
End of changes
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