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Abstract of the contribution:

This contribution proposes changes to Key-Issue-1 (Sponsored Data Connectivity) to allow for an OSA based solution per 3GPP TS 23.198 (Open Service Access)
Discussion

Existing OSA/Parlay X standards provide a comprehensive framework to support 3rd party applications. The framework supports security, authentication an authorisation of 3rd part providers, and open APIs to facilitate access to the SP’s resources, QoS requests, charging and other capabilities.
It is proposed that the Parlay X Gateway connects to the PCRF via the Rx protocol. The PCRF  is enhanced to support policy decisions per 3rd -Party-Provider ID and 3rd -Party-Application ID. The relative priority of each per 3rd -Party-Provider ID and 3rd -Party-Application ID is taken into account when policy decision are made. The PCRF also imposes limits on the total usage for all 3rd-part providers.

Proposal

The following changes are proposed to TR 23.813
* * * Begin First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".
[x]
3GPP TS 23.198 V9.0.0 : Open Service Access (OSA)
* * * Begin Second Change * * * *

4.1
Key Issue 1: Policy enhancement for sponsored data connectivity

4.1.1
Introduction

The target of this key issue is to study policy enhancement needed for sponsored data connectivity. With sponsored data connectivity, the service provider has a business relationship with the operator and pays the operator for user’s connectivity in order to allow the user access to the service provider’s services. For example, existing OSA standards, defined in 3GPP TS 3GPP TS 23.198 [x] provide a comprehensive framework to support 3rd party applications. The framework supports security, authentication an authorisation of 3rd party providers, and open APIs to facilitate controlled access to  SP’s resources, QoS requests, charging and other capabilities. Alternatively the user pays for the connectivity with a transaction which is separate from the subscriber's online charging. In particular, the following areas will be studied:

· Capability for 3rd party or operator's non IMS application functions to on demand define specific IP flows that are allowed for a subscriber.

· Capability to enforce the policies related to the sponsored IP flows within the 3GPP system

· Capability for dynamic policy and charging control to exclude the sponsored IP flows from the user’s volume cap or pre-paid credits

· Capability to create accounting and/or usage data records associated with the sponsored IP flows 

4.1.2
Alternative solutions

4.1.2.1
Alternative 1

A possible architecture for sponsored data connectivity is shown illustrated in Figure 4.1.2.1 in the non roaming case. In the roaming case a S9 reference point is present between the H-PCRF and the V-PCRF.
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NOTE:
The interface between the AF and Non-SIP ASP which requires sponsored data connectivity may be based on the OSA standards per 3GPP TS 3GPP TS 23.198 [x] but is out of scope of this specification. A one to one mapping between the Non-SIP ASP and the AF is not needed as a single AF can be used to serve multiple Non-SIP ASPs.
Figure 4.1.2.1: Architecture for sponsored data connectivity

There are two scenarios for the Non-SIP ASP possible: the ASP is only involved in the application level signalling or the ASP is in addition involved in the user data exchange, i.e. the IP packets carrying the payload of the application. 

In the latter case it is possible to keep the decision about the duration of the sponsored data connectivity at the ASP so that the interaction with the PCRF follows the existing Rx procedures. The PCRF does only need to know the required information to identify the service (e.g. via the AF Application identifier and the AF Application event identifier) and to describe the sponsored IP flows that the ASP wants to get authorized. The ASP can initiate the Rx session termination once the sponsored usage of the ASP service can be stopped, e.g. if a download is complete.

If the ASP is only involved in the application level signalling, the PCRF needs to know in addition the information about the duration and/or the volume which is authorized by the ASP because the ASP does not necessarily know when the sponsored usage of the ASP service can be stopped. These parameters would have to be added to the Rx signalling.

Note: Retransmissions should be taken into account in the duration/volume allowance given by the ASP.
In both scenarios the charging systems and the PCRF need to be configured in the following way:

· A service specific Charging Key and Monitoring Key has to be used for the sponsored IP flows (that is not shared with any other service of the UE in this PDN connection) so that the PCEF can generate separate accounting and/or usage data records.

· The PCRF needs to know the ASPs that have a business relationship with the operator and the policies that are related to them, primarily the QoS that is to be authorized for the sponsored IP flows. 

· If the AF is based on the OSA/Parlay  X GW as defined in 3GPP  TS 23.198 [x] OSA specification  the PCRF is not required to verify hat a business relationship exists the operator and the 3rd party ASP 
· The PCRF derives PCC/QoS rules related to the sponsored data connectivity and may take into  account  3rd party Provider priority, total usage limit per  3rd-Party Provider-Id,  and 3rd party  Application-ID,  and total usage limits of all 3rd parties.
4.1.2.1.1
Reference points enhancements

4.1.2.1.1.1
AF - PCRF reference point (Rx)

The Rx reference point between the AF and the PCRF is described in TS 23.203 [xx]. The Rx reference point is further enhanced to optionally provide service information related to sponsored data connectivity.
.The key new information elements over the Rx interface  include:

1 3rd-Party Provider-Id

2.3rd -Party Application-Id

3.Volume
4.1.2.1.1.x  Reference Point Sp/SPR
The SPR includes profiles per 3rd-Party Provider-Id and per 3rd -Party Application-Id offered. The profile include total usage per  3rd-Party Provider-Id and per application. 

The usage limit per 3rd-Party Provider-Id is necessary to protect the network from excessive request at the expense of other 3rd party providers and the SP’s own applications.

The profile includes the relative priority of each 3rd-Party Provider-Id and also the relative priority of each application that is taken into account when the total usage for a particular 3rd-Party Provider-Id exceeds a pre-determine level below the total usage limits.

The relative priority of the 3rd-Party Provider-Id enables the PCRF to differentiate among 3rd party providers when the total usage for all 3rd-party providers reaches a pre-determined level.

4.1.2.1.1.x  Reference Point Gx

The Gx interfaces carry both the 3rd-Party Provider-Id.  The Usage Measurements feature is enhanced to support to support per 3rd-Party Provider-Id.
4.1.2.1.1.x  Reference Point Gy

The Gy interface may be enhanced to provision credit control rules per 3rd-Party Provider-Id and 3rd -Party Application-Id
4.1.2.1.2
Call flows

4.1.2.1.2.1
General

This clause contains call flows to demonstrate the PCC interaction for sponsored data connectivity under various scenarios, including rule installation when sponsored data connectivity is activated, rule modification when sponsored data connectivity is extended, usage reporting for sponsored data connectivity, and rule remove when sponsored data connectivity is terminated.

4.1.2.1.2.2
Call flow for sponsored data connectivity rule installation
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Figure 4.1.x.1.b.1-1: Call flow for sponsored data connectivity rule installation

1.
The UE attaches to the IP-CAN following the normal procedures specific to the IP-CAN.

2.
The PCEF and/or the BBERF establish IP-CAN session and/or gateway control session toward the PCRF following the procedures described in TS 23.203 [3]. The UE's IP connection may have a limited amount of data usage.

3.
The UE connects to the 3rd party ASP server and requests services from the ASP.

4.
The ASP server decides to sponsor the data connection used to access the ASP service for the user and provide dynamic sponsoring information to the AF within the operator’s network. The dynamic sponsoring information includes the user identity to be sponsored (e.g. the IP address), the IP flow information to be sponsored, the usage amount to be sponsored and the threshold request related to the sponsored data connectivity.

5.
For each sponsored data connectivity, the AF establishes an Rx session toward the PCRF as described in TS 23.203 [3] and provide the identity of the  3rd party ASP and 3rd party Application-Function-ID , the user identity and the service information optionally including volume allowance and specific-actions related to the service.

6.
The PCRF authorizes and acknowledges the service information received from the AF.

7.
The PCRF derives PCC/QoS rules related to the sponsored data connectivity and may take into  account  3rd party Provider priority, total usage limit per  3rd-Party Provider-Id,  and 3rd party  Application-ID,  and total usage limits of all 3rd parties.
8.
The PCRF provision the rules and event triggers for the sponsored data connectivity to the PCEF/BBERF within the IP-CAN.

9.
The PCEF/BBERF installs the provisioned rules and event triggers.

10.
The PCEF/BBERF sends acknowledgement to the PCRF.

11.
The UE uses the sponsored connectivity to receive the desired service from the ASP.

* * * End of Changes * * * *

3GPP

SA WG2 TD


_1324355235.doc


[image: image1.emf]UE PCEF


PCRF


AF


Non-SIP 


ASP


Gx


Rx


Application level signaling


BBERF


Gxx




_1320141923.vsd

UE



PCEF



PCRF



AF



Non-SIP ASP



Gx



Rx



Application level signaling



BBERF



Gxx






_1324355117.doc


[image: image1.emf]UE IP-CAN PCRF AF


1. UE attaches to the IP-CAN


2. IP-CAN session and gateway 


control session established


3. UE connects to the ASP server and request service


5. Rx (Id, flow info, 


Volume allowance, 


specific-action) 


8. Rule provisioning


(rule, allowances,


Event-trigger)


9. Rule installation


10. Ack


6. Ack


11. UE receives the desired service


4. ASP triggers


Dynamic data


connection


7. Rule derivaton




_1318405899.vsd

UE



IP-CAN



PCRF



AF



1. UE attaches to the IP-CAN



2. IP-CAN session and gateway control session established



3. UE connects to the ASP server and request service



5. Rx (Id, flow info, 
Volume allowance, 
specific-action) 




8. Rule provisioning
(rule, allowances,
Event-trigger)



��





