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Abstract of the contribution: Architectural principles for management of EPS bearers in MPS and interaction of MPS and non-MPS bearers in congestion situation are outlined.
Discussion:

This contribution proposes several principles applicable to EPS bearer management in a system that supports MPS.  Broad categories addressed include:

· How to assign pre-emption capability and pre-emption vulnerability to MPS bearers; 

· Specific rules of pre-emption, such as selecting pre-emption candidate, when pre-emption is permitted

· Network behavior when admitting an MPS session

· Network treatment of MPS sessions related to QoS under congestion conditions

· Rules and guidance for dropping a bearer, if congestion results in protracted failure to meet QoS targets

We first examine a congestion scenario which provides rationale for the proposed EPS bearer management rules.

A Service User (authorized MPS user) gets engaged in data communication services when on official business (e.g. assisting in efforts to deal with an approaching typhoon).  Services may include one or more simultaneous sessions, e.g. e-mailing, instant messaging, video streaming to monitor disaster recovery announcements or weather forecasts, etc.  Hence, several EPS bearers have been assigned to this user by the network, each corresponding to the sessions in progress, with varying QoS, specifically QCI values.  The network is becoming heavily congested with many commercial users glued to their computers for up-to-date information on the hurricane, as well as to stay in contact with family members and friends.  The user notices sluggish network performance, e.g. video streaming has frequent freeze-frames or gaps in audio.  The Service User decides to activate Priority EPS Bearer Service.
Upon successful authorization, each of the existing EPS bearers is upgraded to a higher value of ARP priority level corresponding to this user’s authorized value.  If pre-emption vulnerability had been “vulnerable”, it is set to “not vulnerable”.  If allowed by national/regional regulation, the pre-emption capability is set to “capable”.  
If the Service User subsequently gets engaged in an additional data services session, requiring assignment of an additional EPS bearer, this bearer is allocated ARP priority level, pre-emption capability, and pre-emption vulnerability in a like fashion.  The allocation of a new EPS bearer for the Service User is completed without blocking the request, while ordinary users requesting similar EPS bearer allocation under the on-going congestion conditions may be blocked.

The service performance experienced by the Service User is very good following Priority EPS Bearer service invocation, e.g., there are no more instances of freeze-frames on the video, or gaps in the audio.  Per TS 22.153 (see CR agreed in S1 contribution S1-100458), “Priority Data Bearer session QoS, as required for the type of service invoked (e.g., packet delay), should be maintained throughout the activity of the data session”.  Meanwhile, ordinary users continue to experience such artifacts, i.e. the QoS for the service may not be maintained consistently throughout the session.  Some users may abandon their sessions as a result.  If the congestion persists, the network itself is forced to drop some of the EPS bearers, thus reducing the flow of packets which exceedingly end up being dropped from the transmission queues, as network is unable to serve the mounting volumes of traffic.  The network also tightens the admission regime for ordinary users, but not for authorized MPS users who are likewise forced to invoke Priority EPS Bearer Service.
Based on this discussion, we derive the principles of EPS Bearer management in a system that supports MPS shown in the proposed CR text below for Section 5.3 of eMPS TR 23.854.  In fully understanding the proposed text, it is also helpful to review the contribution S2-102617 on a related subject titled “Architecture Principles for IMS Bearer Management in MPS”, since EPS bearer management can be seen as an extension of the approach for IMS bearer management, and certainly needs to be consistent with it.

* * * Begin Change * * * *

5.1
General Architecture principles for Multimedia Priority Services
5.1.1

MPS High Level Principles
The MPS Solution(s) shall be based on the following principles:

· MPS shall be based on existing 3GPP architecture TS 23.002 [4]. 

· MPS shall be based on the existing QoS mechanisms as specified in E-UTRAN and EPC specifications, e.g. TS 23.401 [3]. 
· MPS supports priority sessions on an "end-to-end" priority basis. Note that if a session terminates on a server in the Internet (e.g. web-based service), then the remote end and the Internet transport are out of scope. 
· MPS is based on the ability to invoke, modify, maintain and release sessions with priority and deliver the priority media packets under network congestion conditions.

· A user shall be subscribed and authorized for MPS. Such user is referred to as a Service User as per TS 22.153 [2]. 

· The solution(s) shall support an on-demand MPS session that is based on Service User invocation. 

· MPS is applicable to IMS session based services (voice, video and data) as well as EPS bearer data services. Pre-emption of non-Service Users is subject to national/regional regulations.  
· MPS shall be supported in a roaming environment when roaming agreements are in place and where regulatory requirements apply.

5.1.2

Radio Access Control Principles
· Network shall use standardized Access Class Barring mechanism per TS 36.331 and TS 22.011 to dynamically control radio access for each access class as a function of system load, and provide preferred radio access to MPS subscribed users compared to ordinary users.

5.3 Priority EPS Bearer Service
Editor’s Note: This subclause will describes the architecture requirement for priority handling of EPS bearer when IMS is not used as service layer.
5.3.1

Priority EPS Bearer Management Principles
The following principles apply for EPS bearer management when MPS session is requested by Service User.

· When a Priority EPS bearer is assigned or modified, it shall be given pre-emption vulnerability attribute of “not pre-emptable”.

· Assignment of EPS bearer pre-emption capability for both Priority EPS and non-Priority EPS Bearer services shall be subject to national/regional regulatory requirements.  Unless prohibited by such regulatory requirements, the Priority EPS bearers shall be assigned pre-emption capability attribute of “capable”.
· When a Priority EPS Bearer is assigned or modified during an MPS session, it shall be given ARP corresponding to the subscribed priority level of the Service User.
· When performing admission control of a Priority EPS Bearer during an MPS session, the network shall behave as follows:
· For a non-GBR service, the network shall allocate the required bearer immediately, irrespective of congestion conditions;
· For a GBR service, the network shall perform bearer allocation decisions as described in the case of IMS-based MPS bearers outlined in Section 5.2.1.
· During a Priority EPS Bearer session, as stated in TS 22.153, the network should maintain the QoS required for the service as specified in the QCI bearer descriptors, (delay tolerance, packet loss tolerance, etc.) throughout the duration of the MPS session.  Note that, if a network is congested, a non-MPS QoS may suffer at times during the session, and may not meet the targets specified in the QCI throughout the session duration.
· When severe congestion causes protracted failure to meet QoS targets of active EPS Bearer sessions served by a network node, the network may decide to drop an EPS bearer, thus accommodating lesser amount of traffic, and restoring QoS performance for the node.  If an EPS Bearer is to be dropped, the following rules shall apply:

· An EPS bearer with lowest priority level ARP on the congested link shall be dropped first.
· If there are multiple candidate EPS bearers with same low ARP, the order in which they are dropped shall be per QCI priority assignment, bearer with lowest QCI priority first.

* * * End Change * * * *
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