
3GPP TSG SA WG2 Meeting #79
TD S2-102598
10 – 14 May 2010, Kyoto, Japan

Source:
CATT
Title:
Address on an open issue of solution 2 for LIPA/SIPTO
Document for:
Discussion / Approval
Agenda Item:
9.1
Work Item / Release:
LIPA_SIPTO / Rel-10
Abstract of the contribution:

This contribution propose to remove a open issue about solution 2 for LIPA/SIPTO
1. Introduction
The NAT solution is proposed for LIPA/SIPTO on H(e)NB, it can support LIPA/SIPTO traffic and non-LIPA/SIPTO traffic in a single PDN Connection, which makes pre-R9 UE that doesn’t support multiple PDN Connections could be supported for LIPA/SIPTO, so we can deduce that the level of LIPA/SIPTO granularity in this solution shall be per application protocol or per destination IP address.
This solution requires H(e)NB consisting of a routing functionality and a NAT functionality, the routing functionality have to know the traffic received from UE shall be forwarded to the NAT functionality or EPC, however, the H(e)NB shall be informed the LIPA/SIPTO policy by network during the PDN Connection establishment, because whether LIPA/SIPTO could be enabled for the traffic is decided by network according to operator’s policy and the user’s subscription,.
2. Discussion
This section introduces a mechanism to provide H(e)NB the LIPA/SIPTO policy.
MME/SGSN informs the H(e)NB which bearers can be used for LIPA/SIPTO:

In recent mobile network system, traffic flow control in MME/SGSN is on bearer level. If LIPA/SIPTO could also be enabled on bearer level, it would be very convenient to control its policy, MME/SGSN could just indicate to H(e)NB which bearers could be used for LIPA/SIPTO, then the routing functionality in the H(e)NB could distinguish the LIPA/SIPTO traffic and non-LIPA/SIPTO traffic in a PDN connection easily; If the whole PDN connection was established for LIPA/SIPTO by using a dedicated APN, MME/SGSN could mark all bearers used for LIPA/SIPTO to inform the H(e)NB during RABs establishment.
MME/SGSN could know which bearers can be used for LIPA/SIPTO, and then informs the H(e)NB by marking these bearer as using for LIPA/SIPTO, so when the H(e)NB received traffics from the radio bearer corresponding to a S1-bearer marked as using for LIPA/SIPTO, the routing functionality in the H(e)NB could route the traffics to the NAT functionality. 

Q: how to establish a bearer used for LIPA/SIPTO?
LIPA: If UE has the knowledge about whether it could request a LIPA connectivity, the UE could piggyback a indication to the network during UE Requested Bearer Resource Modification procedure, to request the network to establish a dedicated bearer used for LIPA, then the MME/SGSN could notice that the bearer to be setup is used for LIPA, the MME/SGSN shall inform the H(e)NB this bearer is used for LIPA/SIPTO, if the request could be accepted by network.
LIPA/SIPTO: it is same to establish a bearer for LIPA and SIPTO, if UE has no knowledge about which bearer should be used as LIPA/SIPTO. In this scenario, the network shall decide which bearers could be used for LIPA/SIPTO, if a traffic flow can be enabled LIPA/SIPTO according to decision of the network according to operator’s policy and the user’s subscription, and this traffic flow can’t be added into an existed bearer used for LIPA/SIPTO, the network shall initiate a Dedicated Bearer Activation procedure to establish a dedicated bearer used for LIPA/SIPTO.
Conclusion: MME/SGSN can decide whether LIPA or SIPTO should be enabled on bearer level depending on the user’s subscription data and operator policy, and sends an indication to the H(e)NB via S1-AP/RANAP message.

3. Proposal

We propose to make changes as follow:
*************** PROPOSED CHANGES **********************

5.3
Solution 2 – Local IP Access and Selected IP Traffic Offload at H(e)NB by NAT
5.3.1
Applicability

This solution supports the following scenarios:

-
Local IP access for HNB and HeNB Subsystem

-
Selected IP traffic offload for HNB and HeNB Subsystem

5.3.2
Architectural principles

-
UEs are only required to activate one PDN connection for LIPA, SIPTO, and traffic going through the mobile operator's Core Network;
-
The Home (e)NodeB Subsystem has the ability to drag/insert the LIPA and SIPTO traffic from/into PDN connection per operator policies (e.g. destination address, port number, etc.);
-
There is a NAT inside the Home (e)NodeB Subsystem to ensure returning LIPA and SIPTO traffic reaches H(e)NB despite topologically incorrect source address;
-
Pre-Rel9 UEs that support single PDN connections may simultaneously access LIPA, SIPTO and the mobile operator's Core Network;

-
For a PDN connection initiated by a UE connected to a H(e)NB, the MME/SGSN shall decide whether LIPA or SIPTO is enabled depending on the subscription data and operator policy, if LIPA/SIPTO shall be enabled, the MME/SGSN shall send an indication to the H(e)NB via S1-AP/RANAP message;

-
A dedicated APN may be used to indicate that the PDN connection established through this APN is for LIPA or SIPTO. All the traffics associated with this PDN connection are offloaded.
5.3.3
Paging and Mobility Support

-
If the LIPA or SIPTO function is enabled by the MME/SGSN for the UE's PDN connection, the MME/SGSN indicates the public IP address of PGW/GGSN to H(e)NB;

-
When H(e)NB receives a downlink LIPA or SIPTO packet it does not know how to deliver (e.g. when the UE is in idle mode, or when the UE has moved out of the H(e)NB coverage), it tunnelled the packet to the P‑GW/GGSN after NAT‑ting the packet and the P-GW/GGSN delivers it as non-LIPA or SIPTO traffic;

-
The interface needs to be connected via the Internet.

5.3.4
Open issues

For this solution, the only requirements are NAT and routing functionalities for the HNB.
The solution has the following issues as FFS:

-
It is FFS on addressing the possibility that the private IPv4 address of the home IP devices conflict with operator’s services which using private IPv4 addresses;
-
It is FFS whether the NAT function can be standalone, i.e. not collocated with the H(e)NB;

-
How the solution works with IPv6 prefix translation is FFS;

