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Abstract of the contribution: Gateway Initiated Dual-stack Lite is an IPv6 transitioning technique described in the iPv6 Migration document, 3GPP TR 23.975. This contribution proposes to introduce changes to 3GPP TS 23.401 and 3GPP TS 23.060 for supporting the transition solution, Gateway Initiated Dual-stack Lite in 3GPP architectures. These changes are also sufficient for supporting Per-Interface Bindings approach. The details on the specific changes are covered in contributions S2-102526 and S2-102527. This document serves as a high-level discussion paper.  

1 Introduction

The technical report 3GPP TR 23.975 reviewed various transitioning scenarios related to IPv6 migration support. The report identified the gaps in the 3GPP architecture and explored various solution approaches for supporting the key IPv6 transitioning scenarios. The solution approaches, Gateway Initiated Dual-stack Lite [2] and Per-Interface Bindings [3] were identified as the potential solutions that can be applied to 3GPP architecture. These approaches build on top of dual-stack architecture of 3GPP and require minimal architectural changes to the 3GPP network elements.

The objective of this document is to identify the high-level changes required for adding Gateway Initiated Dual-stack Lite and Per-Interface Bindings approaches to 3GPP architectures. The companion documents, S2-102526 and S2-102527 identify the more specific changes. 

2 Gateway Initiated Dual-stack Lite Support
The Gateway Initiated Dual-stack Lite is presented in Section B.6 of IPv6 Migration Guidelines document [1]. The function details of the approach and the resulting benefits of applying that approach to 3GPP architecture are all described in that document. This section specifically focuses on the changes needed to 3GPP Rel-10 architecture for adding this support. The following are the needed changes: 
1. Overlapping IPv4 Address Assignment Support

2. SID Management 

3. GRE Tunnel Support on SGi, between the PDN gateway and CGN
2.1 Overlapping IPv4 Address Assignment Support 
One of the key aspects of the Gateway-Initiated Dual Stack Lite approach is the ability for the network to assign overlapping IPv4 addresses to the UE’s within the same operational domain. The solution supports the assignment of public IPv4, private IPv4 addresses and as well as the ability to assign overlapping IP address assignment of private and non-meaningful addresses. It essentially allows the same IPv4 address to be assigned to all the UE’s within an operational domain. This approach does not require any changes to the GTP, PMIPv6 or DSMIPv6 signaling planes. Its only relaxes the requirement on the PDN Gateway to assign unique IPv4 addresses to UE’s within the operational domain. The changes related to this aspect can be summarized as following:

· When Gateway Initiated Dual-stack lite support is enabled, the PDN Gateway can assign overlapping private IPv4 or non-meaningful IPv4 addresses to all the UE’s within that operational domain.

2.2 Softwire Id Management

The Gateway-Initiated DS-lite uses the concept of a Softwire Identifier (SID). It is essentially a context identifier that is carried in the GRE header and is unique to each UE. For supporting this approach, the PDN gateway has to maintain this identifier for each UE. Following are the related considerations: 

· SID is an identifier unique to each mobile node. The PDN gateway can obtain this identifier from AAA or from the local store. 

· The PDN Gateway will maintain the associated the SID for a UE for the lifetime of that session.

· Deployment dependent, SID can also be used as an identifier for traffic flows or UE’s by the backend systems. Deployments based on non-overlapping private IPv4 addresses for the UE, could choose to map private IPv4 addresses 1:1 to the SID.
2.3 GRE Tunnel on the SGi, between the PDN gateway and a CGN
The Gateway-Initiated DS-lite requires GRE tunnel support [7] on the SGi, between the PDN gateway and a network service element (In this context, it's the CGN function). For supporting this approach, the PDN Gateway has to support the GRE tunnel with the following properties.

· The tunnel with GRE encapsulation mode is setup between the PDN Gateway and the CGN. It is established at the system startup time and based on the configuration.  

· The network between the PDN gateway and the CGN can be IPv4 or IPv6 enabled. The GRE tunnel mode can be either IPv4-GRE or IPv6-GRE based on the supported transport network.

· The GRE tunnel is used only for forwarding the UE’s IPv4 traffic and is not used for forwarding IPv6 traffic. 

· When forwarding an IPv4 packet received from a UE, the PDN gateway will obtain the Softwire-Id for that UE and will use it in the GRE Key and Sequence Number extension field of the GRE header. 

· On receiving an IPv4 packet from the GRE tunnel, the PDN Gateway will use the Softwire-Id from the GRE Key and Sequence Number extension field of the GRE header to make the forwarding decision.

· The PDN Gateway has to use the SID for associating the traffic flows with a UE.
· The PDN Gateway has to use the SID for associating the traffic flows with a UE.
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