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Abstract of the contribution: This contribution introduces a Randomized Time Control Solution to the Time Control key issue.

Introduction

Restricting the time in which an MTC Device is allowed to interact with the network to either send or receive data or perform other signalling improves the scalability of the network and allows for operating efficiency in the MTC Device. 
1) Updating the Time Controlled Key Issue for changes in TS 22.368, v1.2.3
The latest version of TS 22.368 contains additional requirements on a ‘forbidden interval’ as well as clarification of terminology – differentiating the ‘defined time interval’ and the ‘access grant interval.’ This P-CR aligns TS 23.888 to these changes.

Terminology and figure for time control.
2) Allowing the MTC Device to remain disconnected during Time Control Periods

A time-controlled MTC Device outside of the configured time period may be able to fully detach in order to save resources. It is worth considering whether MTC Devices ‘shall’ connect during the time interval, or rather whether they ‘may’ remain detached from the MTC Device during ‘time periods’ if the MTC Device has no data to either send or receive at that time. 

3) Represent all solutions advanced thus far

- each point of randomization / determination of ‘grant interval’

- describe how each requirement is met (if it is met)

Discussion
1) Updating the Time Controlled Key Issue for changes in TS 22.368, v1.2.3

These changes were agreed, as shown, to the Time Control MTC Feature definition:
7.2.2
Time Controlled

The MTC Feature Time Controlled is intended for use with MTC Applications that can tolerate to send or receive data only  during defined periods and avoid unnecessary signalling outside these defined time intervals. The network operator may allow such MTC Applications to send/receive data and signalling outside of these defined time intervals but charge differently for such traffic.
For the Time Controlled MTC Feature:

-
The network operator shall be able to reject access requests per MTC Device (e.g. attach to the network or set up a data connection) outside a defined access grant time.
-
The network operator shall be able to allow access (e.g. attach to the network or set up a data connection) outside a defined access grant time interval and charge this differently.

-
The network shall reject access requests per MTC Device (e.g. attach to the network or set up a data connection) during a defined forbidden time interval (e.g. to allow maintenance of a MTC Server).
-The local network operator may alter the access grant time interval based on local criteria (e.g. daily traffic load, time zones). The forbidden time interval shall not be altered.
NOTE:
An access grant time interval should not overlap a forbidden time interval.
-
The network shall be able to restrict the duration of access by terminating access (e.g. detach or disconnect a data connection) after a defined access duration.
-
The network shall communicate the (altered) access grant time interval to the MTC Device.
-
The network may communicate the (altered) access grant time interval and the access duration to the MTC Server/MTC User.

NOTE:
It is desirable that access of MTC Devices with the same access grant time interval is distributed across this interval in a manner to reduce peaks in the signalling and data traffic.
It is proposed to alter the Time Control (from TR 23.888 v0.3.2): (see proposed change).
2) Allowing the MTC Device to remain disconnected during Time Control Periods
If the MTC Device were able to remain disconnected during Time Control Periods, it would improve the battery life of MTC Devices that did not expect mobile terminated communication (for that period of time.) This would have the consequence of deferring operator initiated reconfiguration of the MTC Device (e.g. with a new time period) until such a time as the MTC Device reconnects to the network (during the previously configured time period.)

If the MTC Device will not receive application data or communicate between the MTC Device and MTC Server during the configured time period, it would be advantageous to allow the MTC Device to remain detached during the time period to save resources. For example, the MTC Device only sends a report when a given trigger occurs or upon exceeding a measurement threshold. The MTC Device also only is required to terminate communications once every 30 days. The MTC Device saves battery life by only connecting (during the configured time period) when it must send data or during the time it expects it may terminate communication. It is therefore recommended that the MTC Device not be forced to attach during each time period, despite the fact that this may defer reconfiguration of the MTC Device by the network.

( It is proposed to allow the MTC Device to remain disconnected during Time Control Periods, as an implementation option. This implies that the application layer protocols and procedures employed by such MTC Devices and MTC service logic components allow for deferred mobile terminated requests.

3) list different options (randomization + determination of the access grant period according to the operator policy 

Proposal

1) Modify the Time Controlled Key Issue as discussed above, in the discussion section.

2) add a Solution below
First Change

5.9
Key Issue –Time Controlled
5.9.1
Use case description
MTC Devices with Time Controlled MTC Feature send / receive data only at certain pre-defined time periods. Network operators can pre-define / alter the time period based on criteria (e.g. daily traffic load) and only allow MTC Devices to access the network (attach to the network or send / receive data) during the pre-defined time period. The key issue aims at describing how to restrict MTC Device’s access to the network and avoid unnecessary network load outside these pre-defined time periods. The home network operator may restrict altering the time period by the visited network operator e.g. to avoid traffic when the MTC server is in maintenance by means of a ‘forbidden time interval.’ During this forbidden interval, the network shall reject access requests per MTC Device. This allows for maintenance, e.g. of the MTC Server.
FFS for PAM

Typically, an MTC User agrees with an operator on a predefined time period for a group of MTC Devices. The time in which access is permitted is termed a ‘grant time interval.’ The network shall communicate the (altered) grant time interval to the MTC Device and may also do so to the MTC Server and MTC User. A ‘grant time interval’ does not overlap with a ‘forbidden time interval.’
In roaming scenarios, the local network operator may alter the access grant time interval based on local criteria, e.g. (daily traffic load, time zones) but the forbidden time interval may not be altered.
It is desirable that access of MTC Devices with the same access grant interval is distributed across this interval in a manner to reduce peaks in the signalling and data traffic.
For many applications, individual MTC Devices do not need the total duration of this predefined time period to communicate with the MTC Server. Typically a 5-10 minutes communication window is sufficient for an individual MTC Device. The network operator may limit the duration of these communication windows. To avoid network overload, signalling and data traffic the communication windows of the devices shall be distributed over the pre-defined time period e.g. through randomization of the start time of the individual communication windows. For a network operator, it can be beneficial that the MTC Devices are not attached outside their communication window. Therefore, the network operator should be able to enforce detach of an MTC Device from the network at the end of the communication window of a device.
The network operator may allow MTC Devices to exchange signalling and send and receive data outside of defined time intervals but charge differently for such traffic.
Time Control terminology is illustrated in Figure 5.9.1-1.


[image: image1]
Figure 5.9.1-1: Time Control Terminology
NOTE: The Communication Window can be expressed as a start and stop time, a start time and duration, an offset from the beginning of the Grant Time Interval and a duration, etc dependent on the solution.
The MTC Device may defer access of the network until it will originate communication, provided that the MTC Device’s upper layers do not require reception of mobile terminated communication during the period of time the MTC Device remains Detached.
5.9.2 
Required Functionality

The following requirements can be derived from the Time Controlled MTC feature requirements specified in 3GPP TS 22.368 [2]:

-
the network operator shall be able to allocate for a group of MTC devices a time period during which signalling or user plane traffic to/from the network is allowed. This is termed ‘grant time interval’;
-
the network operator shall be able to further restrict the time during which signalling or user plane traffic to/from the network is allowed for individual MTC devices in the group to a time window with a defined duration. 
-
the network operator shall be able to alter above time periods.

-
roaming shall be supported for MTC devices with Time Controlled Feature. The local network operator (in roaming scenarios) may alter the grant time interval based on local criteria;
-
the network operator shall be able to allocate for a group of MTC devices a time period during which signalling or user plane traffic to/from the network is disallowed. This is termed ‘forbidden time interval.’ A forbidden time interval and a grant time interval shall not overlap. The forbidden interval shall not be altered. The home network operator or MTC User use the ‘forbidden interval’ to restrict the extent to which change of the time periods is allowed by the (visited) network operator (e.g. to avoid traffic when the MTC server is in maintenance);
-
the network shall be able to inform the MTC Device of the (altered)  time periods during which signalling or user plane traffic to/from the network is allowed. The network may communicate the (altered) time periods to the MTC Server or MTC User;

-
enforcement of a detach of an MTC Device from the network at the end of the of the Device’s communication window shall be supported;
-
peaks in traffic (including signalling traffic) shall be avoided (e.g. by randomization of the time during which the MTC Devices communicate);
NOTE: It shall be possible for the network operator to allow or reject the MTC device’s access to the network according to the operator policy, when it is out of time period.
5.9.3
Evaluation

End of Change
Second Change

6.X.
Time Control Solution Summary

This solution considers the Time Control MTC Feature Solutions thus far included in the TR and several that have not yet been included. The goal is to make progress towards understanding the solution space better and facilitating a comparison of alternatives. This solution neither replaces other existing solutions in the TR nor do the summarized solutions necessarily suffice as a ‘key issue solutions.’
	Solution
	Status
	Randomization of Communication Window in the Grant Time Interval
	Informs MTC Device of altered Grant Time Interval
	Informs MTC Server or User of altered Grant Time Interval
	Enforcement of Grant Time Interval and Forbidden Interval
	Information Storage of Grant Time Interval and Forbidden Interval

	1) Network Access Control by the PLMN
	6.7
	Not considered in solution 6.7 yet.
	(1) The MTC Server via application level data

(2) MME/SGSN via NAS initially or when the time period changes (accepting the first access outside the interval or informing when to use the network.)
	“The network provides the information.”
	GGSN/P-GW (for charging and stopping data transmission.) MME/SGSN may prevent access outside of the Grant Time Interval.
	HLR/HSS, SGSN/MME may alter the Grant Time Interval to conform with local policies.

	2) “Randomized Time Control” 
[S2-102404]
	tdoc
	Either in the HSS or in the MME or SGSN (if local policy is applied.) A time window is selected within the Grant Time Interval to uniformly distribute access
	(1) O&M procedure
(2) NAS procedures as per 6.7 or during Grant Time Interval initiated by the MME/SGSN (notifying the MTC Device). Also synchronizes the device with respect to the MME/SGSN.
	Not discussed 
	As 6.7
	In HSS/HLR (the time window is stored along with the grant time interval and forbidden interval).

	3) “Time control for MTC Time Controlled” 
[S2-102588]
	tdoc
	The MME or SGSN selects a random start time and duration. Local policy may reset the start time and duration to a new value.
	NAS procedure communicate the time window during attach or connection request. A time stamp may be added by the network to synchronize the MTC Device to the network
	Not discussed
	As 6.7
	In HSS/HLR (the grant time interval and forbidden interval)

	4) “Allowed Time Period after TAU/RAU”
[S2-102572]
	6.17
	The TAU or RAU will occur randomly within the Grant Time Interval.
	“The EPS network configures the MTC Device ... according to operator requirements and MTC subscription options.” 
NAS will be used to inform the length of the communication window.
	Not discussed
	Not discussed
	Presumably in the HSS/HLR for subscription options.

	5) “Randomized triggering of time-controlled MTC operations”
	6.21
	1) the MTC Device 
2) the MTC server 
	interval from the network or the MTC Server
	by the network
	Not discussed
	Not discussed

	6) PCRF based network access control
[S2-102475]
	tdoc
	not discussed
	The PCRF informs the MTC Device during IP CAN session establishment
	The PCRF receives the grant time interval from the SPR
	The PCRF rejects IP CAN sessions outside of the grant time interval or terminates IP CAN sessions that exceed the time limit.
	SPR

	7) Time control according to MTC Device Identifiers
[S2-102330]
	tdoc
	Use of MTC Identifier to randomly distribute at a fixed point (based on a known start time and a randomized offset)
	not discussed
	not discussed
	not discussed
	not discussed

	8) Time controlled feature via Operator andMTC Business Agreements
[S2-102436]
	tdoc
	not discussed (It is asserted that the application will be ‘well behaved’ and randomize communication through the grant time interval.)
	not discussed
	off-line (the MTC User informs the MTC Server)
	not discussed
	not discussed

	9) MTC Request to Release Resources
[S2-102519]
	tdoc
	not discussed
	the network sends this using NAS as part of detach or S1 release.
The MTC Device may propose a time.
	“The network then ... forwards the ... notification to the MTC User”
	not discussed
	not discussed


End of Change
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