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Abstract of the contribution:

In this paper, whether the MME/SGSN indicates the SIPTO status of a PDN connection to the UE is discussed.
1   Discussion
Using SIPTO technology, UE can access Internet or a PDN network via a local breakout, and the transport-layer resources in the EPS can be reduces dramatically. 

It is approved that the UE can re-establish a new PDN after the SIPTO PDN connection is released for the solution 5.

----------------------------- Start of excerpt of subclause 5.6.2 in TR 23.829 for solution 5 ----------------------------------

……
-
The UE may attempt to re-establish the PDN based on the cause code sent by the SGSN/MME to deactivate the PDN or due to a request to re-establish the PDN from an application. Details of how the cause code is used are FFS.

-
Source MME/SGSN may indicate the SIPTO status during SGSN/MME relocation procedure.
-------------------------------- End of excerpt ------------------------------------------

If the previous SIPTO PDN connection is released and a new PDN connection is established, the UE IP address is changed, all the applications using the previous SIPTO PDN connection are interrupted. In order to avoid the user’s frustration of a dropped SIPTO PDN connection for some user's key applications, for example, Skype voice/video call, some on-line e-commerce applications, it is better to provide the SIPTO indication to the UE if the PDN connection is established for SIPTO, then the user can keep no mobility or little range mobility for its key application or the user just selects to bind its key application to the non-SIPTO PDN connection. Then the user experience of the key application is well protected.
2. Conclusion
In solution 5, when a PDN connection is established for SIPTO, the MME / SGSN UE should indicate the PDN connection the UE, the UE can decide whether some application can use this SIPTO PDN connection or the user can keep no mobility or little range mobility for its key application. 

For the TOF-based SIPTO solution, it is unclear how to indicate the SIPTO status to the UE. 

3. Proposal

Based on the above discussion, it is proposed to update the text of the TR 23.829. CR for TS 23.401 and TS 23.060 are also proposed.
First changes
5.6
Solution 5 – Selected IP Traffic Offload solution based on local PDN GW selection

5.6.1
Applicability

This solution supports the following scenarios:

-
Selected IP traffic offload for macro network

-
Selected IP traffic offload for home (e)NodeB subsystem

This solution is applicable for breakout "in the residential/enterprise IP network" and breakout "at or above RAN".

5.6.2
Architectural principles

Common principles applying to both GPRS and EPS:

-
The GW selection mechanism in the MME/SGSN takes into account the location of the user for the PDN connection/PDP context activation, and selects a GW that is geographically/topologically close. As described in section 6.1, this solution proposes to use a DNS based mechanism to perform GW selection: either the Rel-8 DNS based mechanism or the DNS based alternative for 3G GPRS provided in section 6.1.

-
Selected IP traffic is offloaded at the local gateway using external IP connectivity.

-
Multiple solutions exist for determining whether SIPTO is applicable on a per UE per PDN basis, such as: SIPTO enabled flag in HSS; local configuration; or dedicated APN. The choice of the solution may depend on operator deployment preferences.

-
Alt. A. A new SIPTO_enabled flag is defined associated with each APN in the user's subscription, where the flag indicates whether the connection to that APN is enabled/disabled for SIPTO. The SGSN/MME can then use this flag to determine whether or not to use a SIPTO PDN for that APN, based on whether a SIPTO GGSN/P-GW is available when the UE establishes the PDP context/PDN connection.


This option gives flexibility for the operator to be able to configure SIPTO on a per UE and per APN basis together with other subscription data. On the other hand, it relies on an upgraded HSS node which might not be always easy or cost-effective in all deployments. Furthermore it also requires that the subscription data be populated with per APN information which also requires extra attention from the operator, especially if the operator uses wildcard APNs.

-
Alt B. MME/SGSN acquires per UE per PDN specific SIPTO information using some kind of local configuration. This may take the form of a DNS query including the APN and some user identifier, with the appropriate information configured into the DNS system. Or the information can be configured into the MME/SGSN nodes using O&M; other methods may also be used. This approach has the benefit of not requiring an HSS upgrade, and consequently it might be easier to deploy. On the other hand to support this solution for the roaming case, the roaming partners need to implement the same method and configuration (such as DNS) for this to work.

-
Alt. C. A dedicated APN may be used for SIPTO. The operators can use the already available automatic terminal configuration methods to provide a dedicated APN for SIPTO users. This approach has the benefit of not requiring any upgrades to MME/SGSN or HSS nodes for determining SIPTO eligibility, but the disadvantage is the required terminal APN configuration.

-
The existing procedures for PDP context/PDN connectivity activation can also be used to establish SIPTO.

-
The existing procedures for PDP context/PDN connectivity deactivation can be used to relocate the SIPTO PDN connections.

-
The UE may attempt to re-establish the PDN based on the cause code sent by the SGSN/MME to deactivate the PDN or due to a request to re-establish the PDN from an application. Details of how the cause code is used are FFS.

-
The MME/SGSN should indicate the SIPTO status of each PDN connection to the UE.

NOTE:
It is possible to provide a limited SIPTO solution with the existing architecture/system without requiring any normative changes to the specifications. This could be enabled by applying SIPTO to certain APNs in the user's profile and/or some configuration in MME/SGSN (as described in Alt. B and Alt. C above).
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