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Abstract of the contribution: This contribution proposes functionality for the MTC Feature Time Controlled.
Introduction
This contribution provides a solution for key issue Time Controlled.
Proposal

This contribution proposes text for Section 6.X “Impacts on existing nodes or functionality”.
Start of Change

6.X
Solution – Time control for MTC Time Controlled
6.X.1
Problem Solved / Gains Provided

See clause 5.9, “Key Issue – Key issue – Time controlled.” This contribution proposes where the access grant time interval, duration, forbidden time interval are stored, distributed and/or adapted, and where the randomization takes place. 
6.X.2
General

The MTC Subscriber agrees with an operator on:

· an access grant time interval which is a time interval within 24 hours during which communication with the MTC Server is allowed,
· the duration of the time the individual are allowed to communicate with the MTC Server, typically this duration is much smaller than the total duration of the access grant time interval, and,

· a forbidden time interval, during which e.g. the operators planned maintenance takes place and successful communication is not guaranteed.

NOTE: 
The access grant time interval may be set to 24 hours, without a forbidden time interval. In this case only the maximum duration is enforced.

The access grant time interval, duration and forbidden time interval shall be stored in the HSS/HLR as static subscription information. Generally the MTC Subscriber will agree the same access grant time interval, duration and forbidden time interval for a (large) group of MTC Devices.
MTC applications may force the MTC Devices to connect and/or attach to the network whenever they are allowed. This facilitates mobile terminated communications. Alternatively, the MTC Devices may only connect to the network when they have something to send. MTC Device triggering may also happen outside the access grant time interval to instruct the MTC Device to connect to the MTC Server at the next available time window.

The SGSN/MME determines for the MTC Device a random time offset from the start of the access grant time interval. In the determination of this random time offset, the MME/SGSN can take the expected network load and overlapping access grant time intervals from other MTC Devices into account. The algorithm for randomization is implementation specific and not standardized.

NOTE: 
The access grant time interval may be set to 24 hours, without a forbidden time interval. In this case no random offset is determined.

The MME/SGSN may change the access grant time interval, duration or re-apply a randomization process for the random time offset based on local and/or unexpected conditions such as congestion. These changed time intervals are communicated to the MTC Device next time it tries to attach or connect to the network. The updated access grant time interval shall never overlap with the forbidden time interval.
The access grant time interval, duration and forbidden time interval are downloaded to the SGSN/MME as part of the service profile information. The SGSN/MME subsequently determines the random time offset and may adjust the access grant time interval and duration. 
The access grant time interval, duration and time offset are communicated to the MTC Device with the response to an attach or connection request. A time stamp may be added by the network to enable the MTC Device to synchronise its clock with the network.
The MTC Device stores the access grant time interval, duration and forbidden time interval. The MTC Devices uses this random time offset next time it attaches or connects to the network.

6.22.3
Impacts on existing nodes or functionality

Impact on the HSS/HLR
Additional functionality for HSS/HLR with this solution includes:

· Storing the access grant time interval, duration, forbidden time interval as part of the static subscription data for an MTC Device.
Impact on the SGSN/MME

Additional functionality for SGSN/MME with this solution includes:

· Updating the access grant time interval taking the forbidden interval and local conditions (actual load, time zone) into account,

· Updating the duration of time an Device is allowed to communicate with the MTC Server,

· Determination of the random time offset for an MTC Device,

· Storing the access grant time interval, forbidden time interval, duration and time offset as part of the service profile data,

· Informing the MTC Device on the access grant time interval, duration and random time offset,
Impact on the MTC Device / UE
Additional functionality for the MTC Device / UE with this solution includes:

· Storing the access grant time interval, duration and random time offset when provided by the network,

· Take access grant time interval, duration and random time offset into account in the timing of attach and connection requests.
6.22.4
Evaluation

End of Change
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