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Abstract of the contribution: 
1. Introduction
The solution specified in section 6.17 is based on the principle that “data transfer is only possible during the authorized time-controlled period and only after the MTC Device performs a TAU/RAU procedure.” Since is schematically illustrated in the following figure in which the MTC Devices is authorized to perform data communication from 1am to 5am. During this period a communication window starts right after the MTC Device performs a TAU/RAU procedure. Given that the TAU/RAU procedures across all MTC Devices or across a large group of MTC Devices are statistically independent, the series of communication windows inside the authorized time-controlled period will by randomly distributed, thus MTC traffic is evenly distributed inside this period.

The MTC Device operates its receiver only inside each communication window; outside this window the device can completely shut down its receiver and thus conserve valuable battery resources.
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2. Proposal

The following changes are proposed against TR 23.888 section 6.17 to clarify that the “allowed time period after TAU/RAU” can be used to randomize the start of communication windows.
First Change

6.17
Solution – Allowed Time Period after TAU/RAU

6.17.1
Problem Solved / Gains Provided

See clause 5.9 “Key Issue –Time Controlled” and clause [TBD] “Key Issue – Extra Low Power.”
6.17.2
General

The solution specified in this section can be used for Extra-low power consumption, possibly together with Time-controlled MTC communications. 
The basic idea behind the solution is that downlink data transfer is only possible during an authorized time-controlled period and only after the MTC Device performed a TAU/RAU procedure, as shown in the Figure below. The communication window is the time window over which the MTC Device is allowed to communicate with the network. After the communication window the MTC device may switch off the receiver and communication is not possible. 
Given that the TAU/RAU procedures across all MTC Devices or across a large group of MTC Devices occur in different and statistically independent time instances (assuming the MTC Devices do not attach simultaneously to the network), the series of communication windows inside the authorized time-controlled period will by randomly distributed, thus MTC traffic is evenly distributed inside this period.
[image: image2.emf]1am

5am

TAU/RAU

TAU/RAU

Communication window

Communication window

Authorized time-controlled period



After the MTC Device performs a TAU/RAU procedure the MTC Device may start a communication window, i.e. stay in power-up mode and inform the MTC Server that is available for communication so that the MTC Server(s) can forward all buffered traffic to the device. The MTC Device may be configured not to start a communication window after every TAU/RAU procedure and thus reduce the frequency of communication windows within the authorized time-controlled period. How often a communication window occurs is thus configurable. For example, the MTC Device may be configured to start a communication window after a TAU/RAU only once between 1am – 5am every day. 

The MTC Server buffers downlink traffic for the MTC Device until the MTC Device starts a communication window and informs the server that is ready for MTC communications.

NOTE 1: 
Since this solution requires downlink traffic buffering, it is appropriate for time-tolerant MTC applications.
The EPS network configures the MTC Device as to initiate communication windows (after RAU/TAU) according to the operator requirements and the MTC subscription options. Normally, traffic does not occur outside of any communication window because the MTC Server(s) expect the device to send first a message to announce its availability for MTC communications. If downlink traffic for the MTC Device occurs outside a communication window, then the EPS network rejects/drops this traffic (i.e. the EPS network does not page the MTC Device outside the allowed time period).
6.17.3
Impacts on existing nodes or functionality
The impact on existing nodes is minimal since the start of communication windows is negotiated at the application layer between the MTC Device and the MTC Server.
The EPC network shall be able to configure an authorized time-controlled period to an MTC Device and shall be able to drop / reject any communication with the MTC Device outside the configured authorized time-controlled period.
