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Abstract of the contribution: This contribution evaluates IMS emergency call support for enterprise use cases.
Enterprise types:

There are three enterprise types supported by Common IMS:

1. Hosted enterprise service

2. Subscription-based business trunking

3. Peering-based business trunking
They are specified in:

· ETSI TS 181 019: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Business Communication Requirements".

· ETSI TS 182 023: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Core and enterprise NGN interaction scenarios; Architecture and functional description".

· ETSI TS 182 024: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Hosted Enterprise Services; Architecture, functional description and signalling".

· ETSI TS 182 025: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Business trunking; Architecture and functional description".

· ECMA TR/NGCN_Emergency_Calls: "Next Generation Corporate Networks (NGCN) - Emergency calls"
1. Hosted enterprise service (HES)  
It is possible that the UE supports both HES and non-HES IMS services and/or CS mode emergency calls.  It is assumed if the UE initiates an emergency call in non-HES IMS mode or CS mode that it will be handled per existing specifications so cases are not discussed further. A UE with HES (e.g., Centrex) as defined in ETSI TS 182 024. 
· HES type calls do not include a private network indication in the INVITE.
· A UE could be using any IP-CAN. For example support of phones in an office could be supported by DSL. Support of a Centrex use from home or from a company vehicle could be using UTRAN or E-UTRAN.  

· It is possible the users are roaming, although it is possible that operators could restrict this if they so desired.

· Emergency local service numbers (belonging to the public network) can conflict with private numbering plans or HES prefix digits may prevent recognition of an emergency service number.  
· It may be possible that HES numbers for emergency (e.g., 7-112) are built into the UICC and will be recognized by the UE as emergency while in HES mode
Scenario HES1.1: A UE has recognised a call to be an emergency call and makes the emergency call on the enterprise subscription with the emergency call indication.

· IMS Handling Option HES1.1.1: Call is recognised as emergency call by P-CSCF, and redirected to E-CSCF at that point. 
· Pros: Handled per current specifications of IMS emergency calls.  

· Cons: The calling party UE identity could be a private network identity, therefore not reachable in case of PSAP callback.
· IMS Handling Option HES1.1.2: The emergency call indication is ignored by the P-CSCF and so call is not treated as an emergency call by the P-CSCF. It therefore reaches the enterprise AS and this AS performs emergency call handling, returns control to the S-CSCF and the call is then routed to the E-CSCF.
· Pros: Correct UE identity authentication from enterprise AS in terms of representing a reachable public network number.
· Cons: 
·  The enterprise AS would have to provide emergency call handling functions of a P-CSCF including: 

· Check if roaming, if so, reject with “emergency registration” cause.

· obtain location of UE, if UE is on an IP-CAN where location is obtained by P-CSCF (e.g., FBI), or else the P-CSCF would have to obtain location for all sessions of this type of IP-CAN.
· insert proper UE public identity

· P-CSCF would need to recognize UE has HES.
Scenario HES1.2:
UE has not recognised emergency call so appears as an enterprise call.

· 
IMS Handling Option HE1.2.1: Call is recognised as emergency call by P-CSCF, and redirected to E-CSCF at that point. 
· Pros: Handled per current specifications of IMS emergency calls.  

· Cons: 

· The identity may well be a private network identity, therefore not reachable in case of PSAP callback.

· Since call is not marked by UE as emergency or enterprise, P-CSCF may falsely identify call as emergency or not recognize emergency call.
· IMS Handling Option HES1.2.2: Call is ignored as emergency call by the P-CSCF, and therefore reaches the enterprise AS.  AS performs emergency call handling, returns control to S-CSCF and then routed to E-CSCF.
· Pros: Correct UE identity authentication from enterprise AS in terms of representing a reachable public network number.
· Cons: 

· Enterprise AS would have to provide functionality of P-CSCF including: 

· Check if roaming, if so, reject with “emergency registration” cause.

· obtain location of UE for IP-CANs where this is done by P-CSCF (e.g., FBI)

· mark call as “emergency”

· insert proper UE public identity

· During overload conditions, entities serving the session prior to the AS recognizing the emergency call will not treat the session with priority.
· P-CSCF would need to know UE is in HES mode so that emergency handling could be ignored (e.g., either obtain info at registration or UE provide in INVITE)

· HES Recommendation: The options that pass the emergency call handling to the HES AS are best so that the authenticated UE identity is included and HES based digit analysis is performed.
2. Subscription-based business trunking (SBT)
An attached Next Generation Corporate Network  (NGCN) passes emergency calls to the public network when attached using subscription based business trunking according to ETSI TS 182 025. 
· SBT type calls do not include a private network indication in the INVITE for calls to the public network.

· NGCN can be connected via any IP-CAN type, although the common case is DSL.

· It is possible the NGCN is roaming (e.g., NGCN on a train connected via E-UTRAN), although it is possible that operators could restrict this if they so desired.
· The NGCN performed the digit analysis and determined it was an emergency call.

Scenario SBT 2.1: Call arrives at P-CSCF as public network traffic with emergency service URN in Request-URI, and with the user’s location in a Geolocation header field and the NGCN location in the P-Assess-Network-Identity. P-Asserted-Identity may be a general/attendant NGCN identity.  It is assumed that the NGCN ensures UE is located within serving/home network of NGCN. 
· IMS Handling Option SBT 2.1.1: Call is ignored as emergency call by the P-CSCF, and therefore reaches the enterprise AS.  AS performs emergency call handling, returns control to S-CSCF and then routed to E-CSCF.
· Pros: Correct UE identity authentication from enterprise AS in terms of representing a reachable public network number.
· Cons: 

· Enterprise AS would have to provide functionality of P-CSCF including: 

· Check if roaming (e.g., based on P-ANI included for the NGCN), if so, reject with “emergency registration” cause.

· insert proper UE public identity

· P-CSCF would need to know incoming session if for NGCN enterprise service so that emergency handling could be ignored. (Note: P-CSCF may already have to know it’s NGCN even for non-emergency, so that P-CSCF can do UE identity bypassing)

3. Peering-based business trunking (PBT)
An attached NGCN passes emergency call to public network when attached using peering based business trunking (i.e., IBCF) according to ETSI TS 182 025.

P-Asserted-Identity is the UE’s identity.

Since it is a call to the public network, the call will not be marked with a private network indicator. 
Scenario PBT 3.1: Call arrives at IBCF as public network traffic with emergency service URN in Request-URI, the user’s location in a Geolocation header field, and the proper UE identity in the P-Asserted-Identity. 
It is assumed that all emergency call checking/handling was done prior to reaching IBCF. (i.e., No IP-CAN or roaming considerations because it is an inter-operator connection).
· IMS Handling Option PBT 3.1.1: IBCF recognises the emergency service URN and automatically routes the call to an E-CSCF.  The IBCF performs its normal trust domain functions per RFC 3325. Therefore, if the peer network is not trusted, the UE identity is not typically passed by the IBCF,  For an emergency call, either override this restriction, or no calling UE identity will be available for PSAP.
Enterprise summary:

P-CSCF emergency handling interactions with enterprise

Current emergency call detection and handling by a P-CSCF is not suitable for enterprise due to the following:

· There may be a prefix that the enterprise AS needs to interpret prior to detection of the emergency call.  A P-CSCF may not detect the emergency digits (e.g., 7-112).
· The digit pattern used within an enterprise may appear as an emergency number that is not, which may cause the P-CSCF to incorrectly identify a session as an emergency call (e.g., a local enterprise extension 112).

· The P-CSCF may not have the identity of the UE.  For example, for subscription based business trunking, the incoming identity may be the general NGCN attendant number and the UE’s identity is only available by the AS.

· In some enterprise configurations, the call comes in via an IBCF and never seen by a P-CSCF (e.g., peering-based business trunking).

Proposed enhancements:
1. The P-CSCF shall be able to recognize incoming enterprise calls and bypass emergency call handling. NOTE: This may require new functionality for enterprise to be detected.
2. An IBCF shall be able to recognize incoming emergency calls from peering-based business trunking, forward UE identity per trust agreements and local policy/regulation, and forward the call to an E-CSCF.
3. When an AS is responsible for detecting emergency calls, it shall perform emergency call handling as currently performed by a P-CSCF (described above).
4. When an AS marks a call as an emergency call, the S-CSCF shall route the call to Can E-CSCF.
Conclusion
· If agreed, CRs for TS 23.167 are available that extend the IMS emergency services architecture to support the above. 
· It is also recommended that SA2 send an informational LS to TISPAN, ECMA and CT1 as a follow-up to the ECMA LS in S2-100982.

