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Abstract of the contribution:  This contribution proposes to delete several editor notes in section 6.9 of the TS 23.888.
Discussion

Several editor notes shall be deleted because there are no corresponding stage 1 for stage 2 work, they are:
*********** 1st editor note *********

Editor’s Note: It is FFS whether other MTC monitoring events can be configured.
According to stage 1, there are only 4 events specified, they are already documented as follow:

-
behaviour which is not aligned with activated MTC Feature(s)

-
change in the point of attachment

-
change of the association between the UE and the UICC

-
loss of connectivity. The maximum time between the actual loss of connectivity occurred and the loss of connectivity detected shall be configurable per MTC Subscription.
Therefore, any new events shall have corresponding stage 1 requirement.

*********** 2nd editor note *************
Editor’s Note: It is FFS whether the MTC Server/User can dynamically provide the action indication.
According to stage 1, “The MTC User shall define which of the above events will be detected” this mean the event has to be pre-defined, can’t be dynamically provide.
*********** 3rd editor note *************

Editor’s Note: How to obtain the MTC Server address for reporting is FFS.
This will be handled in the detail solution, for example, for the SGSN/MME detection; can be part of the download info from the Insert Subscriptions during the attached procedure.
Proposed changes

************************* 1st Change *********************************************************

6.9
Solution - MTC Monitoring – General
6.9.1
Problem Solved / Gains Provided

See clause 5.10 “Key Issue – MTC Monitoring.”
6.9.2
General

The MTC Monitoring events are configured in the HLR/HSS as part of the MTC subscription. The related criteria (e.g. the mapped IMSI/IMEI or the allowed location area) for reporting purpose are configured together with the event as well unless the event type is self explanatory, e.g., loss of connectivity. For those configured MTC Monitoring events, default action can be predefined as well, e.g. detaching the MTC Device when the IMEI and IMSI are not mapped.
According to the requirement, the following MTC Monitoring events shall be configured in the HLR/HSS:

· Monitoring the association of the MTC Device and UICC

In this case, the HLR/HSS shall also configure the mapped IMSI and IMEI as the criteria together with this event.

· Monitoring the alignment of the MTC feature

In this case, the activated MTC features for the special MTC Device, which is configured in the HLR/HSS as part of the MTC subscription, apply for this monitoring event.

· Monitoring change in the point of attachment

In this case, the allowed location information may also need to be configured as the criteria in the HLR/HSS (e.g. the Low Mobility feature is also activated for the MTC Device).

· Monitoring loss of connectivity
The network shall be able to detect such configured MTC monitoring events. The following alternatives (i.e. solution 1 to solution 3) can be used for the detecting purpose.

Editor’s Note: It is FFS whether other alternatives can be used for the event detecting purpose.

Editor’s Note: It is FFS whether MTC Device can be used for assisting in MTC monitoring.

When such event is detected, the network shall be able to report to the MTC Server and/or MTC User. The following alternatives (solution 4 to solution 7) can be used for the reporting purpose.

Editor’s Note: It is FFS for whether other alternatives can be used for the reporting purpose.
When any event is detected, the network may also trigger actions accordingly, e.g. reduce services provided to the MTC Device or restrict access of the MTC Device or detach the MTC Device completely. When default action is predefined, the network triggers the default action, otherwise acts according to the indication from the MTC Server.

Editor’s Note: How to handle the roaming scenario for this monitoring key issue is FFS.
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