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Abstract of the contribution: This paper is to clarify the impact on I-CSCF of LDF based load balancing solution. 
1. Introduction

It is stated in TR 23.812 subclause 6.2.2 that I-CSCF needs to be enhanced to construct domain name based on the query from HSS if LDF based load balancing solution is used for S-CSCF selection/reselection during registration/re-registration. This paper is to clarify that this is not a new feature. 
2. Discussion
It is stated in TS 23.228 as copied below that I-CSCF obtains the name of the S-CSCF from its role as an S-CSCF selector for the determination and allocation of S-CSCF during registration/re-registration. 
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism. 

In practice, the name-address resolution functionality can either be implemented inside I-CSCF, or take use of external DNS system. 

No matter which way I-CSCF takes to obtain the IP address of the selected S-CSCF, it has already had the ability of obtaining the name of the S-CSCF. Thus, for the LDF based load balancing solution, “Construct a domain name of S-CSCF” is not a new function of I-CSCF. 
___________________________________________________________________________________
5.2.2.2
Assumptions

The following are considered as assumptions for the registration procedures as described in clause 5.3.2.3:

1.
IP‑CAN bearer is already established for signalling and a mechanism exists for the first REGISTER message to be forwarded to the proxy.

2.
The I‑CSCF shall use a mechanism for determining the Serving‑CSCF address based on the required capabilities. The I‑CSCF obtains the name of the S‑CSCF from its role as an S‑CSCF selector (Figure 5.1) for the determination and allocation of the Serving‑CSCF during registration.

3.
The decision for selecting the S‑CSCF for the user in the network is made in the I‑CSCF.

4.
A role of the I‑CSCF is the S‑CSCF selection.

In the information flows described in clauses 5.2.2.3 and 5.2.2.4, there is a mechanism to resolve a name and address. The text in the information flows indicates when the name-address resolution mechanism is utilised. These flows do not take into account security features such as user authentication. The description of the impact of IMS security features is done in TS 33.203 [19].
___________________________________________________________________________________
___________________________________________________________________________________
5.2.2.3
Registration information flow – User not registered

3.
The I‑CSCF shall send the Cx-Query/Cx-Select-Pull information flow to the HSS (Public User Identity, Private User Identity, P‑CSCF network identifier).
The HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed to register in that P‑CSCF network (identified by the P‑CSCF network identifier) according to the User subscription and operator limitations/restrictions if any.

4.
Cx-Query Resp/Cx-Select-Pull Resp is sent from the HSS to the I‑CSCF. It shall contain the S‑CSCF name, if it is known by the HSS, or the S‑CSCF capabilities, if it is necessary to select a new S‑CSCF. When capabilities are returned the I‑CSCF shall perform the new S‑CSCF selection function based on the capabilities returned.
If the checking in HSS was not successful the Cx-Query Resp shall reject the registration attempt.

5.
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism. The I‑CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. I‑CSCF shall then send the register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address to the selected S‑CSCF. The home network contact point will be used by the P‑CSCF to forward session initiation signalling to the home network.

The S‑CSCF shall reject the registration if the number of registered contact addresses for a Public User Identity from the same UE exceeds the limit of simultaneous registrations configured at the S‑CSCF. The S‑CSCF shall store the P‑CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to the UE. The S‑CSCF shall store the P‑CSCF Network ID information.
___________________________________________________________________________________

3. Proposal

It is proposed to approve the following changes to TR 23.812. 
Change #1
6.2.2
S-CSCF Load Balancing

6.2.2.1
S-CSCF selection during initial registration 

The solution documented in subclause 5.2.3.2 provides a LDF based Load Balancing mechanism for selecting S-CSCF during initial registration. LDF collects load information from S-CSCFs as it can do in P-CSCF overload control and load balancing. 
LDF may be co-located with S-CSCF or DNS server, but does not need to be implemented in a new physical entity.

Another solution documented in clause 5.3 proposes to re-use existing signalling mechanisms with the supporting system providing additional policy and information. This solution may require to specify the interface and signalling interaction between the supporting system and HSS.

Table: S-CSCF Load Balancing alternatives

	Alternatives
	Impact on S-CSCF 
	Impact on DNS
	Impact on I-CSCF 
	Impact on SIP protocol 
	Impact on HSS

	Alt1 in 5.2.3.2: I-CSCF constructs domain name
	yes (only to report load info)
	no
	no
	no
	no

	Alt 2 in 5.3: HSS returns preferred S-CSCF
	no
	no
	no 
	no 
	yes(Implement optimal S-CSCF selection algothrim based on the information HSS and the supporting system have)


6.2.2.2
S-CSCF re-selection during re-registration 

There are two issues identified during the study for S-CSCF re-selection during re-registration. The first issue is to detect whether the S-CSCF re-selection is required. The other issue is to execute the re-selection. 
There are five alternatives to handle the first issue. The assessment of them is as follows:

Alternative 1 documented in subclause 5.4.2 adds additional functionality and signaling load (compared to Rel-8) to the I-CSCF. Message contents of SIP or Cx messages are not modified. 
Alternative 2 documented in subclause 5.4.3 adds additional functionality (compared to Rel-8) to the I-CSCF and the HSS. It extends Message content of Cx-UAR to allow requesting both together, the current S-CSCF name and the capabilities. 
Alternative 3 documented in subclause 5.4.4 adds additional functionality (compared toRel-8) to the I-CSCF, the HSS, and the S-CSCF. It extends the functionality of the SIP REGISTER message sent from I-CSCF to S-CSCF and the Cx-SAR command sent from S-CSCF to HSS. 

Alternative 4 can provide load information via network management system. It can in such case be treated as LDF is integrated in OSS system.

Alternative 5 documented in subclause 5.2.4 let I-CSCF determine and, if necessary, gets capabilities of S-CSCFs from HSS like Alternative 1 or Alternative 2. LDF collects load information from S-CSCFs and can be a function of S-CSCF.

Table: S-CSCF re-selection determine alternatives. 

	Alternatives
	Impact on S-CSCF 
	Impact on DNS
	Impact on I-CSCF 
	Impact on SIP protocol 
	Impact on HSS
	Impact on diameter protocol
	Impact on ongoing sessions

	Alt1 in5.4.2: I-CSCF decides the preferred S-CSCF
	yes(only to report load info)
	no
	yes(Check if the best S-CSCF is selected based on the first UAR/UAA and send the second UAR to get the S-CSCF capabilities)
	no
	no
	no
	no

	Alt 2 in 5.4.3 : I-CSCF queries HSS with S-CSCF name and capabilities 
	yes (only to report load info)
	no
	yes(Send UAR to get the current S-CSCF and capabilities and decide on the preferred S-CSCF)
	no 
	yes(Return the current S-CSCF and capabilities at the same time)
	yes(UAR/UAA needs to be extended to contain S-CSCF and capabilities
	no

	Alt3 in 5.4.4 : with fallback S-CSCF
	yes(only to report load info)
	no
	yes(preferred S-CSCF selection and mark the indication of better S-CSCF in the forwarded REGISTER)
	yes(REGISTER needs to be extended to indicate a better S-CSCF is available later)
	No
	yes(SAR needs to be extended to indicate a better S-CSCF might be available later) 
	no

	Alt4 in 5.4.5 : HSS based solution 
	yes (only to report load info)
	no
	no
	no
	yes(HSS may need to interact with O&M to get the status of S-CSCF)
	don’t know
	don’t know

	Alt5 in 5.2.4 : I-CSCF constructs Domain name 
	yes(only to report load info)
	no
	no
	no
	no
	no
	no


End of changes

























































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































3GPP

SA WG2 TD


