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1. Introduction

The IP flow mobility procedure for DSMIP is currently based on the UE decision using pre-configured policies or policies received by the network via ANDSF. The UE is the decision maker for the IP flow mobility based on local conditions and the IFOM policies. However the some conditions to trigger an IP flow mobility may be unknown to the UE, when they are based on information derived from Core Network elements, such as information from TDF, based on policy information, etc as described in the following section. 
1.1
Policy Key issues and IP flow mobility
The TR 23.813 includes several key issues for enhancing the policy management. In Key issue 1 on Policy enhancement for sponsored data connectivity, the interactions involve the UE, the AF, the PCRF and the IP-CAN network. The PCRF sends new rules to the PDN GW/PCEF in order to allow the UE to receive the requested services. Considering in this scenario the support of IP flow mobility, the UE decides where an IP flows (i.e. a services) is routed based on the IP flow mobility rules, but the UE policies could be not aligned or updated to the new rules that the PCRF has installed in the PDN GW/PCEF. In alternative the PDG GW may use such new rules to identify that the traffic related to the sponsored connectivity have to be routed from a different access network, e.g. in WLAN instead of 3GPP access.
In Key issues 3 on QoS and gating control based on spending limits, the PCRF receives indication about the spending limits of a customer. This information is used by PCRF to provide the correct policy to the PDN GW/PCEF. As in previous scenario, the PDN GW/PCEF/HA may use this information to enforce the IP flow on the appropriate access, for example the spending limits is exceeded on the LTE network, but not on WLAN or vice versa.

In key issues 4, the Traffic Detection Function is used to detect the services which customer is using and it may communicate this information to the PCRF or PCEF according to the considered solution. This information may be also used via PCRF or directly by PDN GW to trigger an IP flow mobility based on policies locally stored or based on new rules received by the PCRF.

The current key issues, as above described, could be extended introducing the concept of Network Initiated Traffic steering, i.e. the network is able to determine where the traffic (i.e. the IP flows) shall be routed. This new key issue can be considered composed by two elements: the information which allows to determined where the traffic shall be routed and when the routing rules shall be changed; the procedure to perform the traffic steering.
1.2
Network-initiated IP flow mobility
The traffic steering in current IFOM solution is performed by the UE, while as described in above section, in other scenario the traffic steering can be only performed by the a network element, i.e by the PCRF.
The PCRF can decide the PCC rules and also where the IP flows shall be routed based the information received by TDF, charging system, Application function, local policy, etc. After that it takes the decision the PCRF communicates the routing rules related the IP flows to the PDN GW and this to the UE via an extension of the DSMIPv6 protocol. In addition the PCRF can send the QoS rules to the appropriate BBERF and to perform the session binding, if needed. 

The communication of IP flow mobility request to the UE is described in draft IETF draft-xia-mext-ha-init-flow-binding-02 ‘Home Agent Initiated Flow Binding for Mobile IPv6’, it gives how the HA moves a flow binding from one interface to another, which can be used to realize network-controlled IP flow mobility for DSMIP in IFOM. In this IETF draft, the HA sends Flow Binding Indication (HoA, BID, PRO, FID ) message to the MN; while MN responses with Flow Binding Acknowledgement (HoA, BID, PRO, FID )message to the HA. BID indicates corresponds to an existing CoA, which indicates a specific access network. PRO describes the required processing for the option. It can be assigned one of the following values:

· 11  Add a flow binding

· 12  Delete a flow binding

· 13  Modify  a flow binding

· 14  Refresh  a  flow binding

· 15  Move a flow binding

· 16  Switch a flow binding  to alternative home agents.
 The switch operation is similar to hard switch described in [I-D.ietf-mip6-hareliability] where standby and active home agents have different IP addresses. In the switch operation both home agents continue to serve the mobile node using the same Home Address while in hard switch the active home agent stops serving and the standby home agent takes over.
2
Conclusion and proposal

As shown in figure 1 the information, that can be used to trigger the network initiated IP flow mobility, could be many, but the procedure to perform the IP flow mobility is independent from them. 
Based on this consideration we proposed to add the new key issue Network Steering of IP flow mobility in  TR 23.813.
* * * Start of 1st Change * * *  
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[X1]
TR 23.261 “IP flow mobility and seamless WLAN offload”
[X2]
IETF Internet-Draft, draft-xia-mext-ha-init-flow-binding-02 “Home Agent Initiated Flow Binding for Mobile IPv6”, work in progress.

[X3]
3GPP TS 23.327: "Mobility between 3GPP-Wireless Local Area Network (WLAN) interworking and 3GPP systems"

* * * End of 1st Change * * *  
* * * Start of 2nd Change * * *  
4.5
Key issue 5: Service Based Traffic Steering
4.5.1

Description

In a service aware network it is possible to optimally route the traffic. For IP services that get identified using service traffic detection mechanism it may only be possible after the session has been established and the some traffic has already traversed the network. In order to improve service experience it should be possible to steer traffic after its establishment for example from a Home PDN Gateway to a local breakout or move between access networks.

Editor’s Note: further changes can be done to this key issue description based on SA1 feedback.

4.5.2

Alternative solutions

4.5.2.1
Network initiated IP flow mobility for DSMIPv6

When IP flow mobility is supported, as defined in TS 23.261 [x1], the criteria to perform the mobility of an IP flow from different accesses is based on a decision taken by the UE taking into account the policies locally available on the UE (both pre-configured or received by ANDSF) and the availability of the access. For example key issues 1, 3 and 4 show scenarios where the UE can not be aware of the information available on network side and and so the UE is not able to take any decision. Furthermore the decision are also related to network operator policies and or network conditions, such as exceeded volume, expired data pronsor, etc. This solution complements the scenario of the UE-initiated traffic steering scenario proposing a network initiated IP flow mobility.
4.X.2.2
Call flow for Network initiated IP flow mobility for DSMIPv6
A possible solution for performing the Network_initiated IP flow mobility for DSMIPv6 is based on draft RFC “draft-xia-mext-ha-init-flow-binding-02” [X2] and described in figure 4.X-2. This procedure extended the IP flow mobility functionalities defined in TS 23.261 .

In this scenario the UE is attached to a 3GPP access and a WLAN access and is using both the accesses for the same PDN connection. The PCRF decides to move one or more IP flow(s) from one access to the other access and network-intiated dynamic PCC is used is used to set up or remove appropriate resources 
Non-roaming, home routed roaming and Local Breakout cases are supported by this procedure. The AAA proxy and vPCRF shown in Figure 4.X-2 are only used in the case of home routed roaming and Local Breakout. In non-roaming scenarios, the AAA proxy and vPCRF are not involved.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed in EPC. These steps are not present when the solution is applied to I-WLAN mobility architecture as per TS 23.327 [X3].
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Figure 4.X-2: Network-initiated IP Flow Mobility in DSMIP case

1. The UE is simultaneously connected to a 3GPP and WLAN access based on the procedures described in clauses 5.2 and 5.3 of TS 23.261. Based on current routeing rules some traffic is routed through the 3GPP access and some other traffic through the WLAN access.

2. If PCC is deployed and the HA function is implanted in EPC, The PCRF decides to move an IP flow routed over one access to an other access for example based on the characteristic of the requested service, indication of exceeded of quota, activation of sponsor data one access, etc it sends a IP CAN session modification request with new PCC rules and Routing rules. 

3. Based on available information and local policy the PDN GW/HA sends Flow Binding Indication (HoA, BID, FlD, PRO) message to the UE to initiate flow binding operation to the UE to install a new routeing rule or to modify the routeing address of an existing routeing rule to route the respective traffic (identified by the included FID) through one particular access (identified by the included BID). PRO indicates a required processing on the flow as described in section 4.X.2.3. If dynamic PCC is not deployed, the PDN GW may apply only local QoS policy to decide the routing rules.
NOTE:
The PDN GW/HA can send the Flow Binding Indication either from the 3GPP or from WLAN access irrespective of which access the IP flow is moved to.

4. The UE stores the mapping between the service data flow information received and the routeing information and allocated FID for these service data flows. Then the UE sends Flow Binding Acknowledgment (HoA, BID, FID, PRO) message to the PDN GW/HA to confirm the IP flow binding. FBI and FBA messages are specified in draft-xia-mext-ha-init-flow-binding-02 [X].
5. In case the HA function is implemented in EPC, the PDN GW sends an acknowledgement to the PCRF.

6. Based on the IP-CAN session modification request, the PCRF ensures that the relevant QoS rules are installed in the target WLAN access or the relevant QoS rules are uninstalled from the source WLAN access. This is done by a GW control session and QoS rules provision procedure as specified in TS 23.203 [5].
7. If the HA function is implemented in EPC, appropriate EPS resource release procedures are executed for those resources that were moved away from the 3GPP access, as specified as specified in TS 23.402. This procedure may be triggered by the PCRF via a GW control session and QoS rules provision procedure if PMIPv6 is used on S5 and it may be triggered by the PDN GW in case GTP is used on S5.

4.X.2.3
Details of Network Initiated Flow Binding Operations

While the message flow is the same as in Figure 4.X-2, PDN GW/HA shall use different value for the PRO parameter to indicate different flow mobility operations as explained below:

· To revoke a flow binding, the PRO parameter is set to delete. The UE deletes the flow identified with FID.

· To add a new flow binding, the PRO parameter is set to add. The UE creates a new flow binding. The interface for this flow is given either in BID or taken from the destination address of Flow Binding Indication message. Lifetime of the flow is set in the lifetime field. 

· To modify a flow binding, the PRO parameter is set to modify. UE removes the flow identified with FID and replaces it with a new flow described in Flow Description field.

· To refresh a flow binding, the PRO parameter is set to refresh. Lifetime of the flow is extended for the flow identified with FID.

· To move a flow binding, the PRO parameter is set to move. The flow is moved from one interface to the other given in Target Care-of-address field.

· To switch a flow binding, the PRO parameter is set to switch for reliability purposes. The flow is switched to an alternate PDN GW/HA whose address is given in Alternate Home Agent Address field. In the switch operation both home agents continue to serve the mobile node using the same Home Address while in hard switch the active home agent stops serving and the standby home agent takes over.
* * * End of 2nd Change * * *
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