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Abstract of the contribution: This contribution introduces access priority applied to the MTC Devices and gives possible solution for avoiding network congestion when network load reaches the alert level.
1. Introduction

Network congestion could happen due to a large number of MTC devices. For instance, simultaneous attach request or connection request will cause signalling congestion. Large scale of attach request or connection request may also make the SGSN/MME or GGSN/PGW become vulnerable. In the last meeting, a key issue of signalling congestion control has been introduced. It is required that the mobile network has capability to reduce signalling load of connection request or attach request for a specific APN or from a particular MTC Group, and prevent MTC Devices belonging to that MTC Group to repeatedly re-initiate a connection request or attach request.
2. Discussion

In last meeting solution for signalling congestion has been proposed, which allows SGSN/MME to reject the connection request or attach request per APN or per MTC group when congestion happens. This solution can avoid signalling congestion becoming worse to some extent. However, rejecting connection request or attach request may be too late if congestion has already happened because of signalling traffic overload. Therefore, it is proposed to introduce solutions to avoid congestion before it happens. 
Network can define the access priority based on APN or MTC group, this makes every MTC device has its own access priority. Different APN or MTC groups can have the same access priority, as well as several single MTC devices share the same access priority. With the consideration of access priority for MTC, the following solutions are proposed.
Solution 1: Overload control by SGSN/MME

Access priority is stored in the HLR/HSS and downloaded to the SGSN/MME during the Insert Subscription Data procedure. SGSN/MME pre-define different load threshold for these pre-defined access priorities respectively. When SGSN/MME detects that current network load reaches the one of the pre-defined threshold, SGSN/MME should reject any connection request or attach request from the MTC devices with access priority corresponding the pre-defined threshold. For example, the threshold T_Low is defined for “low” access priority. When current load reaches to T_Low, SGSN/MME should reject the connection request or attach request from the MTC device with “low” access priority.

Solution 2: Overload control by RAN

Access priority can be pre-configured in MTC device. SGSN/MME pre-define different load threshold for these pre-defined access priorities respectively. When the SGSN/MME detects that current network load reaches the one of the pre-defined threshold, it notifies non-allowed access priority to RAN node. Then, RAN node can decide access priority to be barred according to received information from the SGSN/MME. With this, RAN node can reject the RRC request of the MTC devices with corresponding access priority. Alternatively, RAN node can also broadcast access control information to the MTC devices so that the MTC devices with corresponding access priority will not attempt to access the network.
3. Proposal

It is proposed to discuss the solutions and add the text below into 3GPP TR 23.888.
STARG OF CHANGE
6.X
Solution – Overload control by SGSN/MME with Access Priority

6.X.1
Problem Solved / Gains Provided

See clause 5.12, “Key Issue – Signalling Congestion Control”.
6.X.2
General

Network can define the access priority based on APN or MTC group, this makes every MTC device has its own access priority. Different APN or MTC groups can have the same access priority, as well as several single MTC devices share the same access priority. 
Access priority is stored in the HLR/HSS and downloaded to the SGSN/MME during the Insert Subscription Data procedure. SGSN/MME pre-define different load threshold for these pre-defined access priorities respectively. When SGSN/MME detects that current network load reaches the one of the pre-defined threshold, SGSN/MME should reject any connection request or attach request from the MTC devices with access priority corresponding the pre-defined threshold. For example, the threshold T_Low is defined for “low” access priority. When current load reaches to T_Low, SGSN/MME should reject the connection request or attach request from the MTC device with “low” access priority.
6.X.3
Impacts on existing nodes or functionality
The HLR/HSS should store the access priority for MTC device in subscription data. 

The SGSN/MME should pre-define the network load threshold corresponding to those access priorities.

SGSN/MME should reject the attach attempt of MTC device whose access priority is non-allowed.
6.X.4
Evaluation
NEXT CHANGE
6.Y
Solution – Overload control by RAN with Access Priority

6.X.1
Problem Solved / Gains Provided

See clause 5.12, “Key Issue – Signalling Congestion Control”.
6.X.2
General

Network can define the access priority based on APN or MTC group, this makes every MTC device has its own access priority. Different APN or MTC groups can have the same access priority, as well as several single MTC devices share the same access priority. 
Access priority can be pre-configured in MTC device. SGSN/MME pre-define different load threshold for these pre-defined access priorities respectively. When the SGSN/MME detects that current network load reaches the one of the pre-defined threshold, it notifies non-allowed access priority to RAN node. Then, RAN node can decide access priority to be barred according to received information from the SGSN/MME. With this, RAN node can reject the RRC request of the MTC devices with corresponding access priority. Alternatively, RAN node can also broadcast access control information to the MTC devices so that the MTC devices with corresponding access priority will not attempt to access the network.
6.X.3
Impacts on existing nodes or functionality
The SGSN/MME should pre-define the network load threshold corresponding to those access priorities.

SGSN/MME should notify RAN node the non-allowed access priority.

RAN may reject the RRC connection request of MTC device, or broadcast the access control parameters to MTC device according to received information from SGSN/MME.
6.X.4
Evaluation
END OF CHANGE
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