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Abstract of the contribution: Description of the information flow between OCS and PCRF required to enable this key issue
Discussion

Three options have already been introduced around how communication can take place between OCS and PCRF for this key issue. However, the issue of what information is passed between OCS and PCRF, and when it is passed, has not fully been addressed. This paper seeks to define the minimal information that needs to flow between OCS and PCRF to enable the use case defined in the key issue, irrespective of whether a direct Sy interface exists between PCRF and OCS or whether the information flow is via PCEF using modified or unmodified Gx and Gy interfaces.
Proposal

Start of modified section

4.3
Key issue 3: QoS and gating control based on spending limits
4.3.1

Description

The following use case has been identified, which requires the PCRF to perform QoS and gating control decisions based on information only available in the OCS:

· QoS control based on spending limits – ability to change the QoS level based on spending limits. Example scenario: the subscriber plan allows for high QoS up to $2 per day and a lower QoS beyond that.
4.3.1.x
Information Flow Between OCS and PCRF
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Figure 4.3.1.x: Information Flow Between OCS and PCRF

PCRF asks the OCS for the initial counter state, and also subscribes to any changes. OCS responds with the initial counter state (i.e. above or below the $2 spend threshold for the day), allowing PCRF to make an initial policy decision for the IP-CAN session.

If the subscriber breaches their spend threshold while there is an active IP-CAN session for the subscriber, OCS notifies PCRF of the change in counter state, allowing PCRF to make a policy decision based on the modified information.
If the OCS determines the counter needs to be reset (e.g. when the period the spend is counted for expires, which might be midnight in the $2 per day use case), and there is an ongoing IP-CAN session for the subscriber, OCS notifies PCRF of the change in counter state, again allowing PCRF to make a policy decision based on the modified information.
When the final IP-CAN session for the subscriber is terminated, PCRF informs OCS that it is no longer interested in counter state change notifications.
End of modified section 
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