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Abstract of the contribution: This paper proposes an enhancement to section 6.22 in TR23.888 to indicate the reject cause to the MTC Device. MTC Devices capable of dealing with multiple connections are informed how to proceed when establishing additional connection(s).
1. Introduction
In some deployment scenarios, an MTC service may require an MTC Device to establish multiple PDN connections to different APNs. For example, the one PDN connection is for maintenance purposes, and the other PDN connection is for periodically sending data.
The scenario considered in this contribution is an MTC Device that has an existing PDN connection and starts the establishment of an additional PDN connection. If the network is congested due to overload, the additional PDN connection establishment is rejected by the network.
2. Discussion

Section 6.22 of TR23.888 describes a solution for rejecting a connection establishment from the SGSN/MME. Considering the above scenario, the behaviour of the MTC Device may be more predictable, if the reject message from the SGSN/MME contains an indication about the reject cause. For example, a reject cause could be that the requested APN is congested, or the QoS requirements of the requested PDN connection cannot be fulfilled etc. In the case of the reject cause indicating congestion on the specified APN, the MTC Device would not send any request message for the APN. Therefore, we’d like to propose an enhancement to the solution documented in section 6.22.

The SGSN/MME should provide a reject indication when rejecting a connection request from the MTC Device. Especially in the case where the MTC Device has an existing connection and an additional connection request sent from the MTC Device is rejected, the MTC Device may behave according to the reject indication. The reject indication shall inform the MTC Device about the reason for rejecting the connection, e.g. signalling congestion at the SGSN/MME, overload at the GGSN/PGW, or restricted access due to some polices etc. 
In particular if the GGSN/PGW is overloaded, the MTC Device may be allowed to keep only the already existing PDN connection at time, and/or additionally the limited resources (due to overload) for new connections or number of possible PDN connections may be indicated to the MTC Device. The reject indication can also advice the MTC Device how to behave with respect to the priority of the additional connection, e.g. based on the MTC application context. For example, if the additional connection has a higher priority than the existing one and the network has indicated to the MTC Device that the resources of the existing connection can be used for the additional connection(s), then the MTC Device may decide to release or to modify (decrease) the resources of the existing connection and initiate the establishment the additional connection. In such case, the connection request for the additional connection should include the ID (e.g. APN in use) of the existing connection to enable the SGSN/MME to determine that the resources for the different connections are to be shared. 
It should be noted that the MTC Device should decide whether to release the existing connection and establish an additional one by comparing QoS requirements for the connections. For example, the available QoS for the new connection would be required as same or less than one for the existing connection because the network may not assign additional resource. So the MTC Device needs to check, before releasing/modifying established connection, if the required QoS values (e.g. QCI, ARP, MBR/GBR) for the new connection are same or less than the existing connection’s. If the QoS values are provided dynamically from PCRF, the network may reject because any additional QoS resources than the already reserved are not available.
Also, it should be noted that if the reject cause for the additional connection is the APN-restricted (i.e. the APN in the additional connection request is congested), the MTC Device does not send the additional connection request for the APN. 
When the reject message contains reject indication together with a back off time, the MTC Device is allowed to establish the new connection after releasing/modifying the old one during the back off time period. The reject indication is valid only during the back off time.
3. Proposal

It is proposed to add text to section 6.22 in TR23.888:
****************** START OF CHANGE ******************
6.22
Solution – Rejecting connection requests by the SGSN/MME

6.22.1
Problem Solved / Gains Provided

See clause 5.12, “Key Issue – Signalling Congestion and Overload Control”, more specifically congestion control.
6.22.2
General

A number of variants of rejecting connection requests by the SGSN/MME can be distinguished:

Rejecting connection requests per APN

The SGSN/MME and/or GGSN/PGW can reject connection requests targeted at a particular APN. When the MTC application uses a dedicated APN, the specific MTC application can be targeted that causes the congestion. 
Rejecting connection requests and attach requests per MTC Group
The SGSN/MME can reject connection requests targeted at a particular MTC Group. With the attach procedure the MTC Group Identifier can be downloaded as part of the service profile from the HSS into the SGSN/MME. When a connection request is received by the SGSN/MME, the SGSN/MME can find in the service profile if the particular MTC Device is part of a MTC Group that causes congestion. In case only the GGSN/PGW is congested, the SGSN/MME need to be informed about which MTC Group is causing that congestion.

The SGSN/MME can reject attach requests on the basis of MTC Group is the only option. One option is that the MTC Group is downloaded from the HSS during the attach procedure. However this implies the service profile is only downloaded when most of the attach procedure is already done. 

Another option would be to add the MTC Group ID to the connection requests and attach requests from the MTC Device. That way the SGSN/MME can easily identify that a particular request comes from a MTC Application that is causing congestion.

Rejecting service request and attach attempts based on MTC Device provided low priority access indication
With availability of an access priority indication from the MTC Device the SGSN/MME can take an early decision to reject the request. Depending on internal SGSN/MME congestion mechanisms the SGSN/MME can appropriately treat the “low priority access” (e.g. used by Time Tolerant MTC Device) in comparison to other accesses. 

The treatment can be performed without inducing or consuming further load in the SGSN/MME and the network as it could be performed prior to the download of the service profile from the HSS. The treatment could include returning an extended back-off time to the MTC Device requesting the “low priority access”.

Providing a back-off time and a reject indication to the MTC Device
To avoid a MTC Device from re-initiating a connection request or attach request immediately after a reject to an earlier request, the SGSN/MME can provide a back off time to the MTC Device in the reject message. If it is the GGSN/PGW that sent the reject originally, the SGSN/MME may append a back off time to the reject message.
The reject message from the SGSN/MME may contain a reject indication informing the MTC Device about the reject cause. For example a reject indication could inform that there is a signalling congestion at the SGSN/MME, or overload at the GGSN/PGW, or restricted access per requested APN, or the QoS requirements of the requested PDN connection cannot be fulfilled etc.
The reject indication may inform the MTC Devices capable of dealing with multiple connections how to proceed when establishing additional connections. In one example the MTC Devices could be informed that no additional connection to a particular APN shall be established. In another example when the resources at the GGSN/PGW are limited per MTC Device, if the MTC Device has an existing connection and initiates an additional connection establishment, the reject indication can inform the MTC Device about the limited available resources. Additionally the MTC Device may be allowed to keep the already existing PDN connection(s) at time, and/or the MTC Device is allowed to establish multiple connections within the limited resources and/or number of possible PDN connections. In this case, if the MTC Device has an existing connection and has higher priority data to send over new connection, the MTC Device may decide to share the resources among the existing and additional connections or to release the existing connection and establish the new one. When the reject message contains reject indication together with a back off time, the reject indication is valid only during the back off time.
The MTC Device shall not re-initiate a similar request during the back off time depending on the reject indication.
The SGSN/MME may store the back off time for a particular MTC Device and immediately reject any subsequent requests from that MTC Device before the back off time is expired. A new (longer) back off time may be provided to further deter the MTC Device from repeated attempts before its back off time is expired.

Providing a back off time could also be a solution to the issue of recurring (quarter/half) hourly applications. If the MTC Device could identify the recurring applications, it could delay attach request or connection requests for these applications with the back off time. How to identify such recurring applications is unclear.

6.22.3
Impacts on existing nodes or functionality

Impact on the SGSN/MME

Additional functionality for SGSN/MME with this solution includes:

· Rejection of a connection request targeted at a particular APN,

· Rejection of attach and connection requests by MTC Devices belonging to a particular MTC Group,

· Detection if an MTC Device is part of a particular MTC Group (e.g. based on subscription information requested from the HSS/HLR),

· Determining the MTC Group or APN that causes congestion, within SGSN/MME, or upon reception of indication from GGSN/PGW.

· Providing a reject cause including a back off time in the reject messages,
· Providing a reject indication in the reject message
· Determination of the back off time that is applicable for a particular MTC Device
· Determination of the reject indication that is applicable for a particular MTC Device and connection
· (For SGSN) Indicating MTC Group ID to GGSN

· (For MME) Indicating MTC Group ID to SGW
Impact on the MTC Device / UE

Additional functionality for the communication module in MTC Device / UE with this solution includes:

· Not re-initiating further attach or connection requests before the back off time is expired, if timer value is provided by the network.
· Determining how the MTC Device deals with additional connections depending on the reject indication.
Impact on the SGW

Additional functionality for SGW with this solution includes:
· Forwarding MTC Group ID received from MME to PGW

· Forwarding the overload/congestion situation indication received from PGW to MME for a particular APN or MTC Group
· Forwarding a reject cause in the reject messages received from PGW to MME
· Forwarding a reject indication in the reject messages received from PGW to MME

Impact on the GGSN / PGW

Additional functionality for the GGSN and PGW with this solution includes:

· Detecting the overload/congestion

· Determining the MTC Group or APN that causes overload/congestion,
· Rejection of a connection request targeted at a particular APN,

· Rejection of connection requests by MTC Devices belonging to a particular MTC Group
· Indicating the overload/congestion situation to SGSN/MME for a particular APN or MTC Group
· Providing a reject cause in the reject messages
Impact on the HSS/HLR
Additional functionality for HSS/HLR with this solution includes:

· Storing the MTC Group Identifier as part of the subscription profile of an MTC Device
****************** END OF CHANGE ******************
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