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Summary
In clause 5.14 of V0.4.1 of TR23.888 there is a (new) key issue on network overload issues related to masses of roaming M2M devices.

Existing text in clause 6.28 can be updated and completed to help provide a partial solution to the issues identified in clause 5.14.

Proposal

It is proposed that the following revision marked changes are made to section 6.28 of TR 23.888
**************** start of modified text ***************************************************
6.28
Solution – Access Control by RAN
6.28.1
Problem Solved / Gains Provided

See clause 5.12, “Key Issue – Signalling Congestion Control” and 5.14 “Key Issue – Potential overload issues caused by Roaming MTC devices”.
6.28.2
General

To avoid and handle the overload situations caused by MTC Devices, the MME/SGSN can send OVERLOAD START message to the RAN node to trigger the access control for MTC Devices to avoid further access to the network. The OVERLOAD START message can include specific MTC overload actions as follows:

· Access control for all the MTC devices. RAN will broadcast “access barring for all MTC Devices” in system information.
· Access control for MTC Devices with specific group. MME/SGSN will provide group related access control information, e.g. an MTC Group or specific APN, to RAN node. Based on that, RAN node will broadcast “access barring for MTC device with specific group” in the system information; or

Editor’s note: It is FFS how the group membership is configured to the MTC device, which information the MME/SGSN provides to RAN in order to identify the group, and which information the RAN will broadcast.
· Access control for the MTC devices with specific device PLMN type. MME/SGSN or O+M will provide device PLMN type related control information, i.e. M2M device not of HPLMN, M2M device not of HPLMN and not of equivalent HPLMN, M2M device not of HPLMN and without PLMN on preferred list; and/or other M2M device, to RAN node. Based on that, RAN node will broadcast “access barring for MTC device with specific PLMNs” in the system information.

MTC access control with different granularities could be triggered by signalling thresholds in the RAN, SGSN/MME and/or GGSN/PGW. In the case of the GGSN/PGW, the GGSN/PGW informs the SGSN/MME when a congestion threshold is exceeded.
MTC access control may also be triggered by O+M action on the RAN node, e.g. because of a situation reported by another PLMN operator and/or due to severe abnormalities in the levels of core network signalling to particular HSS(s).
Editor’s note: It is FFS if and how access control for MTC Devices with specific groups can be triggered by signalling thresholds in the RAN.
Editor’s note: It is FFS how GGSN/PGW informs its congested status to the SGSN/MME.
When a SGSN/MME needs to trigger a MTC access control, the SGSN/MME sends the specific OVERLOAD START message to the RAN (eNodeB/RNC/BSC) specifically for MTC devices, i.e. OVERLOAD START message including MTC devices with different granularities, barring factor and barring time.

The RAN uses the information in the OVERLOAD START message to determine if and when to broadcast the corresponding MTC Device barring information in the system information to the UEs. When a SGSNs/MMEs sends the OVERLOAD STOP message for a MTC overload action, the RAN stops broadcasting the corresponding MTC device barring information in the system information to the UEs.
The MTC device which is going to access the network will receive the broadcasted system information for MTC access control and check whether this access is barred or not. If so the corresponding MTC devices will delay the access to the network. Subsequent initial access attempts to the network will be randomized using the last barring time provided by the RAN.
Editor’s note: Broadcasting access control barring information in a large area, e.g. whole PLMN, caused by GGSN/PGW congestion should be avoided.

6.28.3
Impacts on existing nodes or functionality
The RAN needs to support broadcasting MTC Device access control with different granularity triggered by MME/SGSN in the system information to the UEs.

The SGSN/MME needs to provide the different overload actions for MTC Devices to the RAN node.

The GGSN/PGW needs to provide the different overload actions for MTC Devices to the SGSN/MME node.
Control via O+M input to the RAN node is less ‘automatic’ but impacts fewer network entities and may attract the human/management attention needed to handle cases of very high overload.
The MTC Device needs to recognize the different access control granularities that are applicable to it.
6.28.4
Evaluation
With this solution, the RAN and core network resource consumption can be avoided during congestion situation and there will be no further AS and NAS signaling initiated from MTC devices.

· The broadcast information for access barring needs to be enhanced to restrict the further MTC device access with different granularity triggered by SGSN/MME or GGSN/PGW.
· However, when using pooling of core network nodes (c.f. Iu flex style functionality specified in TS 23.236 [z]), care is needed in the use of Access Class barring functionality as it will limit load on all MMEs/SGSNs/MSCs in the pool, not a specific MME/SGSN/MSC.
· An effective yet relatively simple solution for catastrophic overload is probably the use of O+M controlled “access class barring” functionality that can be used to bar e.g.:
- low value” M2M devices that are not on their HPLMN or a PLMN in the (U)SIM’s preferred PLMNs list;
- low value” M2M devices that are not on their HPLMN or an Equivalent HPLMN;
- low value” M2M devices that are not on their HPLMN;
- low value” M2M devices;

· This may be achievable with just 2 broadcast bits. Reducing the core network load by X% can be achieved by the O+M barring of X% of the base stations/Node Bs/eNodeBs.

************** end of changes *********************************
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