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Abstract of the contribution:

Adding the Proactive congestion control method to the table in the Time control solution summary.
Discussion

At the SA2#79 a proposal was submitted (but not handled) in S2-102225 which targets both congestion control and time control. By sending broadcast information similar to ACB but dedicated to MTC traffic, the MTC traffic can easily be scheduled over e.g. the next 24 hours. This enables the operator to smoothen out traffic, which both avoids congestion & overload and provides a more efficient utilization of the network resources. 

Different alternatives for which traffic is controlled can be used e.g. all MTC traffic, or only low priority traffic etc. For simplicity reasons the contribution S2-102225 proposes to use it on low priority MTC traffic which is assumed to be tolerant to delays and thus control of time when access to the network can be granted. 

For the sake of completeness, when time control methods are to be evaluated, this contribution adds the proactive congestion control into the table in subclause 6.27 “Time Control Solution Summary” in TR 23.888.

The real merits using this way for doing time control becomes clear when comparing it with other methods for time control and the complexities with having consistent understanding of the grant time interval in the UE, the network and in the MTC Server. On top of that, keeping a synchronized clock in the UE, the network and the MTC Server adds further to the complexity of these methods. 

With the Proactive congestion control the time synchronization complexities can completely be avoided, but an efficient time control of MTC devices still be achieved.  

Proposal

The following changes are proposed to TR 23.888 v0.4.1. 

* * * Begin First Change * * * *

6.27.
Time Control Solution Summary

This solution considers the Time Control MTC Feature Solutions thus far included in the TR and several that have not yet been included. The goal is to make progress towards understanding the solution space better and facilitating a comparison of alternatives. This solution neither replaces other existing solutions in the TR nor do the summarized solutions necessarily suffice as a ‘key issue solutions.’
	Solution
	Status
	Randomization of Communication Window in the Grant Time Interval
	Informs MTC Device of altered Grant Time Interval
	Informs MTC Server or User of altered Grant Time Interval
	Enforcement of Grant Time Interval and Forbidden Interval
	Information Storage of Grant Time Interval and Forbidden Interval

	1) Network Access Control by the PLMN
	6.7
	Not considered in solution 6.7 yet.
	(1) The MTC Server via application level data

(2) MME/SGSN via NAS initially or when the time period changes (accepting the first access outside the interval or informing when to use the network.)
	“The network provides the information.”
	GGSN/P-GW (for charging and stopping data transmission.) MME/SGSN may prevent access outside of the Grant Time Interval.
	HLR/HSS, SGSN/MME may alter the Grant Time Interval to conform with local policies.

	2) “Randomized Time Control” 
[S2-102404]
	tdoc
	Either in the HSS or in the MME or SGSN (if local policy is applied.) A time window is selected within the Grant Time Interval to uniformly distribute access
	(1) O&M procedure
(2) NAS procedures as per 6.7 or during Grant Time Interval initiated by the MME/SGSN (notifying the MTC Device). Also synchronizes the device with respect to the MME/SGSN.
	Not discussed 
	As 6.7
	In HSS/HLR (the time window is stored along with the grant time interval and forbidden interval).

	3) “Time control for MTC Time Controlled” 
[S2-102588]
	tdoc
	The MME or SGSN selects a random start time and duration. Local policy may reset the start time and duration to a new value.
	NAS procedure communicate the time window during attach or connection request. A time stamp may be added by the network to synchronize the MTC Device to the network
	Not discussed
	As 6.7
	In HSS/HLR (the grant time interval and forbidden interval)

	4) “Allowed Time Period after TAU/RAU”
[S2-102572]
	6.17
	The TAU or RAU will occur randomly within the Grant Time Interval.
	“The EPS network configures the MTC Device ... according to operator requirements and MTC subscription options.” 

NAS will be used to inform the length of the communication window.
	Not discussed
	Not discussed
	Presumably in the HSS/HLR for subscription options.

	5) “Randomized triggering of time-controlled MTC operations”
	6.21
	1) the MTC Device 

2) the MTC server 
	interval from the network or the MTC Server
	by the network
	Not discussed
	Not discussed

	6) PCRF based network access control
[S2-102475]
	tdoc
	not discussed
	The PCRF informs the MTC Device during IP CAN session establishment
	The PCRF receives the grant time interval from the SPR
	The PCRF rejects IP CAN sessions outside of the grant time interval or terminates IP CAN sessions that exceed the time limit.
	SPR

	7) Time control according to MTC Device Identifiers
[S2-102330]
	tdoc
	Use of MTC Identifier to randomly distribute at a fixed point (based on a known start time and a randomized offset)
	not discussed
	not discussed
	not discussed
	not discussed

	8) Time controlled feature via Operator andMTC Business Agreements
[S2-102436]
	tdoc
	not discussed (It is asserted that the application will be ‘well behaved’ and randomize communication through the grant time interval.)
	not discussed
	off-line (the MTC User informs the MTC Server)
	not discussed
	not discussed

	9) MTC Request to Release Resources
[S2-102519]
	tdoc
	not discussed
	the network sends this using NAS as part of detach or S1 release.

The MTC Device may propose a time.
	“The network then ... forwards the ... notification to the MTC User”
	not discussed
	not discussed

	10) Proactive congestion control 
[S2-102225]
	tdoc
	Randomization algorithm in the device
	Periodically through broadcast
	not discussed (the network or the UE may notify the MTC Server/User when communication is granted)
	not discussed (as 6.7)
	Not necessary when this method is used.


* * * End of Changes * * * *
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