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Abstract of the contribution: This contribution introduces a new granularity for access control by RAN, i.e. barring MTC devices with specific access priorities MTC Devices.
1. Introduction

In SA2#79 meeting, it was agreed that access control by RAN in different granularity, e.g. barring all MTC devices, barring MTC devices within specific MTC groups, barring MTC devices belonging to specific PLMN. While the current ACB mechanism is based on the access priority, and such mechanism shall be able to be applied to MTC devices since MTC services have access priorities from the real-service aspect.
2. Discussion

In current solution, “Access control for all the MTC devices” is an option of granularity for access control. In this case, RAN will broadcast “access barring for all MTC Devices” in system information. That means once overload condition is triggered, all MTC device can not access network. However, it is not every MTC service that has lower priority than normal H2H service. MTC devices will access the system with different priorities e.g. some MTC devices may access the system with high priority. Such emergency monitoring service as fire alarm, or flood monitoring may need higher access priority. And, these MTC service should not be applied same access barring with normal MTC service.
With access priority, network can control congestion and overload more reasonably. When congestion or overload happens, network can reject the access request by MTC device with low access priority” to avoid large of signalling load. And, due to reduction of contention, the MTC service with high priority can be ensured well.
With access priority, network can control congestion and overload more flexibly. Being a member of a MTC group is not a mandated requirement for MTC subscription, and the number of single MTC could be very large and could be main factor to bring congestion or overload. However, it is hard to control access of large of single MTC device according to current granularity of access control. So, with configuration of proper priority, single MTC device case also can be handled by network.
In additional, when the overload is caused by H2H service, it is not appropriate to restrict all MTC devices to access. However, only MTC devices with low access priority need to be restricted.
Therefore, it is proposed that access priority should be regarded as one option of granularity for access control. RAN can broadcast “access barring for specific access priority” in system information.
3. Proposal

It is proposed to discuss the solutions and add the text below into 3GPP TR 23.888.
STARG OF CHANGE
6.29
Solution – Access Control by RAN
6.29.1
Problem Solved / Gains Provided

See clause 5.12, “Key Issue – Signalling Congestion Control.”
6.29.2
General

To avoid and handle the overload situations caused by MTC Devices, the MME/SGSN can send OVERLOAD START message to the RAN node to trigger the access control for MTC Devices to avoid further access to the network. The OVERLOAD START message can include specific MTC overload actions as follows:

· Access control for all the MTC devices. RAN will broadcast “access barring for all MTC Devices” in system information.
· Access Control for MTC devices with specific access priority (e.g. Low Access Priority). RAN will broadcast “access barring for specific access priority” in system information.
Editor’s note: It is FFS how to configure the access priority to the MTC devices, e.g. pre-stored in MTC devices according to MTC Service Application or MTC group or APN.
· Access control for MTC Devices with specific group. MME/SGSN will provide group related access control information, e.g. an MTC Group or specific APN, to RAN node. Based on that, RAN node will broadcast “access barring for MTC device with specific group” in the system information; or

Editor’s note: It is FFS how the group membership is configured to the MTC device, which information the MME/SGSN provides to RAN in order to identify the group, and which information the RAN will broadcast.
· Access control for the MTC devices with specific device PLMN type. MME/SGSN will provide device PLMN type related control information, i.e. M2M device of HPLMN, M2M device of equivalent HPLMN, M2M device with PLMN on preferred list and/or other M2M device, to RAN node. Based on that, RAN node will broadcast “access barring for MTC device with specific PLMNs” in the system information.

MTC access control with different granularities could be triggered by signalling thresholds in the RAN, SGSN/MME and/or GGSN/PGW. In the case of the GGSN/PGW, the GGSN/PGW informs the SGSN/MME when a congestion threshold is exceeded.

Editor’s note: It is FFS if and how access control for MTC Devices with specific groups can be triggered by signalling thresholds in the RAN.
Editor’s note: It is FFS how GGSN/PGW informs its congested status to the SGSN/MME.
When a SGSN/MME needs to trigger a MTC access control, the SGSN/MME sends the specific OVERLOAD START message to the RAN (eNodeB/RNC/BSC) specifically for MTC devices, i.e. OVERLOAD START message including MTC devices with different granularities, barring factor and barring time.

The RAN uses the information in the OVERLOAD START message to determine if and when to broadcast the corresponding MTC Device barring information in the system information to the UEs. When a SGSNs/MMEs sends the OVERLOAD STOP message for a MTC overload action, the RAN stops broadcasting the corresponding MTC device barring information in the system information to the UEs.
The MTC device which is going to access the network will receive the broadcasted system information for MTC access control and check whether this access is barred or not. If so the corresponding MTC devices will delay the access to the network. Subsequent initial access attempts to the network will be randomized using the last barring time provided by the RAN.
Editor’s note: Broadcasting access control barring information in a large area, e.g. whole PLMN, caused by GGSN/PGW congestion should be avoided.

6.29.3
Impacts on existing nodes or functionality
The RAN needs to support broadcasting MTC Device access control with different granularity triggered by MME/SGSN in the system information to the UEs.

The SGSN/MME needs to provide the different overload actions for MTC Devices to the RAN node.

The GGSN/PGW needs to provide the different overload actions for MTC Devices to the SGSN/MME node.

The MTC Device needs to recognize the different access control granularities that are applicable to it.
6.29.4
Evaluation
With this solution, the RAN and core network resource consumption can be avoided during congestion situation and there will be no further AS and NAS signaling initiated from MTC devices.

The broadcast information for access barring needs to be enhanced to restrict the further MTC device access with different granularity triggered by SGSN/MME or GGSN/PGW.
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