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Abstract of the contribution: This contribution classifies the different solutions to the signalling and congestion control key issue according to the accepted definitions of congestion control, overload control and peak shaving. It further evaluates the main solutions to the congestion control problem. 
Introduction
3GPP TR 23.888 describes a number of different solutions to “Key Issue – Signalling Congestion Control”. At this moment these solutions are not classified according to the three signalling congestion variants identified in clause 5.12, being Congestion Control, Overload Control and Peak Shaving. Because of this, it is difficult to properly compare them.

Discussion

Clause 5.12 identifies the following variants of Signalling Congestion and Overload Control:

1. Congestion control solutions provide means to manage problems resulting from malfunctioning MTC applications and/or MTC Server. The operator wants to protect its network without affecting other MTC users. 
2. Overload control solutions provide means to manage problems relating to abnormal usage of a multitude of applications and customers. The goal is to prevent a complete network collapse. An overload control protection mechanism will affect all or a significant number of MTC applications.

3. Peak shaving provides an operator with the means to spread required network capacity over time, with the goal of reducing the investment needed to fulfil the required capacity demand. 

TR 23.888 currently features the following four solutions to “Key Issue – Signalling Congestion Control”:

· 6.22 Rejecting connection requests by the SGSN/MME

· 6.23 Low Priority Access Indication

· 6.26 Rejecting RRC Connection and Channel Requests by the eNodeB/RNC/BSS

· 6.28 Access Control by RAN
Analysis
Rejecting connection requests by the SGSN/MME
This solution provides a method for the SGSN/MME to deny access to specific groups of terminals. These groups can consist of terminals belonging to a specific MTC Group or terminals targeting a particular APN. Since this solution is based around the concept of targeting specific groups of terminals it can be classified as a congestion control solution.

The solution also allows for the SGSN/MME to provide the MTC Device with a back-off time in the reject message. During the back-off time the MTC Device is not allowed to re-initiate the same request. Because this method could also be used to spread required network capacity, the solution can also be classified as a peak shaving solution. 
Low Priority Access Indication

This solution provides a method for the network to, at an early stage, deny access to all MTC terminals having a ‘low priority’ indicator. As the evaluation section of the solution already states, this solution cannot be used to switch off specific groups or applications. This means that it should be classified as an overload control solution; it is used to prevent total network collapse, not against a single misbehaving MTC application or server.

Rejecting RRC Connection and Channel Requests by the eNodeB/RNC/BSS

This solution provides a method for the RAN to reject network requests for all MTC devices with a ‘low priority’ indicator in case of abnormal high network load. As the evaluation section of the solution already states, this solution cannot be used to switch off specific groups or applications. This means that it should be classified as an overload control solution.
Access Control by RAN

This solution provides a method for the SGSN/MME to send an overload indicator message to the RAN. This message consists information about which groups of MTC terminals should be barred from further access to the network. The RAN will then broadcast this information to notify the terminals. Since this solution makes it possible to target specific groups of terminals as well as all MTC devices, it can be classified as both a solution for congestion control as well as for overload control.

	
	Congestion Control
	Overload Control
	Peak Shaving

	Rejecting connection requests by the SGSN/MME
	X
	
	X

	Low Priority Access Indication
	
	X
	

	Rejecting RRC Connection and Channel Requests by the eNodeB/RNC/BSS
	
	X
	

	Access Control by RAN
	X
	X
	


Proposal

If SA2 agrees with this classification it is proposed to add this classification to the TR so that in the future comparison between solutions is made easier.

Start of Change - 1
6.22
Solution – Rejecting connection requests by the SGSN/MME

6.22.1
Problem Solved / Gains Provided

See clause 5.12, “Key Issue – Signalling Congestion and Overload Control”, more specifically congestion control.
6.23
Solution – Low Priority Access Indication

6.23.1
Problem Solved / Gains Provided

See clause 5.12, “Key Issue – Signalling Congestion Control.”, more specifically overload control
6.26
Solution – Rejecting RRC Connection and Channel Requests by the eNodeB/RNC/BSS

6.26.1
Problem Solved / Gains Provided

See clause 5.12, “Key Issue – Signalling Congestion Control.”, more specifically overload control
6.28
Solution – Access Control by RAN
6.28.1
Problem Solved / Gains Provided

See clause 5.12, “Key Issue – Signalling Congestion Control.”, more specifically congestion control and overload control
End of Change - 1
Comparing congestion control solutions
The table above shows that in the case of congestion control, a single malfunctioning MTC application and/or server, there are currently two solutions in the TR: rejecting requests by the SGSN (6.22) or access control by RAN (6.28). We will now compare these two solutions on their advantages and drawbacks.
Compared with Rejecting Access Requests by the SGSN, Access control by RAN has two main advantages. The first is that by defining different granularities it is scalable; apart from being used for congestion control to bar specific groups from initiating access it can also be used in an overload control situation to prevent all MTC devices from initiating access. The second advantage is that it requires a minimal amount of messaging in the core network. After the SGSN sends an overload indicator message to the RAN, specified MTC groups no longer add any load to the core network. 
Access control by RAN also has a major drawback compared to Rejecting Access Requests by the SGSN in that it requires changes to both the core network as well as the radio network. Where in the latter the only major changes are in the core network, the former requires MTC-specific changes in every single base station. This makes this solution far more costly to implement. Furthermore, it makes it more difficult to use different vendors for the core network equipment and the radio network equipment.

Apart from having the advantage of only requiring MTC-specific changes in the core network, the Rejecting Access Requests by the SGSN solution also allows for device-specific back-off times. During this back-off time, terminals are not allowed to initiate a new connection request. This solution avoids the problem of terminals immediately re-initiating connection requests after receiving a reject to an earlier request. With the back-off time solution, terminals are prohibited for generating any more useless signalling traffic from requests that would be denied anyway. Another advantage of back-off times is that they can be used to make more efficient use of existing capacity. By providing different terminals in the same MTC group with different back-off times, the required capacity is limited.
Proposal

It is proposed to add the advantages and drawbacks of the different solutions discussed above to the evaluation sections.
Start of Change - 2
6.22
Solution – Rejecting connection requests by the SGSN/MME

6.22.4
Evaluation

Benefits:

· Only requires changes to core network nodes
· By using back-off time, devices are prohibited from generating any more signalling traffic, both in the core network and in the radio network, from requests that would be denied anyway. 
· Back-off times allow for peak shaving; making more efficient use of existing capacity.
6.28
Solution – Access Control by RAN
6.28.4
Evaluation
Benefits:
· RAN and core network resource consumption can be avoided during congestion situation and there will be no further AS and NAS signaling initiated from MTC devices.
· Can be used for both congestion control as well as overload control

Drawbacks:
· The broadcast information for access barring needs to be enhanced to restrict the further MTC device access with different granularity triggered by SGSN/MME or GGSN/PGW.
· Requires changes to both the core network as well as the radio network. This makes the solution costly to implement and makes it more difficult to use different vendors for the core network and the radio network. 
End of Change - 2
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