SA WG2 Temporary Document

Page 1

3GPP TSG SA WG2 Meeting #79E (Electronic)
TD S2-103160
06 - 13 July 2010, Elbonia
Source:
Huawei

Title:
Initial evaluation of congestion/overload control solutions

Document for:
Approval / Discussion

Agenda Item:
2.2

Work Item / Release:
NIMTC / Rel-10

Abstract of the contribution:

This contribution proposes some initial evaluation of the congestion and overload control solutions that are described so far in the TR.

Introduction

Congestion and overload control is a sensitive issue and any related proposals usually cause extensive discussions. This functionality has typically bigger system impacts and therefore it requires careful design and considerations to provide reliable control means with proper granularity to maintain system operations also under extreme conditions. This paper intends to initiate the evaluation and comparison of the proposed solutions. This initial evaluation is not necessarily exhaustive and the focus is more on generalised solutions. More considerations or criteria may be added so that the final selection can base on some complete comparison. The evaluation preferentially keeps focussed on more general solutions as the number of compared solutions is smaller and details that make the difference between some solutions may be decided once a general solution is adopted. This paper proposes new text for the evaluation section of the key issue “Signalling Congestion Control”.
Proposed initial evaluation

5.12.3
Evaluation

Congestion/overload control solutions proposed so far describe mechanisms that start to block signalling traffic or transactions when the system load reaches certain thresholds. There are three basic solutions:

- Broadcast based solutions that prevent any access from MTC (or low priority) devices, and

- reject based solutions that imply some MTC device individual signalling. The reject based solution may be further categorised into:

- Reject by RAN, and

- Reject by CN nodes.

The following table collects pros and cons for the three solution alternatives: broadcast based, reject by RAN and reject by SGSN/MME. The reject by GGSN/PGW can be considered as covered by the reject by SGSN as the functionality is similar and the rejection to the MTC device is finally the SGSN/MME may need to send.
	
	Broadcast control
	Reject by RAN
	Reject by SGSN/MME

	pros
	Reduces load without any signalling with the device.

It is the only solution that allows for preventing any signalling from MTC devices.

Also suitable for cell/RAN node overload control.
	Reduces load by rejecting already the first RRC message of the device (assuming proper criteria are available with first RRC message, like the proposed “low priority” indication).

Also suitable for cell/RAN node overload control. RAN node can quickly start to reduce load by rejection.

Suited for SGSN/MME MTC load control on higher granularity as RAN based reject can be started by SGSN/MME, e.g. as specified for MME overload.
Load control granularity per SGSN/MME, per shared PLMN and also per low/high priority is possible.
	Reduces load by rejecting NAS requests (MM or SM) of the device (ideally rejecting already the first message when proper criteria are available)

SGSN/MME can have group/APN information, and therefore suited for controlling load with group/APN granularity.

Load control granularity per certain PLMN or roaming conditions and also per low/high priority are also possible, specifically when it can be derived from already existing signalling.

	cons
	Reacts slower on load than reject solutions as it depends on frequency of sending and reading the control information. (How slow in absolute figures?)

Less suited for reducing load per group/APN or per CN node as extensive broadcast information seems needed to indicate a group/APN.
	Less suited for reducing load per group/APN.
Requires device individual RRC signalling.
Some interference with NAS timers and repetitions might occur when the proposed long wait timers are longer than the NAS timers.
	Requires certain amount of device individual signalling: first RRC setup needs to be performed and at least some initial NAS signalling before the SGSN/MME can reject.

Without further enhancements the SGSN/MME needs more signalling before it can reject an attach, e.g. get subscriber data from HSS, to know the group/APN of the device.

	others
	Additional mechanism may be needed to avoid that all devices start immediately when the broadcast indication changes to allow access.
	Some new identity handling is proposed (e.g. indicate IMSI when re-selecting PLMN) to provide specific criteria fro deciding on reject.

RNC could also reject based on establishment cause, e.g. “background traffic”.
	NAS/MM (e.g. attach) may need extensions to allow for rejecting already first NAS message

Some delay/wait mechanism is needed in addition (e.g. the proposed back-off timer) to prevent frequent retry from device

If SGSN/MME stores all MM contexts from MTC devices after detach then the SGSN/MME may have sufficient information to reject group/APN based already with initial NAS message.


The only safe method to block MTC signalling load without impacting other traffic is the broadcast mechanism. As it is hard to predict whether reject mechanisms alone would be able to manage all potential situations it seems useful to adopt a broadcast solution. The granularity would be rather high so that some reject solution may be needed in addition to perform a more fine granular control.

Broadcast control granularity could be all MTC or with some high granularity it could prevent access from devices that change PLMN. Allowing access again may cause many devices to access at the same time. Some load distribution mechanism may be needed in addition.

The adoption of a reject mechanism in addition to a broadcast mechanism seems useful for more fine granular load control. As the RAN reject seems not suited to control based on group/APN the SGSN/MME based rejection may be used in addition to it. Also here some wait time is needed before the UE is allowed to retry.

However, as the eNodeB reject mechanism exists already it may be enhanced with reasonable effort to reduce an MME’s MTC load. The MME could request the eNodeB to reject MTC devices before it request to reject all UEs besides emergency services. Applying this mechanism for GERAN/UTRAN may need further study.
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