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Abstract of the contribution: This contribution clarifies the issues for parallel processing of modify bearer procedure and INVITE message forwarding and propose that P-CSCF buffers the INVITES message until PCRF responds to P-CSCF notifying the necessary bearer handling has completed.
1. Discussion

In the current inform flow of IMS MT Call, it is FFS whether the INVITE message forwarding is performed in parallel with bearer modification procedure. 

The purpose of the bearer modification procedure is to let the MME and S-GW know that the later incoming packet, i.e. INVITE message, requires the priority treatment, and upgrade the ARP of the corresponding EPS bearer. This enables the INVITE message received at S-GW afterward can trigger priority paging request, i.e. Downlink Data Notification with priority indication, to MME.

It should be noted that if the bearer modification procedure is triggered in some scenarios, e.g ISR is activated, MME initiates the paging towards the UE.
If the INVITE message forwarding and bearer modification procedure is performed in parallel and UE is in IDLE mode, either of the following cases occurs.

· Case1: MME receives the update bearer request before Downlink Data Notification

In this case, MME may trigger the paging with priority indication, e.g. if ISR is active. In such a case, Downlink Data Notification will arrive at MME during the update bearer request procedure is on-going. MME has already started paring procedure so that the reception of the Downlink Data Notification would not trigger further paging procedure. After successful service request procedure from the UE, S-GW will forward the INVITE message when the S1 bearer has established. 
In this case, the paging is prioritized and EPS bearers for default and SIP signalling are already upgraded, therefore there is no specific issue in doing parallel processing of INVITE message forwarding and bearer modification procedure.
· Case2: MME receives Downlink Data Notification before update bearer request

In this case, MME triggers the paging without priority indication as S-GW cannot know whether the user data, i.e. INVITE message, is related to the priority service. During the paging procedure triggered by Downlink Data Notification, MME may receive the update bearer request from S-GW. MME has already started paring procedure so that the reception of the Downlink Data Notification would not trigger further paging procedure.

However, if the paging is filtered and/or paging is not received by the UE, it may take several time, e.g. 5 seconds, to resend the paging message to the UE again (which may reflect priority handling based on received update bearer request message).
This means, this case may cause the call termination procedure delay due to normal paging signalling triggered by the normal Downlink Data Notification. Figure below depicts the issue of Case2.
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Figure1. IMS MT Call delay cause by normal paging triggered by Downlink Data Notification
In order to avoid IMS call termination delay caused by normal Downlink Data Notification, one possible way to resolve this is to perform the paging as soon as MME receives update bearer request from S-GW. But this means the paging message is sent twice, regardless of whether the first paging is successful or not, and cause further congestion at eNodeBs and LTE radio.
Considering above situation, we propose that the P-CSCF buffers the received INVITE message until PCRF responds to P-CSCF, e.g. bearer modification complete notification. The P-CSCF buffers the INVITE message only when the INVITE message contains priority indication. 
The impact of this solution is for P-CSCF to buffer the INVITE message if it has the priority indication, but this is less impact compare to the handling of INVITE message forwarding and bearer modification procedure at MME, S-GW and/or UE, which would need further investigation such as error cases.
2. Proposal
Based on above discussion, it is proposed to agree on the following change.
******************* Start of the 1st Change *********************
6.1.3.2
Solution
6.1.3.2.1
Terminating MPS session to users when the existing ARP of the default bearer and IMS signalling bearer is not consistent with MPS use 
The following procedure shows the terminating MPS session procedure to UE when the existing ARP of the default bearer and IMS signalling bearer is not consistent with MPS use.
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Figure 6.1.3.2.1 PCRF initiated Bearer Modification Procedure with priority handling

1. The P-CSCF receives the SIP INVITE which includes MPS session indication and the originating Service User's priority level. If P-CSCF detects the message contain the priority indication, P-CSCF triggers the Step2 with the request for the PCRF response and waits for the response from PCRF, e.g. bearer modification complete notification. Once P-CSCF receives the response from PCRF indicating necessary bearer handling procedure has completed in step11, it then forwards the INVITE message to the terminating UE in step12.

2. P-CSCF provides service information to the PCRF includes the MPS session information, e.g., MPS session indication, Service User priority level. The PCRF stores the service information and sends the Ack back to the P-CSCF.
3. The PCRF makes the authorization and policy decision. If the existing ARP of the default bearer and IMS signalling bearer is not consistent with MPS use, the PCRF initiates the corresponding bearer update. The PCRF sends the Policy and Charging Rules Provision to the PDN GW with priority marking.
Note: In case of PMIP based S5, PCRF sends the Gateway Control and QoS Rules Provision to the Serving GW with priority marking.
4. The PDN GW enforces the decision and sends the Update Bearer Request message to the Serving GW with priority marking to modify the ARP of the existing default bearer and IMS signalling bearer.
5. The Serving GW sends the Update Bearer Request message to the MME with priority marking.

Editor’s note: It is FFS whether the “priority marking” in step 3, 4 and 5 is actually a specific ARP for MPS session.

6. If the UE is in ECM‑IDLE state, The MME sends Paging with priority marking to the eNodeB.
7. The eNodeB sends Paging to the UE.
Editor’s Note:  How the priority related to paging is handled for UE, MME and eNB is FFS.
8. The UE and eNodeB establishes the RRC connection.
Note: In order to avoid congestion situation at eNodeB, it may initiate the access control which prevents normal UE users from making access attempts in specified areas of a PLMN.  

9. The UE initiates the UE triggered Service Request procedure. If the UE is in ECM-CONNECTED state, step 6, 7, 8 and 9 shall not be performed.

10. The MME performs the remaining Bearer Modification Procedure with Bearer QoS Update specified in TS 23.401[3] without change.

11. PCRF notifies the modify bearer request procedure has now completed to P-CSCF.
12. The IMS-based session termination procedure continues over the IMS signalling bearer by P-CSCF sending the buffered INVITE message to UE, and priority treatment applies in the event of congestion when establishing the corresponding bearer(s) for the session.
******************* End of the 1st Change *********************
Reference

Following is quoted from TS23.401 v9.5.0.

5.4.2
Bearer modification with bearer QoS update

5.4.2.1
PDN GW initiated bearer modification with bearer QoS update

The PDN GW initiated bearer modification procedure (including EPS Bearer QoS update) for a GTP based S5/S8 is depicted in figure 5.4.2.1-1. This procedure is used in cases when one or several of the EPS Bearer QoS parameters QCI, GBR, MBR or ARP are modified (including the QCI or the ARP of the default EPS bearer e.g. due to the HSS Initiated Subscribed QoS Modification procedure, as described in clause 5.4.2.2) or to modify the APN-AMBR. Modification from a QCI of resource type non-GBR to a QCI of resource type GBR and vice versa is not supported by this procedure.

NOTE 1:
The QCI of an existing dedicated bearer should only be modified if no additional bearer can be established with the desired QCI.
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Figure 5.4.2.1-1: Bearer Modification Procedure with Bearer QoS Update

NOTE 2:
Steps 3-10 are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 1, 2, 11 and 12 concern GTP based S5/S8.

1.
If dynamic PCC is deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW. This corresponds to the initial steps of the PCRF-Initiated IP‑CAN Session Modification procedure or to the PCRF response in the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [6], up to the point that the PDN GW requests IP‑CAN Bearer Signalling. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy.

2.
The PDN GW uses this QoS policy to determine that the authorized QoS of a service data flow has changed or that a service data flow shall be aggregated to or removed from an active bearer. The PDN GW generates the TFT and updates the EPS Bearer QoS to match the traffic flow aggregate. The PDN GW then sends the Update Bearer Request (PTI, EPS Bearer Identity, EPS Bearer QoS, APN-AMBR, TFT) message to the Serving GW. The Procedure Transaction Id (PTI) parameter is used when the procedure was initiated by a UE Requested Bearer Resource Modification Procedure - see clause 5.4.5. For APN-AMBR, the EPS bearer identity must refer to a non-GBR bearer.
3.
The Serving GW sends the Update Bearer Request (PTI, EPS Bearer Identity, EPS Bearer QoS, TFT, APN‑AMBR) message to the MME. If the UE is in ECM‑IDLE state the MME will trigger the Network Triggered Service Request from step 3 (which is specified in clause 5.3.4.3). In that case the following steps 4‑7 may be combined into Network Triggered Service Request procedure or be performed standalone.

4.
The MME builds a Session Management Request including the PTI, EPS Bearer QoS parameters (excluding ARP), TFT, APN‑AMBR and EPS Bearer Identity. If the UE has UTRAN or GERAN capabilities and the network supports mobility to UTRAN or GERAN, the MME uses the EPS Bearer QoS parameters to derive the corresponding PDP context parameters QoS Negotiated (R99 QoS profile), Radio Priority and Packet Flow Id and includes them in the Session Management Request. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include the Packet Flow Id. If the APN‑AMBR has changed the MME may update the UE‑AMBR if appropriate. The MME then sends the Bearer Modify Request (EPS Bearer Identity, EPS Bearer QoS, Session Management Request, UE‑AMBR) message to the eNodeB.


If only the QoS parameter ARP is modified and ISR is not active, Steps 5, 6, 8 and 9 are skipped and there is no NAS message in step 4.
5.
The eNodeB maps the modified EPS Bearer QoS to the Radio Bearer QoS. It then signals a RRC Connection Reconfiguration (Radio Bearer QoS, Session Management Request, EPS RB Identity) message to the UE. The UE shall store the QoS Negotiated, Radio Priority, Packet Flow Id, which it received in the Session Management Request, for use when accessing via GERAN or UTRAN. If the APN-AMBR has changed, the UE stores the modified APN-AMBR value and sets the MBR parameter of the corresponding non-GBR PDP contexts (of this PDN connection) to the new value. The UE uses the uplink packet filter (UL TFT) to determine the mapping of traffic flows to the radio bearer. The UE may provide EPS Bearer QoS parameters to the application handling the traffic flow(s). The application usage of the EPS Bearer QoS is implementation dependent. The UE shall not reject the Radio Bearer Modify Request on the basis of the EPS Bearer QoS parameters contained in the Session Management Request. The UE shall set its TIN to "GUTI" if the modified EPS bearer was established before ISR activation.

NOTE 3:
The details of the Radio Bearer QoS are specified in TS 36.300 [5].

6.
The UE acknowledges the radio bearer modification to the eNodeB with a RRC Connection Reconfiguration Complete message.

7.
The eNodeB acknowledges the bearer modification to the MME with a Bearer Modify Response (EPS Bearer Identity) message. With this message, the eNodeB indicates whether the requested EPS Bearer QoS could be allocated or not.

8.
The UE NAS layer builds a Session Management Response including EPS Bearer Identity. The UE then sends a Direct Transfer (Session Management Response) message to the eNodeB.

9.
The eNodeB sends an Uplink NAS Transport (Session Management Response) message to the MME.

10.
Upon reception of the Bearer Modify Response message in step 7 and the Session Management Response message in step 9, the MME acknowledges the bearer modification to the Serving GW by sending an Update Bearer Response (EPS Bearer Identity) message.

11.
The Serving GW acknowledges the bearer modification to the PDN GW by sending an Update Bearer Response (EPS Bearer Identity) message.

12.
If the Bearer modification procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message allowing the completion of the PCRF-Initiated IP‑CAN Session Modification procedure or the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [6], after the completion of IP‑CAN bearer signalling.

NOTE 4:
The exact signalling of step 1 and 12 (e.g. for local break-out) is outside the scope of this specification. This signalling and its interaction with the bearer activation procedure are to be specified in TS 23.203 [6]. Steps 1 and 12 are included here only for completeness.

Following is quoted from TS23.203 v9.5.0.

7.4.2
IP‑CAN Session Modification; PCRF initiated

This clause describes the signalling flow for the IP‑CAN Session modification initiated by the PCRF. The AF may be involved. An example of the scenario is initiation and authorization of a session-based service for which an IP‑CAN Session is modified. IP‑CAN Session handling and handling of PCC rules for non-session based services, and also general handling of PCC rules that are not subject to AF-interaction is also applicable here.
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Figure 7.5: IP‑CAN Session Modification; PCRF initiated

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when home routed access applies (figure 5.1.2) or if case 2a applies (as defined in clause 7.1) for Local Breakout (figure 5.1.3), when a Gateway Control Session is used, the V‑PCRF shall proxy Gateway Control and QoS Rules Request between the BBERF in the VPLMN and the H‑PCRF over S9. For this case the H‑PCRF may also initiate a Gateway Control and QoS Rules Provisioning procedure towards the BBERF in the VPLMN and proxy the information via the V‑PCRF over S9.

For case 2b in the Local Breakout scenario (figure 5.1.3) and if the Gateway Control Session is terminated locally at the V‑PCRF, the V-PCRF shall reply to/initiate Gateway Control Session and QoS Rules Request/Provisioning procedures locally without notifying the H‑PCRF. For this case the V‑PCRF shall proxy the Policy and Charging Rules Provisioning and Acknowledge over S9 between the PCEF in the VPLMN and the H‑PCRF. If the AF is located in the VPLMN for this scenario, the V‑PCRF shall proxy AF session signalling over S9 between the AF and the H‑PCRF.

NOTE 1:
The case when the AF resides in the VPLMN is not showed in the figure.

In the non-roaming case (figure 5.1.1) the V‑PCRF is not involved at all.

1.
Optionally, the AF provides/revokes service information to the PCRF due to AF session signalling. The AF may subscribe at this point to notification of bearer level events related to the service information.
NOTE 2:
For the PCRF to generate the applicable events, the PCRF instructs the PCEF to report events related to the corresponding PCC rules. Such events are not shown in this sequence diagram.

2.
The PCRF stores the service information if available and responds with the Acknowledgement to the AF.

NOTE 3:
Without AF interaction, a trigger event in the PCRF may cause the PCRF to determine that the PCC rules require updating at the PCEF, e.g. change to configured policy.

NOTE 4:
This procedure could also be triggered by the Gateway Control and QoS Rules Request procedure as described in clause 7.7.3.

3.
The PCRF makes the authorization and policy decision.

4.
If there is no Gateway Control and QoS Rules Reply pending and there is a need to provision QoS rules, the PCRF initiates a Gateway Control and QoS Rules Provision Procedure as defined in 7.7.4 (applicable for cases 2a and 2b, as defined in clause 7.1).


If there are multiple BBERFs associated with the IP‑CAN session, Step 4 is performed with the BBERFs that support UE/NW bearer establishment mode.

NOTE 5:
If there is a Gateway Control and QoS Rules Reply pending, e.g. this procedure was invoked from the Gateway Control and QoS Rules Request procedure as defined in clause 7.7.3, the PCRF shall use that opportunity for provisioning the applicable QoS rules. If there are multiple BBERFs associated with the IP‑CAN session, and the procedure was invoked by a Gateway Control and QoS Rules Request procedure from the primary BBERF, the PCRF may receive a Gateway Control and QoS Rules Request from the non-primary BBERFs.

5.
The PCRF sends the Policy and Charging Rules Provision (PCC Rules, Event Trigger, Event Report) to the PCEF.

6.
The PCEF enforces the decision.

7.
If online charging is applicable, the PCEF may request credit for new charging keys from and/or shall return the remaining credit for charging keys no longer active to the OCS.

8.
If OCS was involved, the OCS provides the credit information to the PCEF, and/or acknowledges the credit report

9.
The GW(PCEF) may send an IP‑CAN Bearer establishment, modification or termination request (applicable for case 1, as defined in clause 7.1).


An IP‑CAN bearer modification is sent by the GW(PCEF) if the QoS of the IP‑CAN bearer exceeds the authorized QoS provided by the PCRF in step 3.


An IP‑CAN bearer termination request is sent by the GW(PCEF) if all PCC rules for an IP‑CAN bearer have been removed.

10.
The GW(PCEF) receives the response for the IP‑CAN Bearer modification or termination request (applicable for case 1).

11.
The PCEF sends Acknowledge Policy and Charging Rules Provisioning (accept or reject of the PCC rule operation(s)) to the PCRF.

12.
If the AF requested it, the PCRF notifies the AF related bearer level events (e.g. transmission resources are established/released/lost).
13. The AF acknowledges the notification from the PCRF.
Following is quoted from TS29.214 v9.3.0.

4.4
PCC procedures over Rx reference point

4.4.1
Initial Provisioning of Session Information

When a new AF session is being established and media information for this AF session is available at the AF and the related media require PCC supervision, the AF shall open an Rx Diameter session with the PCRF for the AF session using an AA-Request command. The AF shall provide the full IP address of the UE using either Framed-IP-Address AVP or Framed-IPv6-Prefix AVP, and the corresponding Service Information within Media-Component-Description AVP(s). The AF shall not include circuit-switched bearer related media in the service information sent to the PCRF. The AF shall indicate to the PCRF as part of the Media-Component-Description whether the media IP flow(s) should be enabled or disabled with the Flow-Status AVP.

NOTE:
The AF does not need to open an Rx Diameter session with the PCRF, if the SDP payload is only proposing to use a circuit-switched bearer (i.e. "c=" line set to "PSTN" and an "m=" line set to "PSTN", refer to 3GPP TS 24.292 [26]).
NOTE:
The Rx Diameter session used for an AF session is different from the Rx Diameter session possibly used for the notifications of the status of the AF signalling transmission path. A new Rx Diameter session is established for each new AF session.
The AF may include the AF-Application-Identifier AVP into the AA-Request in order to indicate the particular service that the AF session belongs to. This AVP can be provided at both AF session level, and Media-Component-Description level. When provided at both levels, the AF-Application Identifier provided within the Media-Component-Description AVP will have precedence.
The AF may include the AF-Charging-Identifier AVP into the AA-Request for charging correlation purposes. The AF may also include the Specific-Action AVP to request notification for certain user plane events, e.g. bearer termination.
The AF may include the Service-URN AVP in order to indicate that the new AF session relates to emergency traffic. If the PCRF receives the Service-URN AVP indicating an emergency session, the PCRF may apply special policies, for instance prioritising service flows relating to the new AF session or allowing these service flows free of charge.
If the AF provides service information that has been fully negotiated (e.g. based on the SDP answer), the AF may include the Service-Info-Status AVP set to FINAL_SERVICE_INFORMATION. In this case the PCRF shall authorize the session and provision the corresponding PCC/QoS rules to the PCEF/BBERF.

The AF may additionally provide preliminary service information not fully negotiated yet (e.g. based on the SDP offer) at an earlier stage. To do so, the AF shall include the Service-Info-Status AVP with the value set to PRELIMINARY SERVICE INFORMATION. Upon receipt of such preliminary service information, the PCRF shall perform an early authorization check of the service information. For GPRS, the PCRF shall not provision PCC rules towards the PCEF unsolicitedly. However, the PCRF may authorize a PCC/QoS rule request received from the PCEF/BBERF as per 3GPP TS 29.212 [8].

When the PCRF receives an initial AA-Request from the AF, the PCRF shall perform session binding as described in 3GPP TS 29.213 [9]. To allow the PCRF to identify the IP-CAN session for which this request applies, the AF shall provide either the Framed-IP-Address or the Framed-IPv6-Prefix containing the full IP address applicable to an IP flow or IP flows towards the UE. In case of private IP address being used, the AF may also provide PDN information if available in the Called-Station-ID AVP for session binding 
If the PCRF fails in executing session binding, the PCRF responds to the AF with an AA-Answer including the Experimental-Result-Code AVP set to the value IP-CAN_SESSION_NOT_AVAILABLE. Further details on how the PCRF identifies suitable IP-CAN sessions can be found in the binding mechanism described in 3GPP TS 29.213 [9].

If the request contains Media-Component-Description Attribute-Value Pair(s) (AVP(s)) the PCRF shall store the received Service Information. The PCRF shall process the received Service Information according to the operator policy and may decide whether the request is accepted or not. The PCRF may take the priority information within the Reservation-Priority AVP into account when making this decision. If the service information provided in the AA-Request command is rejected (e.g. the subscribed guaranteed bandwidth for a particular user is exceeded), the PCRF shall indicate in the AA-Answer the cause for the rejection with the Experimental-Result-Code AVP set to the value REQUESTED_SERVICE_NOT_AUTHORIZED. The PCRF may additionally provide the acceptable bandwidth within the Acceptable-Service-Info AVP.

To allow the PCRF and PCEF to perform PCC rule authorization and bearer binding for the described service IP flows, the AF shall supply both source and destination IP addresses and port numbers within the Flow-Description AVP, if such information is available.
NOTE:
In SDP source port information is usually not available.

The AF may specify the Reservation-Priority AVP at request level in the AA-Request in order to assign a priority to the AF Session as well as specify the Reservation-Priority AVP at the media-component-description AVP level to assign a priority to the IP flow. The presence of the Reservation-Priority in both levels does not constitute a conflict as they each represent different types of priority. Specifically the Reservation-Priority at the AA-Request level provides the relative priority for a session while the Reservation-Priority at the media-component-description level provides the relative priority for an IP flow within a session. If the Reservation-Priority AVP is not specified the requested priority is DEFAULT (0).

The AF may request notifications of specific IP-CAN session events through the usage of the Specific-Action AVP in the AA-Request command. The PCRF shall make sure to inform the AF of the requested notifications in the event that they take place.
The PCRF shall check whether the received Service Information requires PCC/QoS Rules to be created and provisioned and/or authorized QoS to be provisioned. Provisioning of PCC/QoS Rules and Authorized QoS to the PCEF/BBERF shall be carried out as specified at 3GPP TS 29.212 [8].

The PCRF shall reply with an AA-Answer to the AF. The acknowledgement towards the AF should take place before or in parallel with any required PCC Rule provisioning towards the PCEF and shall include the Access‑Network-Charging-Identifier(s) and may include the Access-Network-Charging-Address AVP, if they are available. The AA-Answer message shall also include the IP-CAN-Type AVP, if such information is available. In that case, the AA-Answer message shall also include the RAT-Type AVP when applicable for the specific IP-CAN Type (e.g. 3GPP IP-CAN Type). If the PCRF needs to terminate the Rx session before it has sent the AA Answer, the PCRF shall send the AA Answer immediately and before the AS Request. 
The behaviour when the AF does not receive the AA Answer, or when it arrives after the internal timer waiting for it has expired, or when it arrives with an indication different than DIAMETER_SUCCESS, are outside the scope of this specification and based on operator policy.
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3. IP-CAN Session Modification
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12. IP-CAN Session Modification
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