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Abstract of the contribution:

The need for extending access class barring is clarified and issues related to the solution “Access Control in RAN” are explored.
Discussion

Ongoing work in RAN2 and GERAN  confirms the need for extending access class barring for MTC e.g.

· Access Class Barring should be applied to MTC devices to prevent and control RACH overload.

· New access classes should be defined for MTC devices for GERAN, HSPA and LTE.

· Access Class Barring mechanism for LTE does not need further improvements.

· For HSPA, Access Class Barring mechanism for MTC devices should be aligned to the Access Class Barring mechanism in LTE. This ACB mechanism should apply only to the new access classes assigned to MTC devices.
Current discussion within the NIMTC TR in the area of access class barring is centered on clause 6.28 Solution – Access Control by RAN. 
The solution directly links overload detection in the MME/SGSN as a means to determine if and when to broadcast MTC device barring information in the system information to the UEs. NIMTC TR currently suggests that SGSG/MME be the direct trigger including providing the details of broadcast information (e.g. Access classes to bar, ac-barring factor, barring time)
Some issues around this topic requiring resolution in order to lead to some conclusion in R10 include:
· Re-use of SAE/LTE OVERLOAD START and OVERLOAD STOP messages for controlling ACB

· Overload Start/Stop is only defined for S1 interface (ie. LTE access) and not for UMTS and GERAN 

· Signals are currently used to request eNB to initiate RRC reject messages and NOT for managing ACB  (TS 23.401)
· Potential issues with MME/SGSN pool deployment

· Re-iterate flexibility required to allow for RAN to independently determine to initiate and manage ACB

· 3GPP up to release 9 has left ACB algorithm, parameters, metrics to use as per vendor specific implementation

· Current proposal in NIMTC TR seems to make SGSN/MME central manager of ACB for MTC in RAN which is not in keeping with existing ACB management in RAN being left to vendor specific implementation 

· Existing NIMTC TR makes assumption about GERAN and HSPA regarding access class support for items restricted to E-UTRAN. Only LTE supports an “ac-BarringFactor” like parameter allowing a portion of all devices within the access class to enter the network. 

Overload Start/Stop 

The OVERLOAD START and STOP (ref: TS 36.300 E-UTRAN Stage 2, TS 23.401) messages and procedures are used by the MME to indicate to a proportion of eNBs to which the MME has an S1 interface that the MME is overloaded. It is used to provide an indication which signaling traffic needs to be rejected/permitted. 
The purpose of the existing functionality is to provide a means to inform the eNodeB to reject RRC Connection Requests. It is not used to control any existing Access Class Barring mechanisms in the RAN so re-use as currently proposed in the NIMTC TR (clause 6.29 Solution – Access Control by RAN) may not be best approach. Adding multiple roles to the same signals procedures in particular in the R10 time frame brings risk. 
Problems not addressed so far includes controlling ACB from a CN node being part of and configured in a pool. If only one CN node in the pool is experiencing congestion it will issue an OVERLOAD START message and the RAN nodes will start to block MTC traffic. With ACB there is no means to reduce traffic to one CN node only and hence traffic will be blocked to all CN nodes in the pool. This means that the rest of the CN nodes will not be used as efficiently as they could and the pool configuration will not be stronger than its weakest node

Access Class Barring control in RAN

Up to Release 9  3GPP  has taken the approach to not defined the algorithm by which the RAN (i.e. GERAN, UTRAN and E-UTRAN ) initiates Access Class Barring, decides which Access Class to bar or even the specific metrics. 

The NIMTC TR in discussing potential  OVERLOAD START message details (i.e. OVERLOAD START message including MTC devices with different granularities, barring factor and barring time) is moving 3GPP towards ACB algorithm details and making the MME/SGSN a central manager of ACB in the RAN

These items should be vendor-specific implementation choice. The management of system accesses for wireless access subject to new access classes can be based on an implementation specific algorithm in the BSS. 

Also the concepts such as the “barring factor” and “barring time” assume some sort of uniform ACB implementation in GERAN, UTRAN and E-UTRAN which is not the case. In GERAN any extension of the access class would probably be seen providing a granularity that allows for incremental percentages of MTC devices to be barred ranging from 0% to 100% using (for example) 10% increments similar to how legacy Access Control Classes are determined (i.e. based on the last digit of the IMSI).
Drawbacks with this approach include:

· Difficult to integrate with existing ACB as managed by RAN. 
· Makes the SGSN/MME a central manager of ACB  in RAN requiring MME/SGSN to provide details of ACB broadcast information which is not in keeping with existing ACB management in RAN
· Makes assumption about a uniform access class barring support and mechanisms in all RATs. Requires SGSN/MME to be concerned with detailed differences for each RAT (e.g. number of  MTC access classes, which RAT supports ac-Barring factor, barring time)
· Potential time delay and overhead  in SGSN/MME detection, activating and managing ACB broadcast in RAN nodes
· Interaction issues with MME/SGSN Pool configuration (as discuss above) 
Proposal

The following changes are proposed to TR 23.888 v0.4.1. 

* * * Begin First Change * * * *

6.28.4
Evaluation
With this solution, the RAN and core network resource consumption can be avoided during congestion situation and there will be no further AS and NAS signaling initiated from MTC devices.

· The broadcast information for access barring needs to be enhanced to restrict the further MTC device access with different granularity triggered by SGSN/MME or GGSN/PGW.

Drawbacks:
· Overload Start/Stop is only defined for S1 interface (i.e. LTE access) and not for UMTS and GERAN 

· Signals are currently used to request eNB to initiate RRC reject messages and NOT for managing ACB broadcast control 
· Difficult to integrate with existing ACB as managed by RAN.
· Makes the SGSN/MME a central manager of ACB  in RAN requiring MME/SGSN to provide details of ACB broadcast information which is not in keeping with existing ACB management in RAN 
· Makes assumption about a uniform access class barring support and mechanisms in all RATs. Requires SGSN/MME to be concerned with detailed differences for each RAT (e.g. number of  MTC access classes, which RAT supports ac-Barring factor, barring time) 
· Potential time delay and overhead  in SGSN/MME detection, activating and managing ACB broadcast in RAN nodes versus one based solely in RAN
· Interaction issues with MME/SGSN Pool configuration whereby if only one CN node in the pool is experiencing congestion it will issue an OVERLOAD START message and the RAN nodes will start to block MTC traffic. With ACB there is no means to reduce traffic to one CN node only and hence traffic will be blocked to all CN nodes in the pool. This means that the rest of the CN nodes will not be used as efficiently as they could and the pool configuration will not be stronger than its weakest node
As an alternative to deal with these drawbacks with the MME/SGSN managing Access Control with specific MTC Overload actions the network can rely on a solution whereby the access class barring triggering and management  is handled solely by the RAN. This would eliminate the need to impact OVERLOAD START/STOP.
* * * End of Changes * * * *
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