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Abstract of the contribution: This contribution addresses the MTC subscription control of the MTC devices involved in multiple MTC applications.
1. Introduction

This contribution considers the issues on MTC devices involved in multiple MTC applications.
2. Discussion

MTC Features are controlled by subscription in HSS.  When the MTC Device is roaming into a visited PLMN, the visited network receives the information of subscribed/activated MTC features included in the subscription data from the HSS.  However, it shall be possible for the SGSN/MME to enable only a subset of the activated features based on network capability and/or MTC device capability upon attachment or subscription update. 
Depending on the MTC feature(s) enabled by the network, the MTC device can execute the MTC application successfully, execute with restricted functionality, or cannot execute finally.  If the visited network cannot enable the essential MTC features for a MTC application that the MTC device will be performing, the network does not need to keep the MTC device attached.  Therefore, the SGSN/MME in visited network should make a decision on (1) the acceptance of attach request from the MTC device as well as (2) the enablement of the MTC features upon attachment or subscription update.
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Figure 1. Decision making at SGSN/MME
If the MTC device is involved in a single MTC application, the SGSN/MME can simply reject the attach request when it cannot support essential MTC features for the MTC application.  
However, if the MTC device is involved in multiple MTC applications, the SGSN/MME should decide if the MTC device should be kept attached or not depending on the enabled MTC features.  For example, there is a MTC device involved on MTC application 1 and 2 as described in figure 2.  The MTC application 1 requires MTC feature A as essential and the MTC application 2 requires MTC feature C as essential, and MTC feature B is optional for both applications.  When the MTC device roams into a PLMN, the visited PLMN can enable only MTC feature B and C.  
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Figure 2. Enabled MTC features
(Question 1) Should the MTC device be kept attached to the network in this case?  
(Question 2) How can the network restrict the MTC device to execute only MTC application 2?

Giving answers to the questions above, this contribution proposes a solution for the subscription and access control of a MTC device involved in multiple MTC applications.  
Basically, if the network can support all essential MTC features for at least one MTC application, the MTC device should be kept attached to the network.  This is the answer to the first question.  
However, we need a mechanism to restrict the MTC device to execute only the MTC application supported by network.  We can consider two options. 
(Option 1) The MTC device sends “ATTACH REQUEST” including an indication of MTC application to be executed after completing the attach procedure.  Based on the indicator, the SGSN/MME can decide to accept or reject “ATTACH REQUEST” message from the MTC device depending on the enabled MTC features. 
This option 1 has some benefit such that the decision making at the SGSN/MME could be simple.  However, the MTC application cannot be determined upon the attachment and hence it is impossible to append the indication of MTC application to the “ATTACH REQUEST” message in many cases.  Therefore, we can consider option 2. 
(Option 2) The subscription data includes the list of MTC application and the subscribed/activated MTC features mapped to each application.  It is transferred from the HSS to the visited network.  Based on the subscription data and enabled MTC features, the SGSN/MME can detect which MTC application can be supported by the visited network.  If the SGSN/MME can support at least one MTC application, it returns ATTACH ACCEPT message including the MTC application information that can be supported by the visited network.  It leads the MTC device to detect which MTC application will be supported and execute only the applications. 
3. Conclusion
Based on the discussion above, it is proposed to adopt the following changes into TR 23.888.
Start of the first change

6.X
Solution – Subscription Control for MTC devices involved in multiple MTC applications
6.X.1
Problem Solved / Gains Provided

See clause 5.7, “Key Issue – MTC Subscriptions”

6.X.2
General

When the MTC Device is roaming into a visited PLMN, it shall be possible for the SGSN/MME to enable only a subset of the activated features based on network capability and/or MTC device capability upon attachment or subscription update.  Depending on the MTC feature(s) enabled by the network, the MTC device can execute the MTC application successfully, execute with restricted functionality, or cannot execute finally.  If the visited network cannot enable the essential MTC features for a MTC application that the MTC device will perform, the network does not need to keep the MTC device attached.  Therefore, the SGSN/MME in visited network should make a decision on the acceptance of attach request from the MTC device as well as the enablement of the MTC features upon attachment or subscription update.

If the MTC device is involved in a single MTC application, the SGSN/MME can simply reject the attach request when it cannot support essential MTC features for the MTC application.  However, if the MTC device is involved in multiple MTC applications, the SGSN/MME should decide if the MTC device should be kept attached or not depending on the enabled MTC features. 

If the network can support all essential MTC features for at least one MTC application, the MTC device should be kept attached to the network.  
Based on the subscription data including the list of MTC application and the subscribed/activated MTC features mapped to each application and enabled MTC features, the SGSN/MME can detect which MTC application can be supported by the visited network.  If the SGSN/MME can support at least one MTC application, it returns ATTACH ACCEPT message including the MTC application information that can be supported by the visited network.  It makes possible for the MTC device to detect which MTC application will be supported in the visited network and execute only the applications.

6.X.3
Impacts on existing nodes or functionality
After receiving ATTACH REQUEST message, the SGSN/MME should returns ATTACH ACCEPT message including the MTC application information that can be supported by the visited network.
6.X.4
Evaluation
End of changes
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