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Abstract of the contribution: This contribution introduces a Randomized Time Control Solution to the Time Control key issue as a means of preventing MTC Devices from accessing the network and potentially causing overload or congestion.

Introduction

Restricting the time in which an MTC Device is allowed to interact with the network to either send or receive data or perform other signalling improves the scalability of the network and allows for operating efficiency in the MTC Device. 
It has been agreed in SA2 77 that the Time Controlled behavior must be randomized to prevent synchronization of communication (especially initial signalling) by MTC Devices. This P-CR presents a solution for the Time Control Key Issue emphasizing randomization.
Discussion
The following argument has been presented a couple times in SA2 during offline drafting. It argues for the need of a randomly determined Communication Window instead of merely assigning a Grant Time Interval to the MTC Device. The Grant Time Interval identifies a target interval in which communication is acceptable due to local operator defined criteria. However, this Grant Time Interval must be managed in such a way as to ensure access throughout that period approaches uniform utilization.
The following was agreed in SA2 78:
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TS 23.888, v0.4.1, Figure 5.9.1-1: Time Control Terminology

In TS 23.888, 5.9.1 "The network operator may limit the duration of these communication windows. To avoid network overload, signalling and data traffic the communication windows of the devices shall be distributed over the pre-defined time period e.g. through randomization of the start time of the individual communication windows. For a network operator, it can be beneficial that the MTC Devices are not attached outside their communication window. Therefore, the network operator should be able to enforce detach of an MTC Device from the network at the end of the communication window of a device."

Randomizing the time in which time controlled access begins will reduce peaks in traffic. For example, if hundreds of devices are configured to use the network during Grant Time Interval 01:00-02:00, uniformly distributed randomization of the starting time will prevent a spike in communication at 01:00. 
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Figure 1: Grant Time Interval with and without Randomization

It is necessary to also consider when the Communication Window ends however. If each MTC Device continues to access the network from the randomized starting time till 02:00 (the end of the Grant Time Interval,) we may expect a linear increase in load throughout the time period (as the number of MTC Devices potentially communicating accumulates.) This undesirable load characteristic is depicted in Figure 2.
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Figure 2: Cumulative Load due to Randomized Start Time, usage till End of Grant Time Interval
Some foreseeable MTC applications will use the network for only a short period of time (e.g. 5 minutes), however this behavior cannot be guaranteed unless it is enforced. 
If each MTC Device is alotted only a limited Communication Window to access the network (e.g. significantly less than the total time period 01:00-02:00), traffic load may be distributed evenly across the time period. For example, each device only receives 5 minutes to access the network. Devices’ Communication Window is randomized and the use of the network is randomly distributed across the time interval so as to achieve uniform load.
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Figure 3: Randomized Communication Windows, for a limited duration, achieves Uniform Distribution

Randomization of the Communication Window can be performed statically. The duration of the Commuication Window can be assigned according to the expected load of the network during the time period. For example, an MTC Device could be alotted 4 minutes of access within 01:00-02:00. It is assumed that the network can accommodate this amount of load: 4 minutes duration for access was chosen based on the operator’s expectation that the load contributed per device would be acceptable (a larger or smaller value is possible.) For each MTC Device, a random starting time could be selected (e.g. 01:03) as well as the end time (or duration), as shown in the figure above - thereby assigning the Communication Window.

Random assignment of the Communication Window could also be performed dynamically. Here the duration allowed could be adjusted based upon knowledge of the load in the network. For example, an MME or SGSN could reduce the allowed duration depending on the number of sessions it currently manages, or following failures to perform allocation of resources in the RAN due to congestion, etc. It is even possible for the MME or SGSN to override the value assigned by the HSS in case resources are scarcer than anticipated in the serving PLMN.
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Figure 4: Randomized Time Control, Subscription based and MME override

Figure 4 shows an example of the MME overriding the subscribed Communication Window. The Communication Window 01:03-01:07 has been assigned randomly (statically). The MME determines that 4 minutes is excessive given local policy and dynamic input (such as load information from the core network, number of subscriptions or frequency of failed requests to the eNB for resources). The MTC Device is informed of the new Communication Window the next time that it attempts to access the network.
The MME or SGSN should not modify this time often or with every attempted access from the MTC Device, otherwise the MTC Device may never be able to access the network. Dynamic reassignment of the Communication Window however provides a way to allocate resources responsively, to respond to loaded conditions. 
Proposal
Add the following solution.
Third Change

6.X
Solution - Randomized Time Control

6.X.1
Problem Solved / Gains Provided

See clause 5.9 "Key Issue - Time Controlled." The gains provided by this solution include clear definition of how ransomization is used, communicated to MTC Devices and MTC Servers and enforced by the network to encourage uniform use of communication resources.
6.X.2
General

Randomization of the communication window (a subset of the Time Grant Interval) occurs during assignment of a grant time interval to the MTC Device. This communication window occurs during the grant time interval. It is randomized over a period in which the operator allows MTC Device communication. This randomized start and stop time (of the communication window) are stored as part of the MTC Subscription. (The actual encoding, whether start and stop time, start time and duration, etc. is incidental. The core idea is that the time window is encoded in the subscription.)

The duration of the communication window reflects the acceptable load during the time of day as determined by the network operator. Forbidden interval(s) may be assigned by the network operator and associated with the MTC Device subscription as well.

The Time Grant Interval and Forbidden Time Interval are also stored in the HSS as part of the subscription. Storing these Intervals allows the MME or SGSN to generate a random Communication Window according to the policy set by the HPLMN. In the HPLMN, a dynamic Communication Window may fall within the same Grant Time Interval but with shorter duration. In the VPLMN, a different Grant Time Interval may be chosen, but the Forbidden Interval must be respected. It is anticipated that the assigned Communication Window will seldom need to be reassigned dynamically.

The subscribed Commumication Window value can be overridden by the control node (SGSN, MME) based upon local policy. A new random Communication Window for the MTC Device is assigned (a subset of the operator policy-determined Grant Time Interval.) The Communication Window is chosen so as not to overlap with any forbidden time intervals. The new Communication Window is stored in the HSS so that the MTC Device's stored time constraints will agree with the network when the MTC Device next attaches to the network.
The network informs the MTC Device of its (altered) Communication Window. O&M procedures could be used or the MME or SGSN signal the MTC Device using NAS any time the MTC Device accesses the network, i.e. the MTC Device will also be notified of the Communication Window if it exceeds the Communication Window duration by remaining attached past the conclusion of the Communication Window, or if the MTC Device attempts to access the network outside of the Communication Window. This information is sent regardless of whether access is allowed or disallowed and serves to resynchronize the MTC Device in case its clock differs from that of the MME or SGSN, or the MTC Device lacks the current Communication Window configuration.

The MME or SGSN will either allow or disallow access to the MTC Device depending on (a) whether the MTC Device attempts to communicate with the network between the start and end time, and (b) operator policy that either disallows access outside of the interval or charges more for this access. This may lead to denial of access as a result of an Attach, Service Request, TAU or RAU Procedure. The network may detach the MTC Device if it remains attached outside of its grant time interval.

If the Communication Window is statically assigned, it may be communicated to the MTC Server or MTC User using the same off-line mechanism that is employed for controlling MTC Features (outside of the scope of 3GPP standardization.) If the Communication Window is dynamically assigned, the MTC Server must be notified so that mobile terminated communication is possible from the MTC Server. This could be accomplished by means of a reporting mechanism as described in clause 6.24 (reporting to the MTC Server directly from a CN entity) and in clause 6.25 (reporting to the MTC Server through the intermediate node).

6.X.3
Impacts on Existing Nodes

The HLR/HSS stores the Communication Window (the start and end times or start time and duration of the interval). 

The Communication Window may be generated randomly by the MME or SGSN according to local policy. 

The Time Grant Interval and Forbidden Time Interval may be associated with the subscription and stored as well. These are applied by the MME or SGSN to generate random Communication Windows.

The MME or SGSN enforces the Communication Window. Enforcement behavior depends on operator policy: either disallowing operation outside of the Communication Window (Detaching an MTC at the end or rejecting an Attach Request before the beinning) or surcharging this service.

The MME or SGSN informs the MTC Device of the allowed Communication Window whenever the MTC Device access the network outside of this period. The Communication Window may also be configured in the MTC Device by means of O&M procedures.

The MTC Device stores Communication Window and normally does not access the network outside of this period.

6.X.4
Evaluation

A randomly determined Communication Window within the Grant Time Interval achieves the requirements in clause 5.9, especially "peaks in traffic (including signalling traffic) shall be avoided (e.g. by randomization of the time during which the MTC Devices communicate.)" 

The flexibility to determine a dynamic Communication Window (at the SGSN or MME) based on local policy or load conditions complicates this solution. The MTC Device and the MTC Server must be informed of the new Communication Window determined by the network. The Communication Window must be stored in the HSS if reassigned.
Storage of the Communication Window (and the Grant Time Interval and Forbidden Interval) in the subscription profile adds to the complexity and size of the context associated with the MTC Device.
End of Change
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