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This document concludes the remaining open issues for Solution 5 - Selected IP Traffic Offload solution based on local PDN GW selection, documented in TR 23.829.
1. 
Introduction

As stated in TR 23.829, the common architectural principles to both UMTS and EPS defined in solution 5 are as follows:

-
The GW selection mechanism in the MME/SGSN takes into account the location of the user for the PDN connection/PDP context activation, and selects a GW that is geographically/topologically close. As described in section 6.1, this solution proposes to use a DNS based mechanism to perform GW selection: either the Rel-8 DNS based mechanism or the DNS based alternative for 3G GPRS provided in section 6.1.

-
Selected IP traffic is offloaded at the local gateway using external IP connectivity.

As defined above, the GGSN/P-GW is essentially a normal GGSN/P-GW that happens to be geographically or topologically located near the RAN node. All that needs to be understood are the procedural impacts specific to managing a PDN connection/PDP context for the SIPTO GW that take into account the user’s location.

Based on these principles we consider the procedures to support the following functions:

-
GGSN/P-GW selection, i.e., how the MME/SGSN selects the geographically/topologically “closest” GGSN/P-GW to route the SIPTO traffic; 

-
Enabling/disabling SIPTO on a per UE and per IP network basis (based on the requirement in TS 22.101)

-
Establishing the SIPTO PDN connection, i.e. how the PDN connection/PDP context for SIPTO is established for a UE connected to a macro (e)NB including authorization of the UE for SIPTO traffic; and

-
Managing the SIPTO PDN connection, i.e., how the PDN connection/PDP context for SIPTO is managed as the UE moves around and transitions between idle and connected states.

The following sections analyse the procedural impacts for supporting the PDN connection/PDP context specifically for the SIPTO traffic. 

2. 
Procedural impacts to support SIPTO traffic for the macro network

2.1 GGSN/P-GW selection

In order for SIPTO to work correctly, the SGSN/MME needs to be able to choose the correct GGSN/P-GW for the SIPTO traffic based on the user’s location. The options for the SGSN/MME to perform GGSN/P-GW discovery as defined in Section 6.1 (of TR 23.829) are to (a) perform a DNS lookup, or (b) for the RAN node to provide the IP address of the GGSN/P-GW.

NOTE:
It is currently FFS how GW selection is done for SIPTO if the GW is co-located with H(e)NB and whether a common solution is required.

2.2 Enabling/disabling SIPTO on a per UE and per IP network basis
How to determine which UE traffic can be broken out and for which IP network is under the control of the operator as stated in TS 22.101 section 4.3.5.1:

-
The mobile operator may enable/disable Selected IP Traffic Offload on a per UE per defined IP network basis (e.g. based on tariff, subscription type etc.). 

In 3GPP specifications the identification of an IP network has been historically done through the concept of APN. When the UE establishes an IP connection (PDN connection or PDP context), the UE identifies the IP network based on the APN included in the PDP context/PDN connection activation messages. The establishment of the connection to a PDN is controlled by network policies based on user subscription. This framework allows for a few options such as the following. 

Alt. A. A new SIPTO_enabled flag is defined associated with each APN in the user’s subscription, where the flag indicates whether the connection to that APN is enabled/disabled for SIPTO. The SGSN/MME can then use this flag to determine whether or not to use a SIPTO PDN for that APN, based on whether a SIPTO GGSN/P-GW is available when the UE establishes the PDP context/PDN connection.

This option gives flexibility for the operator to be able to configure SIPTO on a per UE and per APN basis together with other subscription data. On the other hand, it relies on an upgraded HSS node which might not be always easy or cost-effective in all deployments. Furthermore it also requires that the subscription data be populated with per APN information which also requires extra attention from the operator, especially if the operator uses wildcard APNs. 

Alt B. MME/SGSN acquires per UE per PDN specific SIPTO information using some kind of local configuration. This may take the form of a DNS query including the APN and some user identifier, with the appropriate information configured into the DNS system. Or the information can be configured into the MME/SGSN nodes using O&M; other methods may also be used. This approach has the benefit of not requiring an HSS upgrade, and consequently it might be easier to deploy. On the other hand to support this solution for the roaming case, the roaming partners need to implement the same method and configuration (such as DNS) for this to work. 

Alt. C. A dedicated APN may be used for SIPTO. The operators can use the already available automatic terminal configuration methods to provide a dedicated APN for SIPTO users. This approach has the benefit of not requiring any upgrades to MME/SGSN or HSS nodes for determining SIPTO eligibility, but the disadvantage is the required terminal APN configuration. 

Conclusion 1: Multiple solutions exist for determining whether SIPTO is applicable on a per UE per PDN basis, such as: SIPTO_enabled flag in HSS; local configuration; or dedicated APN. The choice of the solution may depend on operator deployment preferences. 

2.3 Establishing the SIPTO PDN connection

The next issues to consider is how the PDN connection/PDP context for SIPTO is established for a UE connected to a macro (e)NB, including authorization of the UE for SIPTO traffic. 

In the current architecture, the UE is responsible for initiating a PDP context/PDN connection. Therefore, to be consistent with the current architecture, it makes sense to look at how the PDN connection/PDP context for SIPTO is established in the context of PDP context/PDN connectivity activation.

2.3.1 PDP context activation

To support the SIPTO traffic, the PDP context activation procedures can reuse the existing PDP context activation procedures defined in TS 23.060. As an addition, one of the options in Section 2.2 above can be used for determining SIPTO eligibility; and an appropriate DNS lookup needs to be performed to find the closest GGSN.

Figure 1 shows the PDP context activation call flow from TS 23.060. The only possible impact occurs in the SGSN implementation after receiving message 1 as follows:

- 
The SGSN may use one of the alternatives in Section 2.2 above to determine whether SIPTO is enabled/disabled. 

-
If SIPTO is enabled, the SGSN needs to perform GGSN selection using the DNS based mechanism as defined in 2.1 to determine where to send the Create PDP Context Request message.

It should be noted SIPTO is applicable also for an UE which supports only a single PDN connection where some of the services using that APN are eligible for offload and others are not. GWs are able to separate traffic towards different destination based on for example, 5-tuple filters.
If the operator uses the same single APN for both internet and operator services and wants to perform SIPTO for internet traffic, then the operator can use a local GW for both types of traffic. Internet traffic is offloaded locally, while traffic for operator services can also use the same GW but be kept within the operator’s network.
A limitation in this case is that it is not possible to release the SIPTO traffic selectively if the UE moves away while keeping the operator traffic, meaning that in this case the operator may prefer to support full mobility for both SIPTO and operator services traffic. 
The rest of the procedures are the same as those defined in TS 23.060 Section 9.2.2.1.
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Figure 1 Call flows for PDP context activation
2.3.2 PDN connectivity activation

In a similar manner to PDP context activation, the PDN connectivity activation procedures can reuse the existing PDN connectivity activation procedures defined in TS 23.401. (Note that SIPTO may also be established during the Attach procedure in a similar way, not shown below for brevity.) As an addition, one of the options in Section 2.2 above can be used for determining SIPTO eligibility; and an appropriate DNS lookup needs to be performed to find the closest P-GW.

Figure 2 shows PDN connectivity activation call flow from TS 23.401. The only possible impact occurs in the MME implementation after receiving message 1 as follows:

· The MME may use one of the alternatives in Section 2.2 above to determine whether SIPTO is enabled/disabled.
· If SIPTO is enabled, the MME needs to perform P-GW selection using the DNS based mechanism as defined in 2.1 to determine where to send the Create Session Request message.

The rest of the procedures are the same as those defined in TS 23.401 Section 5.10.2.
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Figure 2 Call flows for PDN connection activation
Conclusion 2: The existing procedures for PDP context/PDN connectivity activation can also be used to establish SIPTO. 
Note: the interaction with PCRF is not shown, assumes the same PCC mechanism defined in GPRS/EPS apply.
2.4 Managing the SIPTO PDN connection, 

Once the PDN connection/PDP context for SIPTO is established as described in 2.3, what needs to be understood is how to manage the PDP context/PDN connection as the UE moves around and transitions between idle and connected states.

In order to allow operators to take advantage of the SIPTO benefits, it is important that SIPTO PDP contexts/PDN connections are re-established as UEs move away from their initial local, so that a short path between the UE and GGS/P-GW may  be maintained. 

As one option, an operator may wish to deactivate the SIPTO PDN connection based on a variety of conditions such as the following. 

-
GGSN/P-GW detects that an inactivity timer has expired on the PDN connection. 

-
GGSN/P-GW detects that the UE has moved to a new SGSN/MME for which SIPTO is no longer applicable. 

-
The MME/SGSN detects that the UE moves out of a footprint defined for the GGSN/P-GW supporting the SIPTO traffic in connected mode. 

- 
The MME/SGSN detects that the UE moves out of a footprint defined for the GGSN/P-GW supporting the SIPTO traffic in idle mode. Note that even in idle mode a user may have existing sessions, and the MME/SGSN does not have accurate information about how long the SIPTO connection has been inactive. 

-
During MME/SGSN relocation, the source or target SGSN/MME can choose to maintain the SIPTO PDN connection or deactivate it based on configuration and whether the SIPTO specific procedures are supported by the target SGSN/MME.
Note that other conditions or a combination of them may also apply. Due to the diversity of the possible trigger conditions and high number of sub-variants, realization of such conditions is left for implementation. Applications using that PDN connection will be impacted to a varying (and in many cases unpredictable) degree based on implementation and it is a trade off left to operator's deployment (and the topology of the backhaul) as to whether such a deactivation is desirable at all, and if so what conditions should apply in order to minimize the impact of these events.

Alternatively, an operator may simply indicate to the UE that a closer GGSN/P-GW is available, which would allow the UE (depending on local/operator configuration) to re-establish the PDP context/PDN connection when it sees fit. By disconnecting from the previous GGSN/P-GW and establishing a new PDP context/PDN connection, the normal GW selection mechanism will ensure that the UE will be again connected to a close-by GGSN/P-GW. 

Finally, an operator may also decide to take a pro-active approach and try to predict whether or not the user is expected to move away from the SIPTO footprint. While all predictions are inevitably prone to some degree of uncertainty, it can be expected that a reasonably accurate estimation could be made in many cases based on subscription information and/or past user mobility history. With such a prediction the operator may decide to enable SIPTO only when the user is expected to stay relatively close to the offload point. For a large user population this can ensure that the SIPTO feature is enabled for the users that may benefit from it. There may be a few users for which the prediction proves to be inaccurate as they move away from the offload point, but the SIPTO connection can be kept for these users, too, in order to avoid the user’s frustration of a dropped connection. Assuming a relatively small number of such prediction errors, this will not significantly affect the overall efficiency gain from SIPTO. 

2.4.1 PDP context deactivation

If PDP context deactivation procedures are used, they can reuse the existing PDP context deactivation procedures defined in TS 23.060. This assumes some trigger condition that is applied in the SGSN or GGSN/P-GW as discussed above. 

In addition, for UMTS, based on the cause code in the Deactivate PDP context Request message, the SGSN can cause the UE to reestablish the PDP context. For example, if there is another SIPTO PDN associated with the new RNC that the SGSN would prefer the UE to use. 

Currently TS 24.008 defines the following cause code to allow the UE to reestablish the PDP context:

“Cause value = 39 Reactivation requested


This cause code is used by the network to request a PDP context reactivation after a GGSN restart.”

2.4.2 PDN connectivity deactivation

Similarly, if PDN connection deactivation procedures are used, they can reuse the existing PDN connection deactivation procedures defined in TS 23.401. This assumes some trigger condition that is applied in the MME or P-GW as discussed above. 

For LTE, the cause value “reactivation requested” has not been defined. In this case the UE may choose to reestablish the PDN connection based for example on a request from the application. It may be considered to add the cause code to TS 24.301 to optimize the reestablishment of the PDN connection for SIPTO in the case of LTE as well. In that case, UE behaviour may differ depending on the UE release, which would need to be further studied. 

Conclusion 3: The GGSN/P-GW and/or the SGSN/MME may use a variety of conditions to deactivate the SIPTO PDN connection, which are left up to implementation. 
Conclusion 4: An operator may exercise a pro-active approach and apply SIPTO only when the user is predicted to not move too far away from the offload point, based on subscription and/or past history. In that case the SIPTO connection does not need to be deactivated even when the UE moves far away, as that would be a low probability event; for the overall user population the SIPTO gain would apply. 

Conclusion 5: The UE may attempt to reestablish the PDN based on the cause code sent by the SGSN/MME to deactivate the PDN or due to a request to reestablish the PDN from an application. Details of how the cause code is used are FFS.
3. Conclusion

It is proposed to agree on conclusions 1-4 based on the above analysis and to document them in the TR 23.829.

* * * First Change * * * *
5.6
Solution 5 – Selected IP Traffic Offload solution based on local PDN GW selection

5.6.1
Applicability

This solution supports the following scenarios:

-
Selected IP traffic offload for macro network

-
Selected IP traffic offload for home (e)NodeB subsystem 

5.6.2
Architectural principles

Common principles applying to both GPRS and EPS:

-
The GW selection mechanism in the MME/SGSN takes into account the location of the user for the PDN connection/PDP context activation, and selects a GW that is geographically/topologically close. As described in Section 6.1, this solution proposes to use a DNS based mechanism to perform GW selection: either the Rel-8 DNS based mechanism or the DNS based alternative for 3G GPRS provided in section 6.1. 

-
Selected IP traffic is offloaded at the local gateway using external IP connectivity.
-
Multiple solutions exist for determining whether SIPTO is applicable on a per UE per PDN basis, such as: SIPTO enabled flag in HSS; local configuration; or dedicated APN. The choice of the solution may depend on operator deployment preferences.
-Alt. A. A new SIPTO_enabled flag is defined associated with each APN in the user’s subscription, where the flag indicates whether the connection to that APN is enabled/disabled for SIPTO. The SGSN/MME can then use this flag to determine whether or not to use a SIPTO PDN for that APN, based on whether a SIPTO GGSN/P-GW is available when the UE establishes the PDP context/PDN connection.
This option gives flexibility for the operator to be able to configure SIPTO on a per UE and per APN basis together with other subscription data. On the other hand, it relies on an upgraded HSS node which might not be always easy or cost-effective in all deployments. Furthermore it also requires that the subscription data be populated with per APN information which also requires extra attention from the operator, especially if the operator uses wildcard APNs. 

Alt B. MME/SGSN acquires per UE per PDN specific SIPTO information using some kind of local configuration. This may take the form of a DNS query including the APN and some user identifier, with the appropriate information configured into the DNS system. Or the information can be configured into the MME/SGSN nodes using O&M; other methods may also be used. This approach has the benefit of not requiring an HSS upgrade, and consequently it might be easier to deploy. On the other hand to support this solution for the roaming case, the roaming partners need to implement the same method and configuration (such as DNS) for this to work. 

Alt. C. A dedicated APN may be used for SIPTO. The operators can use the already available automatic terminal configuration methods to provide a dedicated APN for SIPTO users. This approach has the benefit of not requiring any upgrades to MME/SGSN or HSS nodes for determining SIPTO eligibility, but the disadvantage is the required terminal APN configuration. 
-
The existing procedures for PDP context/PDN connectivity activation can also be used to establish SIPTO. 
-
The existing procedures for PDP context/PDN connectivity deactivation can be used to relocate the SIPTO PDN connections. 

· The UE may attempt to re-establish the PDN based on the cause code sent by the SGSN/MME to deactivate the PDN or due to a request to re-establish the PDN from an application. Details of how the cause code is used are FFS.
· Source MME/SGSN may indicate the SIPTO status during SGSN/MME relocation procedure. 
Note: It is possible to provide a limited SIPTO solution with the existing architecture/system without requiring any normative changes to the specifications. This could be enabled by applying SIPTO to certain APNs in the user’s profile and/or some configuration in MME/SGSN (as described in Alt B and Alt. C above).

5.6.3 Architecture Diagrams
In the following diagrams, the L-PGW/GGSN refers to the P-GW/GGSN closer to RAN.
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Figure 5.6.3.1: One SGW for both SIPTO and core network traffic for eNB
Features of the architecture in Figure 5.6.3.1 are the following:

· One SGW is used to support both SIPTO and core network traffic. 
· The PGW can be collocated with SGW which is deployed above the eNB(s). 

· 
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Figure 5.6.3.2: SIPTO for UMTS/EPC macro network with S4 SGSN

SIPTO for UMTS macro network with S4 SGSN is depicted in Figure 5.6.3.2. It is similar to LTE system. The additional architecture principle listed below:
· The user plane for CN traffic is direct tunnel (RNC-SGW-PGW).
· The PGW can be collocated with SGW which is deployed above the RNC(s). 
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Figure 5.6.3.3: SIPTO for UMTS/GPRS macro network with Gn/Gp SGSN with Direct Tunnel
SIPTO for UMTS macro network with Gn/Gp SGSN is depicted in Figure 5.6.3.3. In this architecture, there is no influence on RAN nodes and core network entities. The features of this architecture are the following:

-
The GGSN which belongs to core network is deployed above RNC(s), and closer to RAN. 
-
Direct tunnel between RNC and GGSN also can be used for CN traffic.
If the operator uses the same single APN for both internet and operator services and wants to perform SIPTO for internet traffic, then the operator can use a local GW for both types of traffic. Internet traffic is offloaded locally, while traffic for operator services also use the same GW but is routed within the operator’s network.
Note: 
Additional functionality (e.g. adult content filters) may also be required to be deployed near the GGSN/P-GW in the case of a single APN.
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Figure 5.6.3.5: Single APN based solution with GPRS architecture where operator services traffic terminate within CN
5.6.4 Standards impacts
5.6.5 The following interface change needed to support the user subscription enabling SIPTO per APN basis:

· SGSN/MME/HSS (Gr/S6d/S6a): transmission of the flag from HSS to SGSN/MME: adding the transmission of the flag from the HSS to the SGSN/MME over the Gr/S6d/S6a interface
The following stage 2 functional changes need to be added to the standard to support this solution:
-
Including the SIPTO_enabled flag(per APN) in the user’s subscription data stored in the HSS/HLR and transferred to the MME/SGSN
-
Indicating how the MME/SGSN processes the SIPTO_enabled flag in order to decide whether to offload the traffic for this APN
-
GW Selection mechanism enhanced to take into account the user’s location related information
-
Indicating how the MME/SGSN triggers relocation of the SIPTO PDP context/PDN connection, e.g., by deactivating the PDN connection with reactivation
-
Some informative guidance as to when to trigger the relocation of the GGSN/P-GW, e.g., inactivity timer, based on UEs location
5.6.5
Open architectural issues

This section lists the open architectural issues which have been identified for this solution.

-
Whether existing GW selection mechanisms need to be improved for selected IP traffic offload for the case that the GW is co-located with HeNB or HNB.

* * * End of Changes * * * *






3GPP

SA WG2 TD


_1326696734.vsd
Drag the side handles to change the width of the text block.


10. Bearer Setup Response


11. Direct Transfer


12. PDN Connectivity Complete


Interaction with PCRF is not shown


7. Bearer Setup Request/ PDN Connectivity Accept


2. Create Session Request


S-GW/
P-GW


eNB


MS


6. Create Session Response


MME


1. PDN Connectivity Request


From Fig. 5.10.2-1 in TS 23.401


8. RRC Connection Reconfiguration


9. RRC Connection Reconfiguration Complete



_1328537506.vsd
RAN


L-PGW



_1328537533.vsd
RAN


L-GGSN



_1328565119.vsd
RAN


L-GGSN



_1328537388.vsd
RAN


L-PGW



_1321105465.vsd
8. Update PDP Context Request


8. Update PDP Context Response


(B)


5. Radio Access Bearer Setup


4.Create PDP Context Request


GGSN


RNC


MS


4. Create PDP Context Response


SGSN


1. Activate PDP Context Request


From Fig. 64 in TS 23.060


C1


(A)


C2


9. Activate PDP Context Accept



