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1. Discussion

TR 23.812 provides an information flow on S-CSCF overload control in section 5.2.3.3.2. Within the proposal the LDF provides the S-CSCF with an alternative S-CSCF, which can be used when being in overload. In overload the S-CSCF re-directs the I-CSCF towards that alternative S-CSCF.

The mechanism might be a good alternative, but there is already a mechanism described in section 5.3.1.3of TS 24.229 which covers the overload situations.

5.3.1.3
Abnormal cases

In the case of SLF query, if the SLF does not send HSS address to the I-CSCF, the I-CSCF shall send back a 403 (Forbidden) response to the UE.

If the HSS sends a negative response to the user registration status query request, the I-CSCF shall send back a 403 (Forbidden) response.

If the user registration status query procedure cannot be completed, e.g. due to time-out or incorrect information from the HSS, the I-CSCF shall send back a 480 (Temporarily Unavailable) response to the UE.

If a selected S-CSCF:

-
does not respond to the REGISTER request and its retransmissions by the I-CSCF; or

-
sends back a 3xx response or 480 (Temporarily Unavailable) response to a REGISTER request;

and:

-
the REGISTER request did not include an "integrity-protected" header field parameter in the Authorization header field;

-
the REGISTER request did include an "integrity-protected" header field parameter in the Authorization header field with a value set to "no" in the Authorization header field;

-
the REGISTER request did include an "integrity-protected" header field parameter in the Authorization header field with a value set to other than "no" and the I-CSCF supports restoration procedures; or

-
the REGISTER request did not include an Authorization header field and the I-CSCF supports restoration procedures;

then:

-
if the I-CSCF has received the list of capabilities from the HSS, the I-CSCF shall select a new S-CSCF as described in subclause 5.3.1.2, based on the capabilities indicated from the HSS. The newly selected S-CSCF shall not be one of any S-CSCFs selected previously during this same registration procedure; or 

-
if the I-CSCF has received a valid SIP URI from the HSS because the S-CSCF is already assigned to other UEs sharing the same public user identity, it will request the list of capabilities from the HSS and, on receiving these capabilities, the I-CSCF shall select a new S-CSCF as described in subclause 5.3.1.2, based on the capabilities indicated from the HSS. The newly selected S-CSCF shall not be one of any S-CSCFs selected previously during this same registration procedure.

NOTE 1:
Checking for the inclusion of the Authorization header field is necessary to prevent S-CSCF reselection in the case of GPRS-IMS-Bundled authentication or NASS-IMS bundled authentication when no Authorization header field is present in case I-CSCF does not support restoration procedures.

NOTE 2:
In case the S-CSCF does not respond, the I-CSCF can apply a pre-configured timer based on local policy before re-selecting a new S-CSCF.

If a selected S-CSCF does not respond to a REGISTER request and its retransmissions by the I-CSCF and none of the conditions specified above in this case are fulfilled, the I-CSCF shall send back a or 504 (Server Time-Out) response to the user, in accordance with the procedures in RFC 3261 [26].

If the I-CSCF cannot select a S-CSCF which fulfils the mandatory capabilities indicated by the HSS, the I-CSCF shall send back a 600 (Busy Everywhere) response to the user.

*** End of 24.229 copy ***

In order to be aware of that already existing overload procedure, it is proposed to add this alternative into the assessment section of the TR 23.812.
2. Proposal

*** Change ***
6.1.2
S-CSCF overload control during initial registration
Subclause 5.2.3.3 proposes an S-CSCF overload control solution based on LDF, which is quite similar to that one for P-CSCF overload control. 

LDF may be co-located with S-CSCF or DNS server, but does not need to be implemented in a new physical entity.

If Load Balancing is used from the I-CSCF, this solution is not needed as it is not likely that an overloaded S-CSCF gets selected.
Beside the described mechanism in this TR, TS 24.229 already describes S-CSCF overload protection handling within section 5.3.1.3 Abnormal cases. There is stated that if the selected S-CSCF does not respond to the REGISTER or sends back 3xx response or 480 (Temporarily Unavailable), the I-CSCF shall select a new S-CSCF based on the capabilities indicated from the HSS and shall not select one of any S-CSCFs selected previously during this same registration procedure.
Table: S-CSCF overload control alternatives

	Alternatives
	Impact on S-CSCF 
	Impact on DNS
	Impact on I-CSCF 
	Impact on SIP protocol 

	Alt1 in 5.2.3.3: overloaded S-CSCF queries LDF and  returns preferred S-CSCF
	yes(Report its load info to LDF and retrieve load info of redirected S-CSCF from LDF, overload judgement and redirect to other S-CSCF)
	no
	yes(redirect to other S-CSCF as required) 
	yes (Protocol extention for the redirection of S-CSCF)

	Alt2 as described in TS 24.229 section 5.3.1.3
	no
	no
	no
	no


*** End of Change ***

3. S-CSCF re-selection





S-CSCF-2





6. Registration Request





S-CSCF-1
























































2. Registration Response (3xx,480, no response
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