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Abstract of the contribution: In this solution for SIPTO for UMTS macro network, a new element called xGSN sits on the Iu-PS link to detect and offload selected IP packets to the Internet. The xGSN is selected by the SGSN using normal GGSN selection mechanisms, so it appears to the SGSN as a GGSN. The xGSN selects the actual GGSN and appears to it as the SGSN. The xGSN applies a NAT function to offload UL packets from the RNC before offloading; it does the reverse for packets received from the Internet before transmission towards the UE.
Proposed Changes

5.x
Solution n – Selected IP Traffic Offload using xGSN
5.x.1
Applicability

This solution supports the following:

-
Selected IP Traffic Offload for the UMTS macro network

-
Selected IP Traffic Offload for the HNB subsystem
5.x.2
Architectural Principles
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Figure 5.x.2.1:  Solution for SIPTO for UMTS Macro Network
The following architectural principles apply to this solution:

-
The xGSN is located on the Iu-PS link, providing a standard Iu-PS interface to the RNC and SGSN. 
-
An SGSN performs GGSN selection to choose an xGSN on the Iu-PS link between the SGSN and RNC using local configuration or using normal DNS mechanisms. The xGSN chooses the GGSN based on local configuration, by using a different DNS than that used by the SGSN to select the xGSN, or by modifying the FQDN to resolve to a GGSN rather than an xGSN.

-
Once the xGSN is selected, it is anchored in order to maintain offload function and connectivity for established PDP Contexts during UE mobility.

-
The xGSN has Gn interfaces both to the SGSN and GGSN. The Gn interface between the xGSN and SGSN carries control messages, non-offloaded UL traffic from the SGSN that the SGSN received on the Iu-PS link, and is used for by the xGSN for initiating paging when a DL packet arrives at the xGSN for an idle UE. 
-
Selected IP Traffic Offload is enabled by NAT and SPI/DPI based on operator policies. The policies and offload rules may be configured via e.g. OAM or be dynamically supplied by the PCRF (not shown in the figure).

-
One PDP context for both offload traffic and non-offload traffic is supported. The solution also allows using different PDP contexts for offload traffic and non-offload traffic (e.g. by selecting the traffic based on APN).


An operator can choose to:

-
Offload all traffic for the APN. In this case an xGSN is chosen by the SGSN. The xGSN can select the GGSN for IP address assignment or, based on operator configuration, the xGSN can perform IP address assignment.
-
Offload selected traffic for the APN. In this case an xGSN is chosen by the SGSN. For non-offloaded UL traffic, the operator can choose to allow the traffic to continue via the Iu-PS link to the SGSN (e.g., for packets subject to lawful intercept), or be directly routed to the GGSN (shown in the figure) or to the operator service network (not shown in the figure).

-
Not offload any traffic for the APN. In this case, there is no need to choose an xGSN. SGSN selects a GGSN, and a Gn interface is setup between the SGSN and GGSN. Traffic passes through any xGSN on the Iu-PS link between the RNC and SGSN. 
5.x.3
UE Mobility

When UE mobility results in using a new Iu-PS link between the new RNC and SGSN, it may be that the anchored xGSN is not on the new Iu-PS link. In this case a bidirectional tunnel is established between the new xGSN on the new Iu-PS link and the anchored xGSN, for handling offloaded packets for existing active PDP Contexts. New PDP Contexts are anchored on the new xGSN.
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Figure 5.x.3.1:  Solution for SIPTO for Macro Network for UMTS after UE mobility
Not shown in Figure 5.x-2 is the Gi interface from the new xGSN to the Internet for offload packets for PDP Contexts activated after the UE moved to the new RNC. 
5.x.4
Procedures

5.x.4.1
Session Establishment and Selective Offloading
Figure 5.x.4.1.1 illustrates session establishment followed by selective traffic offloading.
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Figure 5.x.4.1.1: Session Establishment and Selective Offloading

1.
The UE initiates an Attach procedure with the UMTS network.

2.
The RNC selects a SGSN from a pool of SGSNs if IuFlex is used. Otherwise, the RNC uses the designated SGSN.

3.
The RNC sends the Attach Request to the SGSN, which handles the Attach procedure according to TS 23.060 and TS 29.060. At the end of this successful transaction, the UE is attached to the UMTS system. The SGSN also gets the subscription profile of the user from HSS.

4.
The UE initiates a PDP context activation procedure.

5.
The SGSN selects xGSN1 as the GGSN for the PDP context using any standard procedure, e.g. DNS resolution of the APN. At this step, the requirement is that the SGSN selects an xGSN which has traffic offload functions, although the SGSN is not aware of this requirement. The DNS server can be configured to return xGSN address(es). The SGSN performs PDP context establishment procedure with the xGSN.

6.
Upon receiving the GTP-C message from the SGSN, the xGSN creates session state for the PDP context using received information such as APN, IMSI, ULI etc. The xGSN also creates the offloading rule set based on APN, traffic filters (e.g. destination/source port, destination/source address, URL, time of day, remaining usage limit for a given application etc.) The xGSN may use the Gx interface with the PCRF. The xGSN performs GGSN selection by:

a.
Forming a special FQDN (e.g. mcc123.mnc123.ggsn.gprs) and using the same DNS infrastructure used by the SGSN. The DNS should have a mapping to the actual GGSN for this string.

b.
Using a separate/special DNS infrastructure and the same string as used by the SGSN.

c.
Using local configuration to select the GGSN.
7.
The xGSN performs Gn establishment by sending a Create PDP context request to the selected GGSN. The GGSN creates PDP context and assigns PDP address (v4, v6) for the UE. Upon receiving the Create PDP context response, the xGSN completes the PDP context establishment procedure with the SGSN. In the response message to the SGSN, the xGSN includes the CGI/SAI/RAI change report required IE. 

8.
The UE begins to send IP traffic on the uplink (UL). The xGSN is on the path of Iu-PS and intercepts all packets from the UE. After intercepting the packet, the xGSN performs Shallow or Deep Packet Inspection (SPI/DPI) in order to determine offloading eligibility for the packet using the offloading rule set established in step 6. If there is a match, the xGSN performs next level determination whether the packet requires operator services or not. If it requires operator services, the xGSN sends the packet over a L2 or L3 tunnel over Gi to the operator’s service PDN. Otherwise, the xGSN performs NAT operation on the IP packet (e.g. basic NAT operation includes changing the IP source address) before sending it over Gi to the Internet. If the packet does not match, the xGSN sends it over Gn to the GGSN. In both cases, the xGSN performs G-CDR generation if required by the operator’s policy. 

9.
When a packet sent to the NATted IP address of the UE is received at the xGSN, the xGSN performs reverse NAT on the packet based on NAT state and sends the packet over Iu-PS to the RNC. When a DL packet is received at the xGSN from the GGSN, the xGSN sends the packet over Iu-PS to the RNC. The xGSN performs G-CDR generation for the received DL packet if required by the operator’s policy.

5.x.4.2
Session Establishment with xGSN Reselection
Figure 5.x.4.2.1 illustrates session establishment with xGSN reselection. In this scenario, the SGSN selects an xGSN which is not the correct xGSN for the session. An xGSN has a mapping table that allows it to associate an RNC with an xGSN on the Iu-PS path. The incorrect xGSN selects the correct xGSN and the correct xGSN completes PDP context activation with the SGSN.
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Figure 5.x.4.2.1: Session Establishment with xGSN Reselection

1-5.
Steps 1-5 are the same as shown in Figure 5.x.3.1.1.

6.
When it receives the Create PDP Context Request message from the SGSN, xGSN1 determines if it is in the set of xGSNs serving the SGSN. If it is the only xGSN in the set, or if it is on path for the RNC, it continues with session establishment according to Figure 5.x.4.1.1 steps 6 and 7. Otherwise, it selects the correct xGSN (i.e., xGSN2) using the SGSN identity and ULI in the message.


Note: If ULI is not present in the Create PDP Context Request message, it is assumed that a 1:1 relationship between xGSN and SGSN exists in the system.

7.
xGSN1 forwards the Create PDP Context Request message .to xGSN2. This serves to notify xGSN2 that it has been selected to serve the session.

8.
This is the same as step 6 in Figure 5.x.4.1.1.

9-10.
Steps 9-10 are the same as step 7 in Figure 5.x.4.1.1 except that xGSN2 includes its GTP‑C/GTP‑U addresses as alternative addresses in the Create PDP Context Response message it sends to the SGSN.

5.x.4.3
Handover Scenarios
Figure 5.x.4.3.1 illustrates inter-RNC handover with xGSN change. In this scenario, the UE in active mode moves to a new NB which is connected to a different RNC. xGSN1 will no longer be on the Iu-PS path and so the xGSN that is on path creates a tunnel to xGSN1 to maintain traffic continuity.
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Figure 5.x.4.3.1 Inter-RNC Handover with xGSN Change

1.
The UE performs handover procedures according to TS 43.129.

2.
RNC2 uses P-TMSI/RAI information to select the serving SGSN.


Note: It is also possible in this step to select a new SGSN if the current SGSN is not reachable from RNC2. In this case, the new SGSN performs context transfer with the current SGSN, and also performs an Update PDP Context procedure with xGSN1.

3.
RNC2 continues handover signalling with the SGSN.

4.
xGSN2 which is on path between RNC2 and the SGSN detects the handover signalling for the UE (P-TMSI) by inspecting the Iu-PS packets. xGSN2 uses the RNCID (RNC1) with a preconfigured mapping table to determine the identity of the xGSN currently serving the UE.

5.
xGSN2 initiates a context transfer and tunnel setup procedure with xGSN1. When complete, there will be bidirectional GTP-U tunnels established between xGSN1 and xGSN2 to carry UL/DL packets between them.,


Note: U-plane relocation to xGSN2 to allow offloading at xGSN2 is not precluded, but involves relocation of all NAT state, which can impact existing application flows.

Figure 5.x.4.3.2 illustrates a Routing Area Update with inter-SGSN relocation and a corresponding xGSN change. In this scenario, xGSN1 uses the ULI in the PDP Context Update message to select the xGSN that is on path (xGSN2) and creates a tunnel to xGSN2 to maintain traffic continuity.
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Figure 5.x.4.3.2 Routing Area Update with inter-SGSN Relocation and xGSN Change

1.
The UE initiates Routing Area Update.

2.
RNC2 cannot reach SGSN1 and chooses a new SGSN (SGSN2).

3.
SGSN2 continues the RAU procedure using P-TMSI/RAI information to find SGSN1.

4.
SGSN2 performs context transfer with SGSN1.

5.
SGSN2 performs an Update PDP Context procedure with xGSN1.

6.
Based on information in the ULI IE, xGSN1 identifies xGSN2.

7.
xGSN1 initiates a context transfer and tunnel setup procedure with xGSN2. When complete, there will be bidirectional GTP-U tunnels established between xGSN1 and xGSN2 to carry UL/DL packets between them.

5.x.5
Open Issues
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Steps 1-5 in Figure 5.x.4.1.1
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Traffic handling as shown in steps 8-9 in Figure 5.x.4.1.1
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