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Abstract of the contribution:

This contribution discusses the use of S2b and specific access mechanisms for IP flow mobility. 

Discussion
This contribution discusses the S2b reference point and suggests an alternative modus-operandi in line with functional requirements stated in S2-1011159.
The contribution assumes that, in case the UE is attached simultaneously to 3GPP and nn-3GPP access, IP flow mobility is controlled always through 3GPP leg. In case the UE leaves the non-3GPP wireless coverage the 3GPP leg can be used to signal the P-GW to move all the flows back to the 3GPP network device. In case the UE looses 3GPP connectivity the flows can be moved (either initiated by the network or by the UE) to the non-3GPP access. Note that such issues are discussed also in S2-101159.
Requirements in TS 22.278 § 7.2 are met.
* * * Begin First Change * * * *

7.2.2.4.2 IP flow mobility from trusted non-3GPP access with PMIP based S2a to 3GPP access with GTP based S5/S8

For this scenario, firstly, the UE initiates the dedicated bearer request procedure for the IP flows that need to be moved in the 3GPP access network, after the dedicated bearer is established/modified, the hPCRF will initiate the dedicated bearer deactivation/modification procedure in the non-3GPP access network.
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Figure 7.2.2.3.2 IP flow mobility from trusted non-3GPP access with PMIP based S2a to 3GPP access with GTP based S5/S8

1. The UE is simultaneously connected to the same PDN via both a 3GPP and a non-3GPP access network. The UE is exchanging some IP flows through the 3GPP access and some other IP flows through the non-3GPP access.
2. The UE decides to move some IP flows from non-3GPP access to 3GPP access. The UE sends a Request Bearer Resource Modification to the MME and then MME sends the same message to S-GW to request the dedicated bearer allocation to move the IP flow(s) from non-3GPP access network to 3GPP access.
3. The S-GW sends Request Bearer Resource Modification to the P-GW.
4. The PDN GW interacts with PCRF using IP-CAN session modification procedure to trigger the appropriate PCC decision. The PCRF checks whether the service requested by UE exists in the non-3GPP access or not. If the service requested by UE exists in the non-3GPP access, and the PCRF allows the movement of this service from non-3GPP access to 3GPP access, then the PCRF triggers dedicated bearer activation/modification in 3GPP access and the dedicated bearer deactivation/modification in non-3GPP access (the dedicated bearer deactivation /modification can be executed after step 8) . If the service requested by UE does not exist in the non-3GPP access, the PCRF will treat this requested service as a new service and initiates the dedicated bearer activation/modification procedure in 3GPP access network only in the 3GPP access network.
5. The P-GW sends Create Dedicated Bearer Request to the S-GW to trigger the 3GPP access network to allocate the resource for the new service.
6. Dedicated Bearer Activation Procedure is initiated, which can be referred to Steps 3-10 of TS 23.401, section 5.4.1. During the dedicated bearer activation/modification procedure, the UE is informed which bearer will be used to transport the uplink IP flow(s) that has(have) been moved to the 3GPP access.

7. The Serving GW acknowledges the bearer activation to the PDN GW by sending a Create Dedicated Bearer Response message. 

8. The PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not, allowing the completion of IP CAN Session Modification procedure. 

9. The PCRF sends a Gateway Control and QoS Rules Provision to the non-3GPP access network to trigger the dedicated bearer deactivation/modification for the service that has been moved to 3GPP access.
10. A dedicated bearer deactivation/modification procedure is triggered by the enforcement of the received policy rules, which can be referred to TS 23.402, section 6.6.1.
Note: in case of S2b reference point QoS is not enforced over Swu, thus making this step not necessary.
The non-3GPP GW indicates to the PCRF whether the requested QoS Rules Provision could be enforced or not and thus completing the GW Control and QoS Rules Provision procedure started in step 9. Optionally, if all the services has been moved away or deleted in the non-3GPP access network, the non-3GPP access of the PDN connection will be removed after this step
* * * End First Change * * * *
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