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Abstract of the contribution:

This contribution proposes a solution for the section on Key Issue – Offline Small Data Transmission in Section 5.5 of 3GPP TR 23.888. The proposed solution is to encapsulate user data to be sent from MTC Device to MTC Server  in the Attach Request message of the Attach procedure. Several options are identified how to adapt the Attach procedure.
Discussion

In Section 5.5 of 3GPP TR 23.888 a Use case is described for MTC Devices being Offline and infrequently sending or receiving only small amounts if data. Offline means that the MTC Device is disconnected from the network and is not reachable by the network for MT signalling or user plane data. In 3GPP SA2 terminology this implies that the MTC Device is not attached.
The associated Required Functionality (see Section 5.5.2 of 3GPP TR 23.888) is that:

· It shall be possible to transmit small amount of data with very efficient resource usage when the MTC Device is not attached and not context activated.

· The definition of a small amount of data shall be configurable per subscription

Normally for sending or receiving data the MTC Device first need to be attached to the mobile network. When attached the MTC Device is able to send or receive data via SMS or via an activated data connection, e.g. a PDP Context. There are applications related with many MTC Devices which only have to send small amounts of data at only some periods of time (e.g. once a day or once a week) or only in specific cases (e.g. in case of alarming). For these kinds of MTC Devices it is a lot more efficient if they do not have always-on data connections and are even not continuously attached to the mobile network.

However, sending a small amount of data from a not attached MTC Device creates signalling overhead (attach procedure, connection set up, detach) that is likely to be more than the amount of user data being sent. Furthermore, when not attached to the mobile network it will takes long(er) time for a MTC Device to send a small amount of data. First the attach procedure will take a couple of seconds and then setting up a data connection, e.g. a PDP Context, or sending a SMS will again take a couple of seconds. 

In order to speed up and improve the efficiency of sending of small amounts of user data it is proposed to encapsulate the user data in the signalling messages exchanged during the attach procedures. In this case no SMS or data connection is needed to convey the small amounts of user data. This way the sending of user data will be sped up and be more efficient. 

The proposed solution consists of extensions of parameters in the messages used in the Attach procedure i.e. in the IMSI (CS) Attach procedure, the PS Attach procedure or the combined CS/PS Attach procedure. The basis is that the small amount of user data is encapsulated in the Attach Request message, which is sent from the MTC Device to the mobile network, i.e. the MSC/SGSN/MME. The MSC/SGSN/MME extracts the user data from the Attach Request message and normally proceeds with the Attach procedure, i.e. authentication is performed between HLR/HSS, MSC/SGSN/MME and MTC Device. After authentication is successfully executed, the MSC/SGSN/MME sends the extracted encapsulated user data to the MTC Server whose address is also contained in the encapsulated user data. For conveying the user data from the MSC/SGSN/MME to the MTC Server different means can be used e.g. SMS, XML messages, etc. After authentication and sending the user data to the MTC Server different options are possible to continue the Attach procedure:

a. The MSC/SGSN/MME normally continues the Attach procedure. The MTC Device may receive a confirmation in the Attach Accept message that the encapsulated user data is received by the MTC Server. However, when the Attach procedure is completed successfully, the MTC Device has to initiate a Detach procedure when disconnecting from the network is required.

b. The MSC/SGSN/MME stops the Attach procedure by sending an Attach Reject message to the MTC Device. The MTC Device may receive a confirmation in the Attach Reject message that the encapsulated user data is received by the MTC Server. In this case the MTC Device does not have to initiate a Detach procedure to disconnect from the mobile network.

Even more options are possible, e.g. regarding authentication. For instance the MSC/SGSN/MME may forward the encapsulated data to the MTC Server without performing authentication. In that case it is left to the MTC Server / MTC Application to do the authentication. 

Which options within the adapted Attach procedure are used depends on Subscription information and can be set per subscription. 

Proposal

It is proposed to introduce the User Data Encapsulation solution in the Attach procedure in to 3GPP TR 23.888 according to above discussion.

Start of the first change

5.5 Key Issue – Offline Small Data Transmission
5.5.1
Use case description

Editor’s Note: Expand upon the Service Description use case, including technical constraints and interpretations.

MTC Devices with Offline Small Data Transmissions infrequently send or receive only small amounts of data. The exact amount that is considered to be small may differ per individual system improvement proposal. It is the amount of data where a specific system improvement proposal still provides its benefits. Such MTC Devices may detach from the network when not transmitting data.
For offline small data transmission the MTC application may be able to know whether the MTC Device is available for communication and transfer data, or may also transfer data when the MTC Device is not available for communication, e.g. not reachable.
5.5.2 
Required Functionality

Editor’s Note: Capture agreements on requirements for solving the key issue. This subclause may be omitted if deemed unnecessary.

The following functionalities are required for Offline Small Data Transmission:
· It shall be possible to transmit small amounts of data with very efficient resource usage when the MTC Device is not attached and not context activated.
· The definition of a small amount of data shall be configurable per subscription.
5.5.3 
Solutions
5.x.3.1
Solution 1: Encapsulation of User Data in Attach procedure messages

The proposed solution is to encapsulate a small amount of user data in the Attach Request message of the Attach procedure initiated by the MTC Device. The MSC/SGSN/MME receiving the Attach Request message extracts the user data from the Attach Request message and normally proceeds with the attach procedure i.e. authentication is performed between HLR/HSS, MSC/SGSN/MME and MTC Device. After authentication is successfully executed, the MSC/SGSN/MME sends the extracted encapsulated user data via a SMS or other means e.g. an email or a XML message to the MTC Server. The destination address is also contained in the encapsulated user data.

For continuation of the Attach procedure by the MSC/SGSN/MME different options are possible e.g.:

-
The MSC/SGSN/MME normally continues the Attach procedure by sending a MAP-Update Location message to the HLR/HSS. The MTC Device will receive a Location update/Attach accept message from the MSC/SGSN/MME which also indicates that the encapsulated user data is sent to its destination. In that case the MTC Device will stay attached to the network. If so desired, the MTC Device or the MSC/SGSN/MME may may later initiate a detach procedure.

-
The MSC/SGSN/MME continues the Attach procedure by sending an Location update/Attach Reject message to the MTC Device indicating in the Location update/Attach Reject message that:in case of positive authentication the encapsulated user data is send to its destination;

Another option also might be to even omit the authentication process and send the extracted user data by the MSC/SGSN/MME directly to its destination i.e. the MTC Server. In this case the MTC Server has to take care of the authentication of the MTC Device. After having sent the user data to the MTC Server, the MSC/SGSN/MME continues the Attach procedure by sending an Location update/Attach Reject message to the MTC Device indicating in the Location update/Attach Reject message that the encapsulated user data is sent to its destination.

Which option should be used by the MSC/SGSN/MME is part of the subscription information obtained by the MSC/SGSN/MME from the HLR/HSS.

5.x.4
Evaluation
End of the first change
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