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Abstract of the contribution: This contribution is to fix reference clause number mis-match in TR 23.812.
Change #1

5.2.4
S-CSCF load balancing during re-registration
Fig 5.2-5 shows an information flow where a more preferable S-CSCF is selected during IMS re-registration. LDF is involved to offer load information. It’s assumed that S-CSCF re-selection should not impact service continuity. Thus, S-CSCF re-selection only applies to the registered UEs without ongoing services.
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Fig 5.2-5: Infromation flow for S-CSCF load banlacing at re-registration
1. LDF interacts with the S-CSCFs in the same domain to obtain dynamic load information of S-CSCFs, and updates the DNS accordingly.
2. I-CSCF receives a IMS re-registration request from UE.
3. I-CSCF determines and, if necessary, gets capabilities of S-CSCFs from HSS using step 2-6 of Detection Mechanism 1 (in sub-clause 5.4.2) or step 2-5 of Detection Mechanism 2 (in sub-clause 5.4.3). 

4. In the case where Cx response contains server capabilities, I-CSCF constructs a domain name from these capabilities, using a deterministic algorithm and local configuration.
5. I-CSCF performs a DNS query to resolve the domain name constructed at step 4 or the S-CSCF address received from the HSS at step 3.

6. I-CSCF receives a response containing address(es) of preferable S-CSCF(s) from DNS.
7. The I-CSCF calculates the best suited S-CSCF based on the received capabilities and load information. If the best suited S-CSCF is the currently assigned S-CSCF (S-CSCF 2) or the best suited S-CSCF is currently not available, existing Rel-8 procedure is followed. Otherwise, go to Step 8. 
8. The re-assignment of S-CSCF follows Re-Selection Mechanism 1 (in sub-clause 5.5.2) or Re-Selection Mechanism 2 (in sub-clause 5.5.3)
Change #2
5.2.5.2
Alternative 1: Load balancing during S-CSCF restoration (originating procedure)
When a S-CSCF fails, a backup S-CSCF will take the place of the disabled one during an originating procedure as depicted in TS 23.380. That S-CSCF will download user backup data from HSS that helps continue setting up the session. A LDF based load balancing mechanism can be used to improve this procedure. 
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Fig 5.2-6 Information flow for load balancing during S-CSCF restoration (originating procedure)
1. LDF interacts with the S-CSCFs in the same domain to obtain dynamic load information of S-CSCFs, and updates the DNS accordingly.
2. P-CSCF receives an originating SIP request for a user who has registered on S-CSCF-1.
3. P-CSCF detects S-CSCF-1 is not accessible.
4. P-CSCF returns a special error to UE and restarts a registration following the procedure in TS 23.380.
5. I-CSCF determines and, if necessary, gets capabilities of S-CSCFs from HSS using step 2-6 of Detection Mechanism 1 (in sub-clause 5.4.2) or step 2-5 of Detection Mechanism 2 (in sub-clause 5.4.3). 

6. In the case where Cx response contains server capabilities, I-CSCF constructs a domain name from these capabilities, using a deterministic algorithm and local configuration.

7. I-CSCF performs a DNS query to resolve the domain name constructed at step 5 or the S-CSCF address received from the HSS at step 4.

8. I-CSCF receives a response containing address(es) of preferable S-CSCF(s) from DNS.

9. I-CSCF forwards the message to a selected S-CSCF-2 and the normal registration procedure follows.
10. UE sends the originating SIP Request again.
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