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Abstract of the contribution: This paper is to draw a conclusion on overload control for the IMS Evolution study item. 
Introduction
Discussion

There are proposals described in TR 23.812 for performing load balancing, but as it stands we believe the proposal for overload control is not the right way forward. In general, adding additional processing load (for exmaple, to respond with a different P-CSCF to use, based on load information, as described in 23.812) on a system that is already overloaded seems to be something to avoid. Ideally, entities before the overloaded entity would avoid sending traffic to that entity. 
The IETF are working on overload control in SIP networks (http://www.ietf.org/id/draft-hilt-sipping-overload-07.txt) and so we recommend that this work should be looked at, since it seems to achieve the aim of steering traffic away from the overloaded entity, and since is generic to SIP networks, rather than creating something specifically for IMS.
Summarizing this draft: -

· Only considers failure cases where SIP servers are unable to process all SIP requests due to resource constraints (other failure cases would continue to be handled by existing responses such as the 488 Not Acceptable Here response).

· It defines new parameters for the SIP Via header for overload control. These parameters provide a SIP mechanism for conveying overload control information between SIP entities. They include: -
· The new oc_accept parameter, indicating the server supports overload control

· The new oc parameter, added to a response, in the top-most Via header, providing hop by hop overload control. It specifies the percentage by which the load forwarded to the SIP server should be reduced

· A compliant SIP server keeps a record of the next hop servers and the most recent oc value received. One algorithm described is that when deciding which next hop to use, the server generates a random number between 0 and 100 and if this value is less than (or equal to) the oc value from the next hop then the request is NOT forwarded. Other algorithms could be used.
Clearly, in the case of the algorithm described, if oc=0 then all messages can be forwarded to the server than set that oc value and if oc=100 then no messages are forwarded to that server.
Proposal
We propose to conclude in the TR that no further work should be done within 3GPP on overload control as part of the IMS Evolution Study Item, and recommend that companies work to progress the internet draft referenced above and to specify support for that mechanism by IMS entities.
Proposed changes to TR 23.812
7 Conclusion

· Editor’s Note: This section will draw a conclusion on the potential alternative solutions after assessment.
7.x
Overload Control

It is recommended that no further work should be done within 3GPP on overload control as part of the IMS Evolution Study Item. 

Future work on overload control is recommended to consider IETF’s related work on overload control and to specify support for those mechanisms by IMS entities.
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