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Abstract of the contribution: This contribution presented the terminal aspect of the Policy Enhancement for the network. A key issue and corresponding solution alternatives are proposed.
Introduction:
With the experience in January Shenzhen meeting, it is quite obvious that the QoS observed on the wired network nodes and the terminal can be quite different. The wireless link is subject to different types of influences, e.g. transient noise, interference, retransmission delays, etc. All these can result in a very different end user experience even with the wireless link rate still kept at high level.  Therefore, monitoring at only network side cannot accurately reflect the end to end performance.
The current policy framework for the non-3GPP IP Access only allows policy provisioning at the edge nodes, e.g. ePDG. It would result in the same issue as above described scenario. For example, the ePDG may only see a very low data traffic volume from the WLAN, and thinks that it is lightly loaded, and therefore the system decides to offload more flows to the WLAN. This may effectively kills the applications, and may even worsen the situation on WLAN due to more interferences/packet collisions. 
In view of this, some end to end performance monitoring needs to be provided by the terminal. With such assistance, the network can make better policy enforcement decisions. 
Proposed changes:
Add the following to appropriate part of TR23.813:
******************** Start of first change ****************************

4.x
Key Issue x: Policy enhancement based on UE feedback

4.x.1
Introduction

Existing policy architecture only provides provisioning and enforcement interfaces towards the network side elements, e.g. P-GW, S-GW, or ePDG. In 3GPP access, different bearer and QoS management procedures allows those network element to provision and enforce the policy towards the access network nodes, e.g. eNodeB. However, this is not sufficient for cases when the access network is non-3GPP IP Access. In those situations, the access network cannot be fully controlled by the mobile operator. For example, in I-WLAN, the existing AAA interface does not support the same level of control for the 3GPP access, although with the support of IEEE802.11u, situation may improve. Therefore, normally, the policy control terminates at the edge nodes, i.e. the ePDG. 

Due to the wireless characteristics, the monitoring and policy enforcement at the edge nodes normally do not accurately reflect the end to end quality observed on the UE. For example, the ePDG does not have the actual radio information of the WLAN. A UE using TCP may suffer throughput throttling without being noticed by the ePDG, due to the large end to end delay resulted from retransmission mechanism used in WLAN. Therefore, even though the policy control function assumes sufficient bandwidth on the ePDG, the user may experience service interruption. This issue is even more important with the IFOM type of WLAN offloading or local breakout supported. The network may unknowing direct more traffic to the WLAN, which may worsen the situation due to further interferences introduced. 

Therefore, for the non-3GPP type IP Access, some terminal assistance in the policy enhancement is necessary. Certain key parameters, e.g. End to end delay, effective throughput, etc, can be only efficiently observed by the terminal. And, those are directly linked with the end user experience, which really decides the successfulness of the operators’ efforts in policy and QoS control.  

In order to involve the terminal in the policy enforcement, the enhanced policy framework needs to provide a means to configure the terminal with the necessary measurement events, e.g. to report the long RTT time when the delay exceeds certain threshold. Also, the network may need to provide a method to push down certain policies that should be enforced on the UE side, e.g. suspend certain application, or move them to 3G accesses.   
4.x.2
Alternative solutions

4.x.2.1
Alternative 1: AAA Server based solution

A possible architecture for supporting the terminal assisted policy monitoring and enforcement is as presented in Figure 4.x.2.1. The policy monitoring configuration and enforcement instruction are transported from PCRF to P-GW or ePDG over the enhanced Gx  or Gxb interfaced. In turn, the P-GW and ePDG uses the enhanced S2c and SWu interface for the transport. The UE will reports the monitoring events via the same interfaces in reverse direction.
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Figure 4.x.2.1: Architecture for PCEF and BBERF based solution

The interfaces involved are as following:

eS2c: enhanced S2C interface that allows the policy monitoring configuration and reporting information to be transported via the IKEv2, which is required by the existing S2c interface;

eWu: enhanced SWu interface that allows the policy monitoring configuration and reporting information to be transported via the IKEv2 between the ePDG and UE;

eGx: enhanced Gxb interface that allows additional reporting from the eS2c to be sent to PCRF, and monitoring parameter for the UE to be sent from PCRF;

eGxb: enhanced Gxb interface that allows additional reporting from the eWu to be sent to PCRF, and monitoring parameter for the UE to be sent from PCRF;
4.x.2.2
Alternative 2: ANDSF based solution

An alternative architecture for supporting the terminal assisted policy monitoring and enforcement is as presented in Figure 4.x.2.2. The policy monitoring configuration and enforcement instruction are transported from PCRF to ANDSF over the enhanced Gx interfaced. In turn, the ANDSF uses the existing S14 interface for the transport the information with the UE. Since the current S14 interface can already carry certain level of policy towards the UE, such enhancement will be trivial for UE and ANDSF.
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Figure 4.x.2.2: Architecture for ANDSF based solution

The interfaces involved are as following:

eGx: enhanced Gxb interface that allows additional reporting from the S14 to be sent to PCRF, and monitoring parameter for the UE to be sent from PCRF;

S14: enhanced interface between the ANDSF and UE that allows the additional policy configuration to be transported to the UE, and the reporting from UE to be sent to the ANDSF;
******************** End of first change ****************************
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