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Abstract of the contribution: This discussion paper introduces the use case and architectural requirements for PAM feature.

Introduction

The Priority Alarm feature is used by the MTC devices which can raise an alarm on occurrence of events which require immediate attention like theft, vandalism etc. The conditions of raising the same are out of scope of 3GPP but the communication for PAM needs to be given priority over other features by the operator network.
Discussion
It is clearly stated in SA1 requirements that the conditions which lead to generation of PAM are outside the scope of 3GPP. TS 22.368 mentions:

The MTC Feature PAM is intended for use with MTC Devices that issue a priority alarm in the event of e.g. theft, vandalism or other needs for immediate attention. The conditions for generating a PAM are outside of the scope of this specification. 

For the Priority Alarm Message MTC Feature:

· The priority alarm message shall take precedence over any other optimisation categories.
Since the conditions for generating the PAM message are outside of the scope of 3GPP, it can be interpreted that the MTC device detects such conditions on its own depending on the application logic and raises an alarm. The operator Network doesn’t need to detect conditions for raising a PAM. 

Different MTC devices will raise PAM in different situations. For example a vending machine may raise a PAM when it is out of stock. Another temperature monitoring device may raise PAM if the temperature raises beyond a certain degree. An MTC device mounted in a vehicle can raise an alarm when accident occurs etc. As these conditions of PAM generation are highly dependent on the MTC device and MTC application, the coding and contents of the PAM message will also be highly application specific. Hence, it is reasonable that the correct deciphering of the PAM message should only be performed by the MTC server/user. 

From the network perspective the PAM message should be treated as user plane message and the network transmits it transparently. The only requirement for the network is to provide a high priority treatment to the PAM feature as mentioned in the requirements in TS 22.368.

 Conclusion
Include the use case and requirements for PAM feature in TR 22.888 based on the above discussion.

*************************************Start Change*****************************************
5.X
Key Issue – Priority Alarm Message (PAM)
5.X.1
Use case description
Some MTC devices like theft alarms or alarms mounted in vehicles can automatically inform the concerned authorities when an accident occurs, etc have the capability to indicate situations that requires immediate attention autonomously, without any external interaction. Such devices require the PAM feature. The device of this kind raises an alarm on its own and the network provides appropriate relative priority for the delivery of the PAM message compared to other user plane communication from the same device.
5.X.2
Required Functionality
The following functionalities are required for PAM:

· It shall be possible for the network to detect that the MTC device is sending a PAM message.
· It shall be possible for the network to provide appropriate relative priority for the PAM message over other user plane communication for the same MTC device

· It shall be possible for the network to provide priority to PAM feature over other features active for the same MTC device eg. if time controlled feature is active for an MTC device and it tries to access the network for sending PAM outside the allotted time slot, it shouldn’t be rejected by the network.

NOTE:  The PAM message is a user plane message and it is supposed to be interpreted by the MTC Server hosting the MTC application logic only. It is transferred transparently towards the MTC server/user.

5. X.3 Solutions
TBD
***************************************End Change*******************************************
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