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Abstract of the contribution:

This contribution proposes to include an alternative solution based on the Parlay/OSA GW – PCRF connections to the key issue 1 on policy enhancements for sponsored data connectivity.
Discussion

Existing OSA/Parlay X standards provide a comprehensive framework to support 3rd party applications. The framework supports security, authentication an authorisation of 3rd part providers, open APIs to facilitate the request access to the SP’s resources, QoS requests, charging and other capabilities.
It is proposed that the Parlay X Gateway connects to the PCRF via the Rx or XML protocol. PCC is enhanced to support policy decisions per 3rd -Party-Provider ID and 3rd -Party-Application ID. The relative priority of each per 3rd -Party-Provider ID and 3rd -Party-Application ID is taken into account when policy decision are made.

The PCRF also imposes limits on the total usage for all 3rd-part providers.

Proposal

The following changes are proposed to TR 23.813
* * * Begin First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".
[x]
3GPP TS 23.198 V9.0.0 : Open Service Access (OSA)
* * * Begin Second Change * * * *

4.1.2.x
Alternative 2: Parlay/OSA GW – PCRF Connectivity
Open Services Architecture: 
Per 3GPP TS 23.198 [x], n order to be able to implement future applications/end user services that are not yet known today, a highly flexible Framework for Services is required. The Open Service Access (OSA) enables applications implementing the services to make use of network functionality. Network functionality offered to applications is defined in terms of a set of Service Capability Features (SCFs). These SCFs provide functionality of network capabilities, which is accessible to applications through the standardized OSA interface for service development.

The aim of OSA is to provide a standardized, extensible and scalable interface that allows for inclusion of new functionality in the network in future releases with a minimum impact on the applications using the OSA interface.
Network functionality offered to applications is defined as a set of Service Capability Features (SCFs) in the OSA API, which are supported by different Service Capability Servers (SCS). These SCFs provide access to the network capabilities on which the application developers can rely when designing new applications (or enhancements/variants of already existing ones). The different features of the different SCSs can be combined as appropriate.
The exact addressing (parameters, type and error values) of these features is described in stage 3 descriptions.
These descriptions (defined using UML and in three realizations: OMG Interface Description LanguageTM, Java J2SETM and Java J2EETM are open and accessible to application developers, who can design services in any programming language, while the underlying core network functions use their specific protocols. The present document also contains a set of Web Services called Parlay X Web Services, specified in WSDL.

The diagram below depicts the Parlay/OSA framework.
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The Parlay/OSA framework provides open APIs with an increasing level of abstraction from the network element to applications as depicted below.
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The Parlay/OSA framework provides a extensive set of API’s including policy management and application driven QoS. See 
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Application Driven QoS

Application Driven QoS (ADQ) is a service which enables applications to dynamically change the quality of service (e.g. bandwidth) available on end user network connections   See 3GPP TS 23.198 [x]. Changes in QoS may be applied on either a temporary basis (i.e. for a defined period of time), or as the default QoS to be applied for a user each time they connect to the network.

Applications will govern the quality of service available to the end user by requesting that pre-defined QoS Feature profiles are applied on the end user’s connection. It is the responsibility of the Service Provider to define these QoS Features and share them beforehand with application providers, along with a clear indication as to which of these can be used as temporary QoS Features and which can be used to set the default QoS on an end user connection.

The web service is specified to allow an application to:

· Change the default quality of service available on the end user’s connection, 

· Change the quality of service available on the end user’s connection on a temporary basis, 

· Register with the service to receive notifications about network events that affect the quality of service on an end user’s connection,

· Retrieve QoS transaction history and current quality of service status on an end user connection.

Parlay GW – PCRF Architecture 
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Figure 4.1.2.x. – 1 : Architecture for Parlay/OSA based sponsored data connectivity
.
4.1.2.x.1  Reference Point Enhancements - Rx
The interface between the Parlay GW and the PCRF is based on Rx or XML. The key new information elements over he Rx/XML include:
1. 3rd-Party Provider-Id

2. 3rd -Party Application-Id

3. Changing Mode ( free, offline, online)
4.1.2.x.2  Reference Point Enhancements - Sp

The SPR includes profiles per 3rd-Party Provider-Id and per 3rd -Pary Application-Id offered. The profile include total usage per  3rd-Party Provider-Id and per application. 
The usage limit per 3rd-Party Provider-Id is necessary to protect the network from excessive request at the expense of other 3rd party providers and the SP’s own applications.
The profile includes the relative priority of each 3rd-Party Provider-Id and also the relative priority of each application that is taken into account when the total usage for a particular 3rd-Party Provider-Id exceeds a pre-determine level below the total usage limits.
The relative  priority of the 3rd-Party Provider-Id  enables the PCRF to differentiate among 3rd party providers when the total usage for all 3rd-party providers  reaches a pre-determined level.

4.1.2.x.3  Reference Point Enhancements - Gx

The Gx interfaces carries both the 3rd-Party Provider-Id and 3rd -Party Application-Id along with charging mode (free, online, offline). Usage measurements are enhanced to support.

If the charging mode is free then the PCEF provisions the PCC rules even though there may not be any charging rules  provisioned by the OCS.

4.1.2.x.4  Reference Point Enhancements – Gy

The Gy interface may be enhanced to provision credit control rules per  3rd-Party Provider-Id and 3rd -Party Application-Id
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