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Abstract of the contribution: An alternative solution for the key issue “MTC Device Trigger” is presented. It is described how mobile terminated communication with MTC devices can be triggered from the network (MTC User/MTC Server) based on device identities on URI format. This may remove the current mandatory requirement that all UE’s shall have a E.164 MSISDN assigned, which threaten to limit the growth of machine type communication over 3GPP accesses.        
1   Introduction
There is a key issue in the TR 23.888 on how to establish communication with MTC devices for machine-to-machine applications using a poll model for communications. A model which appears to be common for some categories of M2M applications. The issues for this type of applications include what identities to use for the devices and how to get hold of the IP address of the devices. There seems to be different identities for devices in the application/service provider domain (e.g. “electricity meter number”) and in the mobile network domain (e.g. IMSI, MSISDN). A relation between the two types of identifiers needs to be established in order to facilitate the use of 3GPP accesses for machine-to-machine communication.  
In the proposal below it is suggested to establish the relation between the two types of identifiers by coding the provider domain device identities into SIP URI’s. Basic SIP signalling (i.e. SIP Invite + 200 OK) can then be used to provide the M2M application in the MTC Server/MTC User with the current IP address of a device.  

2   Proposal

It is proposed to introduce the text below with an alternative solution for MTC device triggering into the TR 23.888.
Beginning of changes
5.8
Key Issue – MTC Device Trigger

5.8.1 
Use case description

For many M2M applications there may be an interest to have poll model for communications between MTC devices and the MTC Server. This may be because the MTC User wants to be in control of communication from MTC Devices, and does not allow MTC Devices to randomly access the MTC Server. Also for applications where normally the MTC Devices initiate communications, there may occasionally be a need for the MTC Server to poll data from MTC devices.

For MTC Devices that are not continuously attached to the network or that have no always-on PDP/PDN connection it is beneficial to trigger MTC Devices to attach and/or establish a PDP/PDN connection based on a trigger indication from the MTC server.
5.8.2
Required Functionality

The following functionality is required to trigger MTC Devices:

-
The PLMN shall be able to trigger MTC Devices to initiate communication with the MTC Server based on a trigger indication from the MTC server.

-
A MTC Device shall be able to receive trigger indications from the network and establish communication with the MTC server when receiving the trigger indication. Possible options are:

· Receiving trigger indication in detached state and establish communication.

· Receiving trigger indication in attached state and the MTC device has no PDP/PDN connection.

· Receiving trigger indication in attached state and the MTC device has a PDP/PDN connection.

NOTE: There are currently available solutions to trigger MTC Devices (e.g. unanswered CS call attempts, sending an SMS). However, these have disadvantage when used at a large scale (e.g. they are based on MSISDNs), and work only for attached MTC Devices. This key issue will investigate possible improvements over the currently available means for triggering.

5.8.3
Solutions
5.8.3.1
Solution 1: Triggering of non-attached MTC Devices based on location information provided by MTC User

With non-attached MTC Devices, the network has no knowledge of the location of the MTC Device. However, in many cases the MTC User does have knowledge about the location of the MTC Device. In these cases the MTC User can provide the PLMN with information on the location of the MTC Device. Based on that information the PLMN can then broadcast a trigger message in a relevant cell or group of cells. The MTC Device, while not attached, will still listen to the broadcast channel of the PLMN.

A possible solution to broadcast the triggers may be by using the Cell Broadcast Service (CBS) as specified in 3GPP TS 23.041. A Cell Broadcast Center (CBC) is under control of a mobile network operator and connected to the radio network i.e. to the BSCs in case of GSM and to the RNCs in case of UMTS. Connected to a CBC are one or more Cell Broadcast Entities (CBEs) which may originate CBS messages. A mobile network operator may make available the interface on the CBC to trusted 3rd parties to interconnect their CBE to the CBC of the mobile network operator. The MTC Devices are programmed to monitor a preset CB channel(s), even when they are not attached to the network, and have assigned a Unique Paging Identity (UPID). This way the MTC Server of the 3rd party is able to send CBS messages, including one or more UPIDs, to its MTC Devices in certain areas based on location information available in the MTC Server.
5.8.3.x
Solution x: Triggering of MTC Devices based on SIP URI
When the communication model with MTC devices is UDP/TCP/IP there are currently insufficient mechanisms both to address devices and to trigger communication from outside the PLMN. The IP address of the device can be used to address devices that have a PDP context/PDN connection, but for devices that are only attached and has no bearer no IP address exists. The MSISDN or IMSI may be used to address devices, but a shortage of MSISDN numbers is foreseen when the number of MTC devices become large, and the IMSI is not always permitted or appropriate to use outside the PLMN domain. Moreover these identities do not easily fit with the UDP/TCP/IP communication paradigm and are sometimes difficult to use outside the PLMN at least in PS-only networks.

A way to be able to address and trigger MTC devices both when they are attached with bearers and attached without bearers can be to identify MTC devices using SIP URI’s. The identity of a device for example “123456” could then be part of a SIP URI e.g. as sip:123456@mtc-provider-name.operator-name.com. The device which knows its own identity registers in the network and the device identity together with the IP address of the UE is stored in a MTC Proxy. The MTC Proxy being a function in the GGSN/PGW or inside some other node at the PLMN border or being a standalone functional entity. An MTC User or MTC Server can then easily retrieve the IP address of the MTC Device using basic session signalling. In the most simple configuration the MTC Proxy takes a full UA role and can immediately respond to a Session Request with a Session Response returning the IP address of the particular MTC Device. Thereafter the normal application specific UDP/TCP/IP communication can start.
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The above way to trigger communication from the PDN to a device, works for devices being attached and having a PDP context/PDN connection. For devices being attached but having no PDP context/PDN connection it might be possible to let the MTC Proxy at the PLMN border trigger paging of the MTC Device or notification via SMS (using e.g. SMS interworking). If the device is manufactured to set up a PDP context/PDN connection and register in the MTC Proxy when paged, the above way may work also in this case.  It might also be possible to extend this to devices being detached, but a reasonable assumption might be that detached devices are not possible to trigger communication with from the network side. 

A benefit with using SIP URI’s for identifying MTC devices is that the device identities used by the MTC service provider and by the mobile operator can be completely decoupled. 
Another benefit with using the proposed solution is that dynamic IP addresses can be used in the M2M devices and that the operator can facilitate for the M2M application developer by providing a mechanism to retrieve the IP addresses of the devices. A benefit is also that the application in the MTC Server/MTC User becomes more resilient to temporary network outages or node restarts e.g. when PDP contexts/PDN connections have been lost or reactivated. The application in the PDN domain will always get the new IP address in case it has changed in the devices. 
Note that the procedure described above can work both when the MTC Device includes a session client (e.g. IMS client) and when it has no session client at all. In the latter case the MTC Proxy needs to assume the full UA role. 

For MTC devices where low power consumption is a requirement and where longer response times are not critical, the paging of MTC devices having no active PDP context/PDN connection may preferably be using for example extended paging cycles as a described in subclause 5.x Key Issue – Extra Low Power Consumption.

With SIP URI’s for identifying MTC devices, the 3GPP specs needs to be updated to make the use of E.164 MSISDN optional instead of mandatory for PS-only UE’s.
Next changes

5.x
Key Issue – Common Service Requirements

5.x.1 
Use case description

The common service requirements include addressing, identifiers, charging requirements, security requirements, and other general requirements for machine type communication. 

5.x.2
Required Functionality
-
For identifiers the requirements are:
· It shall be possible to uniquely identify an MTC device. This shall be possible also when there are a very large number of MTC devices in 3GPP networks.
· It shall be possible to uniquely identify an MTC device also when the MTC Server/MTC User is located outside the PLMN domain. 
5.x.3
Solutions
5.x.3.1
Solution 1: Using SIP URI’s for identifying MTC devices
It is understood, e.g. from ITU liaison in CP-091019, that using E.164 MSISDN identities for a growing number of MTC devices should be avoided. It is also reasonable to assume that the MTC application domain and the PLMN domain needs to have their own identities for the MTC Devices. A solution where the identities of the two domains could be decoupled, and still communication being possible, should facilitate the use and growth of the 3GPP access for MTC applications. 
The IMSI is not always permitted or is inappropriate to use outside the PLMN domain, and should therefore be avoided to use in the MTC application domain.
The proposal is to use SIP URI’s to identify MTC devices. The <user> part of the SIP URI indicating the device identity used in the application domain and the <host> part being a FQDN that can be resolved to one or more IP addresses of  MTC Proxies where the MTC Device is registered. An example of a an identity of an MTC Device would be sip:12345678@mtc-provider-name.operator-name.com
5.x.4
Evaluation
End of changes
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