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Abstract of the contribution:

This contribution discusses the different alternatives to Key issue 3 in TR 23.813.
Background

The following use cases require QoS and gating control decisions to be based on information determined by Charging Domain (i.e. OCS):  

· QoS control based on spending limits/usage cap – ability to change the QoS level based on spending limits / previously consumed units per period.
· QoS control based on purchase of an improved QoS  – ability to change the QoS level based on end-user purchase for service improvement
Tariff Plan, services cost, current user’s consumption and account status, are charging related information managed by the OCS, and are expected to serve as input for real-time Qos Control.

The main behavior expected behind these different uses cases is a “Qos change” triggered by the OCS based on its internal information. Such Qos Change may be “Qos Upgrade” or “Qos Downgrade” depending on situations, for instance on purchase of additional bandwidth for a short duration, or threshold detection respectively. 
In order to fulfil the requirements of this key issue several possible alternatives could be envisaged for the OCS to pass to the PCRF instructions on how to modify user related configuration taken as input to determine the PCC rules:
1. Defining a new Sy interface between the OCS and the PCRF (refer to Tdoc S2-097364 Rev2 discussed in Cabo). Following variants of this solution have been mentioned in the discussion:

a) The OCS contacting the PCRF (OCS-Centric approach)
b) The PCRF contacting the OCS (PCRF-Centric Sy variant)  

2. The OCS acts as an AF (re-use the Rx interface between the OCS and the PCRF).
3. OCS and PCRF dialoguing via the PCEF 

a) Configuration based solution, Refer to Tdoc S2-097365 discussed in Cabo

b) The solution (Tdoc S2-10xxxx) using a slight Upgrade of Gx and Gy 
This contribution aims at discussing all these alternatives. 
Discussion

Difference of efficiency between Sy based solutions and solutions based on OCS and PCRF dialoguing via the PCEF 

 An advantage mentioned for Sy based solutions is that they would be more efficient as claimed by Tdoc S2-097364 / S2-096921:
“Also, the charging related information is expected to serve as input to the PCRF policy decision logic. If this information has to be provided via the PCEF then this will complicate PCC procedures e.g. at IP-CAN session establishment (i.e. the PCRF downloads PCC decisions to the PCEF at IP-CAN session establishment, then the PCEF does a Credit Request to the OCS. When the PCEF receives the response it has to make yet another signalling iteration to inform the PCRF about credit related information so that the PCRF can finally decide what policies are valid for the connection).”
This triggers the discussion of when the OCS detects that a “trigger” event has occurred that requests the change of the QoS level associated with an user. Considering a deployment where the OCS and the PCRF dialog via the PCEF, we have following cases:

1. If this “trigger” event happens while there is an on-going IP-CAN session for the user (while there is an on-going set of Gy/Gx sessions for this user), then the PCRF can be updated and may store the new user configuration (e.g. in SPR). So the scenario above does not apply even when after a detach/attach operation, a new IP-CAN session is established (the PCC has got updated user configuration data)

2.  If this “trigger” event happens while there is NO on-going data session for the user (while there is NO on-going set of Gy/Gx sessions for this user), the scenario above indeed applies.

A question is then on the probability of the second case, keeping in mind that the OCS “trigger” event is often (but not always) associated with an user session : the user going above an usage threshold, the user subscribing to some specific temporary service (requiring to temporary improve the QoS),….

PCRF contacting the OCS (PCRF-Centric Sy variant) 
In Tdoc S2-097364 / S2-096921 the following is mentionned:
At IP-CAN session establishment, according to TS 23.203, Gx interactions take places prior to Gy interactions. For the PCRF to be able to provide correct policies at IP-CAN session establishment it is necessary for the PCRF to interact with the OCS prior to sending acknowledge of IP-CAN session establishment to the PCEF. Additionally it is the PCRF that is aware of if the policies of an IP-CAN session are dependent on charging related information. Sy Session Establishment should therefore be initiated by the PCRF.

This variant assumes the PCRF opens the communication with the OCS. What is the trigger for the PCRF to open such a session? 

· Either Sy is opened independently of any IP-CAN session for the end-user. This means that the Sy session for an user is always-on and thus that a PCRF has to be allocated for an user even though the terminal of this user is switched-off. The impacts of this decision have to be assessed.
· Or Sy is opened when there is an IP-CAN session for the end-user. So if there is no on-going IP-CAN session, the OCS cannot communicate with the PCRF and the claimed “efficiency” benefit of the Sy approach does not apply.
OCS contacting the PCRF (OCS-Centric approach)

The same reasoning than above would appliy.

Proposal

The following change is proposed to TR 23.813: Adding text discussing the alternatives proposed so far.

* * * Begin First Change * * * *

4.3.3

Comparison of alternatives

4.3.3.1 Impacts of Defining a new (Sy) interface between the OCS and the PCRF

This section intends to further discuss the set of variants that has been defined in section 4.3.2.x “New reference point (Sy) between PCRF and OCS”. 

Following remarks apply to the various variants of a new interface between the OCS and the PCRF: 

· They may require the definition of a new protocol i.e. some mid-size standardization effort… and testing effort

· They require the OCS and the PCRF to support the double number of (Diameter) sessions (Sy besides Gx/Gy)

· They require some sort of correlation between the sessions over the new reference Point Sy and the (Diameter) sessions over Gy and/or Gx

· Especially they introduce new error cases / defense actions: what should the PCRF/OCS do when one of the 2 sessions (Sy OR Gx/Gy) associated with an user fails (and not the other)

· Great care should be taken that this new OCS-PCRF interface is not made redundant (and possibly conflicting) with the already existing signalling path via Gy and Gx allowing already the OCS to stop, restrict and/or re-direct the IP flows associated with an user / a service or Rating Group associated with this user.

· Those variants may imply a (small) increase in IP-CAN session establishment duration as 3 diameter sessions (Gx, Sy, Gy) instead of 2 (Gx, Gy) would need to be established at IP-CAN session establishment even though the user is to be offered the normal QoS (even though Sy would not be used).

4.3.3.3 
The OCS acts as an AF (re-use the Rx interface between the OCS and the PCRF)

Rx is not providing the relevant semantics i.e. Rx authorizes an IP flow for a given service / application and requests the establishment of associated bearer resources but is not meant for providing QoS and gating control based on spending limits.

Even though Rx could be evolved to support the necessary information, this solution should be rejected as it may leads to 2 functions (the OCS and the actual AF) trying to control the PCRF behaviour for the same object (IP flow) when an actual AF is providing authorization information for the IP flow (e.g., if the OCS acts as an AF, there are from the PCRF perspective 2 AF acting on the same IP flows). Those may lead to conflicting requests received by the PCRF.

4.3.3.4
OCS and PCRF dialoguing via the PCEF
Such family of solutions (OCS-PCRF communication via the PCEF) 

· Requires an extra round trip of exchange between the OCS, the PCEF and the PCRF if the OCS data about an user have been changed while there was no on-going IP-CAN session with the user (the OCS cannot communicate the information to the PCRF as long as there is no PCEF involved for the user) 
· This issue exists also for Sy based solution when the Sy is not always-on. If the Sy is always-on (a PCRF is always-on allocated to a given user) the impacts (resiliency, etc…) of a constant allocation of a PCRF to an user have to be assessed.
· Does not require a new interface to be standardized / tested / managed (it just requires the definition of extra parameters to the Final-Unit-Action information already sent over Gy and Gx) 

* * * End Second Change * * * *
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