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Abstract of the contribution:  This contribution proposes an architecture requirement to support stage 1 requirement to allow MTC User to configure action to be performed when an event is detected.
1. Introduction

The current baseline text in 23.888 is missing one of the following stage 1 requirements on MTC Monitoring,
********* extract from TS 22.368 v111

The MTC Feature MTC Monitoring is intended for use with MTC Devices that are employed in locations with high risk, e.g. possibility of vandalism or theft.  This system optimisation is not intended to protect the MTC Device or prevent theft or vandalism of the MTC Device but is intended to provide functionality to detect events that may possibly be the result of theft or vandalism.

NOTE:
Certain monitoring functions can be provided for the MTC User.
For the MTC Monitoring MTC Feature:
-
It shall be possible for the network to detect events that may be the result of theft or vandalism to the MTC Device. The following events shall be detectable by the system:

-
behaviour which is not aligned with other activated MTC Feature(s)

-
change in the point of attachment

-
change of the association between the UE and the UICC

-
The MTC User shall define which events will be detected.   

-
Upon event detection, it shall be possible for the network to 

-
provide a warning notification to the MTC User and/or MTC Server

-
limit the services provided to the MTC Device (e.g. reduce allocated resource) 

-
The MTC User shall define what occurs when an event is detected. 

**************** end of extract ************

Therefore, this contribution proposed additional architectural functional requirement to support stage 1 requirements.

2. Proposal

5.10
Key Issue – MTC Monitoring
5.10.1
Use case description
MTC Devices may be deployed in locations with high risk, e.g. possibility of vandalism or theft of the communication module.  For those MTC Devices, it is desirable that the network detects and reports events (including location) caused by those devices that may result, for example, from vandalism or theft of the communication module. If such an event is detected, the network might be configured to perform special actions, e.g. limit the access or reduce the allocated resource.
5.10.2
Required Functionality
The following functionalities are required for MTC monitoring:

-
It shall be possible for the MTC User to configure the monitoring events, e.g. monitoring the association of the MTC Device and UICC, misalignment of the MTC feature, change in the point of attachment.
-
It shall be possible for the network to detect monitoring events.
-
The MTC User shall configure the action to be executed by the MTC Server when an event is detected.

-
It shall be possible for the network to report the detected events to the MTC User or the appropriate MTC Server and execute action configured by the MTC User to reduce services provided to the MTC Device.
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