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This document provides clarifications for solution 4.
1 Introduction
The current description of solution 4 in the TR 23.829 contains five parts:
-  Applicability, which clearly claries this solution applies to two scenarios, i.e. UMTS macro SIPTO and HNB subsystem SIPTO;

-  Architectural principles, which provide the view of this architecture, relationship between the Traffic Offload Function and other network entities, summary of basic offload mechanism, etc;
-  Traffic Offload Function, which describes detailed sub-functions of the Traffic Offload Function;
-  Offload procedure, which describes detailed steps of how offload is performed;
-  Open issues, which contain one FFS on how to work with IPv6 prefix translation.

The above description gives a clear view of how SIPTO for UMTS is performed, except for the issue marked for further study. Clarifications for the remaining issues are provided below.
2 Clarifications
2.1 Offload policy provision
This is a common issue for all solutions. The offload decision point in every solution needs to get the offload policies.

Specifically for solution 4, as there are only a few TOFs in the network, it is proposed to provision the offload policies by configuration, e.g. via OAM. Other means, e.g. via PCC, which may be a general method for all solutions, can be studied in other appropriate SI/WI e.g. FS_PP.
Some operators may be required to disable offload for some users, based on user information (e.g. age).This can be achieved by interaction with the operator's user data repository. This is also common to all solutions and can be left to implementation.
2.2 Traffic character identification
SPI function is enough to get the characteristics of the IP packets to perform offload, e.g. the destination IP address. However, DPI function can be used when operators want to offload the traffic based on e.g. application level information (even in this case, there is no need to inspect the detailed content of the packet beyond e.g. determining the application protocol type). Thus, DPI is not required but possible for solution 4, based on operators' requirements.
2.3 Support for IPv6 prefix translation

When NAT based solutions are used in the network, 3 scenarios related to IPv6 might exist, considering the different IP version realms of two sides of the NAT GW,

· From IPv6 (PDP Context or UE IP address allocated by GGSN/PGW) to IPv4 (IP network of service, e.g. Internet or home based network);

· From IPv4 to IPv6;

· From IPv6 to IPv6.

For the first and second scenarios, the GGSN and PGW may also need to support NAT between IPv4 and IPv6 and vice-versa when the IP version of UE is not same as the IP version of Server in the PDN network. Currently, there have been many drafts to resolve the NAT between IPv4 and IPv6 and vice-versa in the IETF, and IETF are working to standardize some of them to resolve foreseen problem in communication between IPv4 network and IPv6 network. 

For the third scenario, the Transport and Internet Area Directors of IETF have rejected the NAT66 draft to be a formal document of IETF. The NAT66 document is suggested by Transport and Internet ADs to be published as an independent submission as a reference. To a certain extent, the reason of rejection is that IETF considers that many requirements of NAT in IPv6, such as amplifying address space, are not needed in IPv6. Some other advantages of IPv4 NAT, such as topology hiding and simple network security are not considered to be sufficient reasons to standardize IPv6 NAT. For these reasons, IPv6 NAT is left for individual implementation.
In case the IPv6 NAT is needed in SIPTO, an internal IPv6 NAT GW with private address translation mechanism in the offload points is suggested for implementation. For example, in solution 4, the TOF with IPv6 NAT GW can substitute the IPv6 prefix of the offload IP traffic with the IPv6 prefix of TOF for uplink and vice-versa for downlink, and the TOF keeps the IPv6 prefix translation table for the offload IPv6 traffics. Note that this is a one-to-one mapping, thus several of the known drawbacks of NAT do not apply here.
Proposed Changes
5.5
Solution 4 – Selected IP Traffic Offload at Iu-PS
5.5.1
Applicability

This solution supports the following scenario:

-
Selected IP Traffic Offload for UMTS macro

-
Selected IP Traffic Offload for HNB subsystem

5.5.2
Architectural principles
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Figure 5.5.2.1: Selected IP Traffic Offload from Traffic Offload Function (TOF) deployed at Iu-PS

NOTE 1:
TOF can be a separate entity, or collocated with RNC/HNB GW.
NOTE 2:
The interface from TOF to Internet may be a subset of Gi.
The following architecture principles apply to this solution:

-
The TOF is located at Iu-PS and provides standard Iu-PS interface to the RNC and the SGSN;

-
Selected IP Traffic Offload is enabled by NAT and SPI/DPI based on operator policies at different levels (e.g. per user, per APN, per service type, per IP address, etc). The policies may be configured via e.g. OAM.
NOTE 3:
Enabling/Disabling SIPTO based on user information (e.g. age) can be achieved by interaction with the operator's user data repository. This issue is common to all solutions and can be left to implementation.

-
One PDN connection or PDP context for both offload traffic and non-offload traffic is supported, while it also allows using different PDN connections or PDP contexts for offload traffic and non-offload traffic (e.g. by selecting the traffic based on APN);

-
No impact on the quality of service continuity provided for non-offload traffic during mobility;

-
The quality of service continuity provided for offload traffic is same as it is for non-offload traffic during intra TOF mobility.
5.5.3
Traffic Offload Function
TOF includes the following functions:

-
NAS and RANAP message inspection to build/remove local UE offload context;

-
NAS and RANAP message inspection to build/Remove local session off load context;

-
SPI/DPI and Selected IP Traffic Offload policy enforcement;

-
Uplink traffic offload by removing GTP-U header and NAT;

-
Downlink traffic offload by reverse NAT and adding GTP-U header;

-
Charging for offloaded traffic;

-
Lawful Interception for offloaded traffic;

-
Offload traffic service continuity during intra-TOF mobility.
-
When TOF is configured to perform paging, TOF pages idle mode UE for downlink offload traffic, and when the UE responds TOF modifies the Service type IE in the Service Request message to indicate Data.

NOTE 1:
Most Internet applications is in MS originated service mode, or have a heart-beat mechanism to keep the UE in connected mode, so it is considered that paging function is not needed in most cases.
NOTE 2:
A DPI function is not required. However, it can be used when operators want to offload the traffic based on e.g. application level information. When offload is performed based on e.g. application protocol type, there is no need to inspect the detailed content of the packet beyond identifying the application protocol type.
5.5.4
Offload procedure
-
TOF inspects both NAS and RANAP messages to get subscriber information and establish local UE offload context.
-
TOF inspects both NAS and RANAP messages to get PDP context information and establish local session offload context.
-
TOF decides the offload policy to be applied based on above information during e.g. attach and PDP context activation procedures.

-
During the data transfer procedure, TOF performs necessary SPI or DPI to uplink traffic.

-
TOF drags the uplink traffic out from the GTP-U tunnel and performs NAT to offload the traffic if offload policy is matched. If IPv6 NAT is needed, the TOF can e.g. substitute the prefix of source address of the uplink packet with the prefix associated with the TOF.
-
TOF performs reverse NAT to the received downlink offload traffic and inserts it back to the right GTP-U tunnel. If IPv6 NAT is needed, in the reverse direction, the TOF can e,g, substitute the prefix of destination address of the downlink packet with the prefix of the UE.
NOTE:
The IPv6 NAT mechanism is not standardized and left to implementation.
-
TOF removes session offload context when the APN which the IP traffic associated with it is to be offloaded and all the PDP contexts associate with that APN are deactivated.
-
TOF removes session offload context when the APN which the IP traffic associated with it is to be offloaded and all the PDP contexts associate with that APN are deactivated.
-
The inactivity timer is reset and started with its initial value when the PS signalling connection between the MS and the network is released. The inactivity timer is stopped when the PS signalling connection is established between the MS and the network.
-
When inactivity timer expires, the TOF removes the offload contexts including the UE offload context and the session offload context.
-
When TOF is configured not to perform paging, TOF discards received downlink packets.

-
When TOF is configured to perform paging and when TOF receives downlink offload packets for idle mode UE, it constructs and sends paging message to connected RNC(s). When TOF receives Service Request message from the UE as paging response, it modifies the service type IE to Data, then forwards it to SGSN. TOF discards the downlink offload packets if there is no corresponding local context.
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